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ATTACHMENT 1

KEY TERM GLOSSARY

Introduction and Overview

At the request of the Rainier Communications Commission (“RCC”), CBG Communications, Inc. (“CBG”) has conducted a Wireless Broadband Network Needs Assessment Study.  This Study included three (3) main elements: a needs ascertainment to determine community and public agency needs for wireless broadband infrastructure and services; a determination of the operational relationship between a new wireless broadband network and current local government-owned emergency communications and wide area networks; and development of a recommended wireless broadband network concept for implementation. The findings, conclusions and recommendations related to these three elements are incorporated in this Report. 

Tom Robinson, Executive Vice President of CBG, served as the project manager for this study.  Dick Nielsen, Senior Engineer worked on a variety of technology, service provider, application and network development model review and analysis tasks.  Dr. Constance Book performed a variety of research and statistical analysis tasks related to a companion residential community wireless broadband network needs assessment, which is detailed in a separate report.  The information gleaned from our analysis and subsequent findings and conclusions resulted in the recommendations found at the end of this Report. 

The main focus of CBG’s study was on the needs of public agencies, the business community, the educational community and the general community for wireless broadband network access and services.  A portion of the study was also focused on the current agreement with CenturyTel to develop pilots in a number of RCC jurisdictions to determine the viability of a specific wireless broadband network concept and its associated service and application enablement capabilities, before proceeding with a broader implementation.

Taking all of our findings into account, as well as the separate findings, conclusions and recommendations included in Dr. Book’s residential community needs assessment report; we’ve made the following major recommendations concerning wireless broadband network development in the RCC member jurisdictions (these are discussed in significant detail at the end of this report).

· A wireless broadband system should be developed as broadly as possible across the RCC-member jurisdiction area, wherever access to broadband communications would be useful to the organizational and (as described in the companion residential community needs assessment) residential populations.
· The system should provide the highest available bandwidth through continually advanced technological means.
· The system should be a highly reliable system with secure transport for sensitive communications.
· The system should be designed to facilitate the field work, remote access, and mobile access needs of public agencies.

· The system should be built in areas to help reduce the digital divide.

· The system must be constructed and operated in such a way so as to not compromise existing requirements that must be met by public agencies.
· For the system to be useful to public safety agencies, pilot projects should be developed that specifically test public safety applications (both existing, like mobile data, and new such as video), and, before a widespread system would be built for primary public safety use, it must be designed and engineered in concert with LESA and the agencies that it represents.
· The maximum value should be gained for the use of public vertical assets, taking into account the public policy goals espoused by the RCC and its member jurisdictions and public agencies.
Study Methodology

As part of the Needs Assessment study, CBG performed a variety of tasks.  Specifically, the study included: 

· A review of a wealth of existing background information.

· Performance of a high level analysis of existing telecommunications infrastructure and services in the area represented by the RCC.  This analysis is incorporated in various sections of the Report, including: the section entitled “Current Broadband Telecommunications Providers Overview”; the findings detailed in the section describing the needs and interests of Organizational Communities of Interest; and specific findings related to services that could be provided to the residential community as detailed in Dr. Book’s report entitled “Residential Needs Assessment Related to the Establishment of Wireless Broadband Services Among Rainier Communications Commission Constituencies”.

· Identification of the current and future demand for wireless broadband services in the Rainier-member area.  Similar to the above, some of this information, related to the Residential Community, is detailed in Dr. Book’s report.  A significant portion of the demand is related to potential Organizational use and is detailed in that pertinent section.

For the Organizational Communities of Interest, demand was identified through both focused discussions and in-depth interviews of representatives of a wide range of public agency, public safety, health, educational, business, and community organizations.  Specifically, group participants and interviewees included:

· Medical organizational representatives from the Northwest Physicians Network,

· Information technology representatives from Pierce County and various RCC-member cities, towns and government agencies,

· A group of representatives from Orting representing a wide variety of government, community and commercial interests,

· Public Safety representatives from Tacoma, Pierce County and other cities and towns,

· County agency representatives from the Treasurer’s/Assessor’s Office and the Department of Public Works,

· City and town managers from a variety of RCC-member jurisdictions,

· Economic development and business representatives,

· A representative from Fort Lewis’s communications operation,

· Pierce County Human Services and Community Services Department representatives,

· Pierce Transit representatives,
· A Metro Parks representative,
· A School District representative, and

· Rainier Media Center staff

Additionally, follow-up e-mails were traded regarding concerns raised by the Public Safety community representatives and a follow-up conference call was held on October 31st that included a CenturyTel representative.

While the applications varied between interest groups, the core information presented and discussed generally followed the same lines to ensure that we could identify needs, interests, demand and concerns that were consensus issues across different Communities of Interest, as well as diverse needs, interests and concerns that may only pertain to one or a subset of the interest groups.  We were also able to determine if there was a significant difference of opinion or perception related to any specific issue.  Specifically, the core information presented and discussed included: 

· A description of wireless broadband technologies

· A review of both general and specific potential services and applications

· A discussion of infrastructure characteristics and the need for vertical assets and backhaul mechanisms

· A description of key potential concerns including service, maintenance and repair; network survivability and redundancy; and cost, and  

· A review of the current CenturyTel model and proof of concept activities

Participants were encouraged to react to each of the topic areas and interact with each other related to expressed opinions, perceptions, needs, interests, demands and concerns.

Ultimately this resulted in a high volume of data within and across different Communities of Interest.

From all the data gathered, we were then able to identify a recommended concept to meet the needs assessed, cost/benefits, uses and users, and potential revenue generation and in-kind service provision.  These elements subsequently helped identify the overall goals and objectives that would ultimately need to be met by wireless broadband system deployment in the RCC-member area. These are found at the end of this Report.

SECTION A

REVIEW OF WIRELESS BROADBAND TECHNOLOGIES AND PROVIDERS

WIRELESS BROADBAND TECHNOLOGIES OVERVIEW

Introduction

As technologies continue to evolve and new ones come into existence, network designers must evolve to meet the user’s needs.  Although ideally the latest and fastest technologies would always be utilized, designers must also cater to the needs of users that have existing technologies.  Below are a number of these technologies and their pros and cons:

Wi-Fi 

Wi-Fi (Wireless Fidelity) is the most common wireless technology utilized to serve end users today.  Virtually ever laptop manufactured in the past few years has the ability built into them to receive signals via a Wi-Fi network.  Wi-Fi has evolved, and continues to do so, to meet the growing need for faster connections and every increasing numbers of users.  

Wi-Fi’s evolution began in the late 1990’s with what is now known as Legacy Wi-Fi (IEEE 802.11 Wireless LAN standard).  These systems were capable of speeds of approximately 2 Mbps maximum and more likely provided actual speeds of about 1Mbps.  From there Wi-Fi migrated in 1999 to 802.11b with speeds of 11Mbps maximum and typical speeds of 6.5 Mbps.  802.11g was also released in 1999 with throughputs of 54Mbps maximum and 25Mbps typical.

The next generation of Wi-Fi is 802.11n.  This protocol will provide speeds of as much as 540Mbps with typical speeds of as much as 200Mbps.  Although the 802.11n standard is currently in draft form and will not likely be accepted until April 2008, equipment utilizing 802.11n technology is currently available and in use in consumer Wi-Fi systems.  These systems were heretofore typically utilized in homes or small office environments.   Intel has recently announced the release of its Intel Next-Gen Wireless-N product based on IEEE 802.11a/b/g and Draft-N, which is being installed or embedded into notebook computers such as Acer, Asus, Gateway and Toshiba.    

Wi-Fi systems utilize Access Points (APs) to create an area of coverage often referred to as a hot spot.  Although the area served by an AP varies with each of the protocols and indeed with various topological influences, generally an AP can reach a few hundred feet in each direction and thus will cover approximately 1 square block.  

Numerous APs can be implemented in what is know as a mesh design, where the APs coverage areas overlap slightly to eliminate areas that cannot receive signal (dead zones) between APs.  In addition, Wi-Fi is limited to line of site.  Every end user must have a clear transmission path to an AP.  Mesh design helps to overcome this design problem by covering the desired area with numerous APs and thus increasing the likelihood of a clear path between the user and an AP.  An example of this is in a downtown area.  Wi-Fi signals will not go through, or around, a building and thus additional APs must be implemented to cover the entire area around the building.  

Although Wi-Fi systems can achieve the above mentioned speeds, these throughputs are shared among all users accessing a given AP.  Mesh designs allow users to hop from one AP to another when utilization levels on a given AP are high.  This spreads the demand for service to APs that are experiencing less demand and thus minimizes slow downs to the end users. 

Wi-Fi systems being deployed today are using frequencies in the 2.4 and 5 GHz ranges for serving end users.  Where both of these frequencies are utilized the vendors produce a dual band radio.   This is simply two radios, each transmitting and receiving signals, within a single enclosure to allow coverage of both spectrums without needing additional APs.  

In addition to these frequencies, some vendors are also implementing 4.9 GHz radios to be utilized strictly for public safety.  In this case, a tri-band radio can be installed in the APs to allow transmission and reception of three separate frequencies.  The 4.9 GHz portion of the spectrum is reserved by the FCC to “for use in support of public safety.  These may include police, fire, ambulance and homeland security applications.  

CenturyTel has proposed to install and offer the RCC communities the utilization of the 4.9 GHz band for exclusive use by public safety entities within the County.  During our needs assessment process, other public safety stationary and mobile data options were discussed, including preference by some public safety entities for technologies such as mobile WiMAX.  As described below, mobile WiMAX is slated for manufacturing in mid 2007 for commercial use in wireless systems.  Mobile WiMAX in the 4.9 GHz (public safety) spectrum is not yet scheduled for final acceptance and certification.  This likely puts the availability of this equipment out until 2008 or beyond. The RCC will need to take this and the pros and cons discussed below into account when deciding what design will be utilized to provide wireless services to its communities. 

Wi-Fi Pros – 

· Wide availability.  Most laptop devices made today have Wi-Fi capability built into them and older laptops can be inexpensively equipped to utilize a Wi-Fi System.

· Wi-Fi system equipment is readily available and offers interoperability between various manufacturers. 

· Systems are designed to offer backward compatibility.  Customers with older technologies built into their devices can still utilize the system.

· Relatively inexpensive to implement a mesh-designed system to effectively cover an area within a community or large areas such as Pierce County.

Wi-Fi Cons –

· Line of sight transmission paths and small individual AP coverage areas.  Numerous APs may be needed to cover a given area.  This can be from 15 to 30 APs per square mile and indeed as many as 45 APs in metropolitan downtown areas. 

· Prone to interference from other devices such as cordless phones and microwave ovens.  This is generally more of an issue with indoor systems.

WiMAX

WiMAX (Worldwide Interoperability for Microwave Access) is a wireless technology based on the IEEE’s 802.16 standards.  Until recently, WiMAX was primarily utilized as  a point to point connection to connect two sites together or to provide backhaul for APs in a Wi-Fi system.  

Today WiMAX is capable of being utilized in a broadcast enviroment in much the same way as descibed above for Wi-Fi systems.  However, WiMAX can only be used in a stationary location.  The WiMAX 802.16e standard, or mobile WiMAX, will change this in the near future (slated for first equipment certification in mid 2007).  802.16e allows for access to the network in a mobile environment such as a person walking or driving in a vehicle.

Officially, WiMAX technology is capable of transmitting speeds up to 70Mbps over 70 miles.  However these speeds can only be realized in perfect conditions in a single point to point application.  In practice, WiMAX will provide symetrical speeds of approximately 10Mbps over 6 miles and indeed may only provide 10Mbps over a much smaller distance dependent on the terrain.

WiMAX Pros –

· Capable of non line of site transmission.  WiMAX is affected by buildings and trees much less than Wi-Fi.  Non line of site transmission will however reduce the reach or coverage area of a given AP.

· Coverage areas are larger, minimizing the number of APs and thus the number of vertical assets needed for installation such as light poles and buildings.

WiMAX Cons –

· Limited availability (this is changing rapidly) and implementation at this time of point to multipoint WiMAX systems designed to connect the end user. 

· Limited number of end users with access capabilities.  WiMAX is a new technology as it relates to serving the last mile or end users.  Very few people have the equipment in their laptops or other devices to receive WiMAX signals.

· Cost of WiMAX CPE (Customer Premises Equipment) or end user equipment, is relatively expensive compared to Wi-Fi, especially considering that Wi-Fi capabilities are built into most laptops today.

Broadband over Cellular

Cell phone service is offered throughout the RCC member jurisdictions by various cell phone providers.  These providers include Cingular, Verizon, Sprint/Nextel, T-Mobile, Qwest and others.  

In addition to offering traditional cell phone services such as voice and text messaging, these providers also offer broadband mobile data capabilities.  For example, Cingular offers a service with its “EDGE” system that allows PDAs and laptops to be connected to the Internet.  Cingular utilizes GPRS (General Packet Radio Services) and GSM (Global Systems for Mobile) communications to offer high speed connection to the Internet with typical speeds of between 400 and 700 Kbps and bursts up to 1 Mbps.  Unlike other Internet providers, where fees are based on time connected to the Internet (i.e., per minute, per month etc.), many of these services are typically billed based on the amount of information sent and received by the device connected to the Internet.  This is changing as more users purchase the service.  For example, monthly connection fees are paid by the public safety users in the County, who pay $50.00 to $75.00 per month for this service.

Sprint/Nextel and Verizon also offer a high speed Internet option via their EV-DO (Evolution Data Optimized) technology.  The current version of EV-DO offers symmetrical speeds up to 1 Mbps.

T-Mobile also offers Internet services via a Blackberry type device or internet capable cell phone.  

Cellular Broadband Pros – 

· National, and in some cases such as Cingular’s, international access is available.

Cellular Broadband Cons – 

· The provider’s coverage areas can be spotty and have been confined to larger metropolitan areas and along major highways and interstate freeways.  Comparatively low throughput speeds.  Capacity is shared by all users of each cell site.

CURRENT BROADBAND TELECOMMUNICATIONS PROVIDERS OVERVIEW

Introduction

Currently residents of RCC-member jurisdictions have options for fulfilling broadband networking needs for home and business applications.  The service providers listed below include the major competitors in the market.  These give a representation of the services available and competitive pricing information.  This list of providers is not intended to be all inclusive, but rather to give a good representation of services available and the level of competition in Pierce County and its incorporated jurisdictions.  Most of the providers do not service the entire County.  In most cases, a potential customer must contact the provider in order to determine specific serviceability.  

Wireline Providers

Comcast

Comcast is currently providing cable modem services throughout its service area in Pierce County.  In addition to traditional cable television services, Comcast offers phone and “high speed” internet services.  Comcast’s home service allows transfer rates (speeds) up to 6 Mbps in the forward (receive or download) direction and up to 768 Kbps in the upstream (send or upload) direction, with “power boost” which allows for download speeds up to 12 Mbps for downloading large files.  Comcast’s advertised, non introductory, rate for this level of service is $57.95 per month.  

Comcast also provides business class internet services that allow speeds up to 8 Mbps in the forward direction and 1Mbps in the upstream direction.

Click! Network

Tacoma Power (a unit of Tacoma Public Utilities) has built a fiber optic network covering the entire city limits of Tacoma, Fir Crest and University Place.  In addition, parts of Lakewood and Fife are served by this network.   Click! Network currently offers cable TV services as well as high speed internet.  Customers have a choice between three ISPs for Internet service.  These ISPs are Advanced Stream, HarborNet and Net Venture.  These providers offer service levels of 1 Mbps forward and 128 Kbps upstream for approximately $30.00 per month up to speeds of 8 Mbps forward and 768 Kbps upstream for approximately $60.00 a month.  Advanced Stream and HarborNet offer reductions in price for quarterly and annual billing plans.

In addition, Rainier Connect, Eschelon Telecom Inc., Integra Talecom and Optic Fusion are businesses that offer business class networking services via the Click! Network as well as independent of Click! Network.

Qwest

Qwest provides high speed DSL (Digital Subscriber Line) internet service over traditional copper phone lines offering a variety of options for speed and functionality.  One of the basic packages provides download speeds of 1.5 Mbps and upload speeds of 896 Kbps.  The advertised price of this service is $31.99 per month with discounts for bundling with other services as well as if a two year contract is signed. 

CenturyTel

CenturyTel offers DSL service in its existing footprint within certain areas of the County (such as Gig Harbor, Orting and Frederickson).  Their packages range from 256 Kbps to up to 6 Mbps in the forward direction with much slower speeds in the return direction.  These packages range from $24.95 per month to $59.95 per month for internet access.

In addition, CenturyTel has proposed to install a wireless system throughout Pierce County based on Wi-Fi technologies, with other technologies utilized for backhaul, as described throughout this Report.  This system would ultimately be designed to cover 95% of the County for residential, governmental and business use.  In addition, CenturyTel has proposed adding a 4.9 GHz public safety data transport system to this network.  The RCC received the proposal from CenturyTel and agreed to allow CenturyTel to install pilot projects to demonstrate proof-of-concept in several RCC-member jurisdictions.  The first of these pilots is scheduled for activation during February, 2007 in Steilacoom.    

Wholesale Internet Providers 

Pierce County residents and businesses have options to purchase Internet services from numerous wholesale providers.  These providers purchase large volumes of service, primarily from Qwest and CenturyTel, at high volume (wholesale) pricing which is below what Qwest and CenturyTel charge individual customers and they then resell the service to individuals at a marked up (retail) price.  In addition, these Internet Service Providers offer other services such as Domain Name Service (DNS), E-mail services and Website support.

Service levels and pricing vary among the providers but are similar to those offered by Qwest and CenturyTel.  Some of the top ISP’s in the County are HarborNet and Covad.

Optic Fusion

Optic Fusion offers carrier-class collocation facilities where companies can interconnect their network’s facilities to other networks.  In addition, Optic Fusion will design and build fiber optic infrastructure throughout the region to meet their customer’s needs.  Optic Fusion also works with AT&T, Qwest, Click and other companies to provide network connections from 256 Kbps to 1 Gbps.

Dark Fiber Solutions

Dark Fiber is a terminology utilized when a customer purchases or leases “unlit” fiber optic infrastructure (without equipment attached to activate the connection).  The customer then purchases or leases the equipment it requires to “light” the fiber for communications between two or more sites.  This allows the customer to customize their network and increase its capabilities more quickly than if a level of service is purchased from a vendor, as in the above scenarios.  Dark fiber for business solutions is generally utilized by companies that have very high throughput needs or where other options for fiber-based connectivity do not currently exist.  This solution can be much more costly upfront than the options listed above.  However, depending on the needs, and the throughputs desired, of the customer, this option can quickly become cost effective while providing increased flexibility.

Level 3

Level 3 is a company that will design and build a turnkey network for its clients.  Dark fiber is installed from the customer’s location(s) to a co-location site.  This collocation site then allows for interconnectivity with locations or ISPs elsewhere in the County or throughout the nation.  In addition, Level 3 will offer on-going management of the network if the client so desires.

360 Networks

360 Networks is a wholesale provider of fiber optics-based communications in the Western United States.  360 Networks also provides co-location facilities to its customers infrastructure for inclusion on their long distance fiber optic backbone.  360 Networks utilizes local exchange carriers for last mile connectivity as well as providing dark fiber optic solutions where needed by the customer. 

Wireless Providers

Starband

Internet services are also available via satellite technology such as that offered by Starband.  Starband’s has numerous local dealers from which a customer gets the needed equipment and signs up for a plan.  Two local representatives are: Accessory Supply in Gig Harbor and Your Wireless Store in Federal Way,   As advertised on Starband’s web site, Starband’s service levels start at 512 Kbps download and 128 Kbps upload for a monthly charge of $49.99, with a higher level of service providing 1 Mbps download and 256 Kbps upload speeds for $129.99 per month.  Starband advertises an equipment charge of $299.99 and although installation charges are not listed, a standard installation charge of $199.99 has applied in other areas of the country.

Cellular Carriers

As indicated previously, Cingular, Sprint/Nextel, Verizon, T-Mobile and other cellular carriers offer broadband services over their wireless networks with throughput speeds of between 400 Kbps and 700 Kbps with bursts up to 1 Mbps.  Most of the networks discussed in this Report charge customers based on usage time.  For instance, customers pay for service for a day, a month or years based on a signed contract.  Cellular carriers generally bill for service based on the amount of information transmitted over the network, but plans also exist for flat fee monthly billing such as those utilized by the public safety entities.  

Wi-Fi Hotspots

Wi-Fi Hotspots (areas with Wi-Fi service available) exist throughout the County.  These hotspots are located in coffee shops, restaurants and other business locations.  Many of these Wi-Fi hot spots offer service to customers free of charge.  However, these hotspots can also be established to require a payment for a given amount of time, most often 24 hours of access to the network.   

SECTION B

REVIEW OF ORGANIZATIONAL COMMUNITIES OF INTEREST WIRELESS BROADBAND NEEDS, INTERESTS AND CONCERNS

NEEDS OF ORGANIZATIONAL COMMUNITIES OF INTEREST

Introduction 

The wireless broadband-related needs of a number of organizational communities were also assessed.  The ascertainment methods included focused discussions, in-depth interviews, reviews of related documents and information and a trend analysis concerning the various communities.  The organizational types ranged from public safety entities, educational organizations, and a variety of local government agencies to business groups and community-centric organizations.

A summary of the findings for each group is detailed below.  

Findings

Focused Discussion with Health Professionals

On October 11, 2006 a meeting was held with members of the Northwest Physician’s Network.  This included representatives from large hospitals including a military hospital and professional medical offices.  The discussion with the health professionals was wide-ranging and covered a number of needs, interests and concerns related to development of a wireless broadband system in the RCC member area.  The primary needs expressed, where a wireless broadband system could be beneficial in facilitating such needs, were:

· A System That Provided Broad Coverage For High Capacity Data Communications Would Be Useful For A Variety Of Applications – A wireless broadband system would enable access for medical professionals to the Internet and to a variety of medical data applications where wireline services (such as DSL) were not available.  A robust system that worked equally well for both stationary and in-motion use would be very beneficial, especially if it provided coverage wherever Emergency Medical and other medical professionals need to go.

For example, with enough coverage and high capacity, the system could be used for hospital-to-hospital connectivity; from an incident scene to a hospital; and from a medical professional office to the hospital.

Initially, it will be important for such a wireless broadband system to fill gaps in existing communications that are currently provided by cellular-based data systems, public safety radio systems and additional proprietary systems.  There should also be the ability to interface between these systems for seamless communications.

· Video Would Be An Application That A Wireless Broadband System Could Provide That Is Not Provided By Existing Communications Systems – Participants indicated that video from on-scene and in-motion in an ambulance would be highly useful, depending upon the application.  For example, video might be helpful for triage activities where the medical professionals on-scene need to move quickly and could use support from remote locations.  One participant indicated that this triage example was similar to scenarios found in battlefield medicine, where video has been found to be extremely helpful.

Another participant, though, noted that EMS technicians typically believe that the options for care are pretty well-defined when they arrive on scene and they may not need additional support before the patient is brought back to the central care facility.  Others though, indicated that video could always be helpful as an added support mechanism, as needed, and would be extremely beneficial in helping handle disaster events where there are mass casualties and quick effective triage is needed, so support is needed from all corners of the medical community.

Participants concluded that they would like to test such applications in a pilot project, one that would include both live video from on-scene and in-motion in an emergency vehicle.

· Use For Provision Of Multiple Telemetry Streams Would Be Useful – If a wireless broadband system could help better facilitate bringing medical diagnostic information to and from an emergency vehicle, in-motion, and a variety of parties, including for example, in a heart-related case, an EMT, the cardiologist and the cath lab, such that a patient could be reviewed by all concerned parties before they arrived at the medical facility, it could significantly aid in effective treatment.  Participants noted that the effectiveness of this type of use would depend upon transport times.  If the transport time is short (as many are in Pierce County), then the system may not be as useful.  However, in longer transport times (such as when an emergency vehicle is impeded by heavy traffic) such a system could be very useful, since, in some cases just a minute of delay could impact the ability of the medical professional to be able to administer life saving treatment to a patient.

· A Wireless Broadband System Would Be Helpful When Emergency Departments Are Backed Up In Their Ability To Respond And More Work Would Need To Be Done Remotely In The Field - It was noted that it depends upon the type of information that could be generated in the field as to how useful the system would be. For example, if physical lab data can be generated in the field and then transported back to the central care facility, this would increase the benefits and usefulness of such a system, especially during long transport times.

The utilization of the system for voice was mentioned also as a potential need, depending upon its reliability and coverage versus other systems currently employed for voice.

· The System Would Be Of Significant Benefit If It Could Provide Interfaces Between Various Medical Professionals – Participants noted that the system could be very useful if it enabled private, public and military medical professionals to all communicate rapidly through various forms (video, voice and data) on issues of mutual concern.  Additionally, if the wireless broadband system could be integrated with Central Dispatch and provide access to the centralized information distribution center, then it would provide significant capabilities for, Pierce County EMS and other medical professionals.  For this to be effective, there would have to be significant involvement of Tacoma’s medical professionals and public safety personnel, since it is the location of the centralized distribution center.

Beyond the applications discussed, there were also several concerns discussed regarding the use of a wireless broadband system for the applications described above.  These included: 

· The Security Of The System – There was significant discussion about the security requirements that would need to be in place concerning medical professional use of a wireless broadband system.  For example, military medical facilities have Department of Defense (DOD) requirements on all data transmitted.  Others indicated that all patient data must be securely transmitted in order to comply with HIPAA rules.  It was discussed that beyond the inherent security mechanisms in the wireless transport system, that outboard encryption/decryption could be employed by individual users.  For example, the current web-based portal that is utilized by the Physicians’ Network is required to have secure access and uses encryption and decryption going in and out of the portal.  It was also discussed that there could be a significant documentation process as to how the wireless broadband system is utilized for medical purposes, including rules for entry into the system, and authentication of system users.

Participants noted that a regional health organization is being developed to address security issues on a larger scale, regardless of the transport system used for the transfer of such information.

· Cost/Benefit Analysis – If there is a significant increase in cost for medical professionals to use such a system over current systems, and there is only a limited improvement in operations, use of the wireless broadband system for medical professional use may not be seen as beneficial.  However, if the cost is low and the improvement is great, it would be seen as beneficial.

The use of vertical assets available from owners of medical facilities was also discussed.  It was suggested by participants that the owners of these facilities may be amenable to providing such assets in exchange for access to the system or monetary compensation and that wireless broadband providers need to work with the owners of these facilities individually.

Focused Discussion with Organizations Involved in Business and Economic Development

A focused discussion was held on October 12, 2006 with members of business and economic development organizations to discuss potential use of wireless broadband communications by businesses and industrial organizations.  Similar to the other groups, the discussion centered on the needs and interests of business and industry, as well as concerns they may have related to the use of such a system.  The views expressed included:

· The System Would Be Useful To Small Businesses – It was discussed that forty-nine percent (49%) of all small businesses in the area are currently home-based and that they need significant high-capacity access to the internet in many cases.  When DSL and cable modem are not available, and where portability is needed (so wireline services would not be useful), then a wireless broadband system would enable a variety of communications applications for such businesses.

· Use Of The System Would Be Most Attractive To Businesses If It Had Higher Capacity, Better Reliability And A Lower Cost Than Existing Offerings – It would be important for the wireless broadband system to have some critical differentiating element from existing offerings, because businesses tend to stay with existing vendors, even if their cost is higher, if those existing vendors are satisfying the business’s current requirements.

· To Boost Economic Development, The Wireless Broadband System Would Need To Help Facilitate Two Key Functions – These functions are: attracting new people and businesses to the area; and retaining existing businesses and facilitating their expansion as required.  From a portability, mobility and remote access point of view, people and businesses that depend upon that type of access to the Internet and data communications, would be ready users of a wireless broadband system.  In this vein, the system would help fulfill economic development goals.

Key concerns expressed by the business and economic development representatives were the following:

· The System Would Need To Provide Reliable, Seamless Service - It was discussed that this is an extremely important issue for business users who must rely on systems, once chosen, to transport communications critical to the operation of their business.  It was indicated that if the system ultimately carries public safety traffic, it would automatically been seen as a viable operation for businesses who might want to use it.

· The System Would Be Most Useful If It Provided Coverage Throughout Pierce County – There was significant discussion as to the viability of the system for business use based on its availability within the County and the unincorporated jurisdictions.  Participants indicated that it should be available everywhere that businesses need to utilize it.  

· There Would Need To Be A “Tight” Service Level Agreement (SLA) For Business Users - Business users would want a Service Level Agreement (SLA) that has specific, objective, requirements for operation that can be effectively measured by the business to ensure that they are getting what they paid for.

Meeting with the Steilacoom School District

On October 13, 2006 a meeting was held with the Information Technology Director for the Steilacoom School District.  Then, a follow-up phone discussion was held on December 8, 2006 with the Director and one of his staff concerning some of the needs and interests discussed at the previous meeting.  Based on these discussions, the following needs and interests were evident:

· Higher Capacity And Redundancy For The District’s Internet Connection – The School District currently has a multi-Megabit connection to the K-20 network for receipt of Internet access.  If there was the ability to backup this connection and provide higher capacity (the School District believes that at some point it may need a much faster connection to the internet), then this would be a beneficial application that a second broadband system, such as a wireless broadband system could provide.

· Use For Videoconferencing – The District currently has some use of video conferencing utilizing Polycom’s Viewstation technology tied to offerings over the State K-20 network.  Since it requires 386 Kbps transfer rates or better, a wide spread use of videoconferencing could clog up existing leased line connections.  By utilizing a completely different network for such applications, such as a wireless broadband system, it would allow the district to expand the use of video applications without compromising its existing network.

· Provision Of Services To The Community – The District currently participates in initiatives such as the Washington Virtual Academy, which is a web-based diploma program.  The program’s usefulness depends upon the speeds at which information can be accessed.  As an example, certain types of offerings that include flash animation need a broadband connection to be effective.  

Similarly, the District sees a need to participate in systems that better help with disaster preparedness and disaster response (similar to the way that the School Districts serving Orting and Puyallup focus on the provision of information concerning student evacuations and safety measures related to students during a potential disaster).  Initiatives like these could be better enabled if the community as a whole had better and more portable access to broadband communications that would deliver emergency information and assist with disaster preparedness.

· Connections To Remote Locations – The District currently has in place wireless microwave based communications to its facilities on Anderson Island and Fox Island. It would be helpful to the District to be able to replace those connections with higher capacity, more cost effective connections.  It was discussed that it is possible that such connections could ride along with backhaul traffic in certain proposed wireless broadband system design models.

Additionally, it would be helpful to have backup or even load-sharing connections between existing sites to the extent that they are cost effective, can be connected effectively based on network topology and area topography (for instance, Saltar’s Point Elementary is in a ‘bowl” topographically) and, as mentioned herein, have the necessary security and reliability.

The District expressed several concerns about the use of the network, as other organizational Communities of Interest have, wherein they would need to be assured that such concerns were resolved in order to effectively use the network. They are:

· Network Security – Much of the data transported between locations (such as student grades, student personal information, etc.) is sensitive in nature and so the network would need to be highly secure and enable the establishment of VPNs between school sites.

· Network Reliability – If the wireless broadband network were going to be used in any way as a primary network, it would need to have a very high reliability (including such reliability enhancing measures as battery backups for the APs).

· The Network Must Not Violate CIPA (The Children’s Internet Protection Act) – The District expressed concern that a network that would provide coverage that extended into a school campus may enable students to get around internet access protections that have been put in place to be compliant with the requirements of CIPA.  If the District were to utilize the network or the network were to cover the District’s facilities’ campuses, authentication and restricted access procedures would need to be put in place in order to ensure that CIPA measures are not circumvented.

· Provision Of End User Transport Equipment – To the extent that the District would utilize the system, and would need large scale connections (such as LAN-to-LAN access to the network), funding would need to be provided to acquire the necessary network transport equipment (such as a higher power radio transceiver to provide high capacity communications to the closest AP).

The District indicated that it would be interested in participating in a pilot as long as the above concerns were considered and resolved and would also be interested in providing vertical assets for use in the system.  The compensation for access to such vertical assets would need to be further discussed, but most likely could involve access to equipment and services in exchange for network provider access to school facility rooftops, light stanchions, existing towers, etc. 

Needs of the Cities and Towns

Municipal needs and interests were reviewed in several ways.  A focused discussion was held with representatives from various RCC-member cities and towns.  Also, a focused discussion was held with representatives from a variety of community sectors from the City of Orting to get an idea of interrelated community needs and interests that would cross organizational boundaries within a particular jurisdiction.  The needs and interests, as well as the concerns, of the RCC member municipalities are described below:

City of Orting

A focused discussion was held for City of Orting representatives on October 11, 2006 that involved participants from a variety of community interests including the Director of Technology and Superintendent of the Orting School District; the local branch manager of the Pierce County Library; the City Administrator; the Orting City Attorney; a representative from the local Fire Department; and business representatives from finance and other areas.

Regarding needs and interests, the key views expressed included:

· A Wireless Broadband System Could Have A Variety Of Educational Uses – Such a system would be beneficial to the School District and other educational institutions if it could facilitate connections between a variety of educational interests (such as higher educational and K-12 organizations), as well as provide video and data communications for the School Board, including coverage of their activities for Orting’s residents.

The system could also be very useful in providing information to students, including adult learners who would need to access on-line classes at various locations (work, home, out in the community, etc.)

Further, connections between schools and their patrons and partners were mentioned as being useful.
Current high-speed connectivity between School District sites utilize fiber, so it is unlikely that the wireless broadband system would replace these connections.
· A Wireless Broadband System Could Enhance Public Safety – It was discussed that if the system could help fill some of the voids currently experienced by public safety entities related to current wireless systems, it could be beneficial to use for public safety purposes.  For example, if the system could reliably provide expanded capabilities (higher bandwidth and better coverage), then it could be useful.

It was discussed that existing cellular communications were thought to be prone to overloading in a catastrophic situation, because of limitations in bandwidth and the number of users that would be trying to access the system at one time.  Since Orting is in the shadow of Mount Rainier, and its emergency plans, in case of volcanic eruption, include adequate public safety data communications, it would be helpful to have a system that could reliably assist in expanding current capabilities.

It was mentioned that connections between police cars and schools for safety and security purposes would be useful and that a wireless broadband system may help to facilitate this application.

Additionally, using the system for surveillance video would be beneficial.  It was noted that surveillance video would also be useful for educational organizations and other municipal agencies. 

City officials indicated that Orting is a growing City and currently uses a satellite vendor for video and data operations in the case of an emergency.  To the extent that the wireless broadband system would be reliable and have survivability in catastrophic situations, this system could help with disaster response by assisting in carrying the communications load.

· The Wireless Broadband System Would Be Useful To Businesses – It was discussed that the biggest percentage of businesses within Orting are home-based businesses and many of these only have dial-up connections.  Accordingly, if a wireless broadband system was readily available and cost effective, it could benefit a large portion of the Orting business community significantly.

· The System Could Facilitate A Variety Of Municipal Applications – It was discussed that a high capacity, portable and mobile wireless broadband system could facilitate a variety of municipal applications including:
· Keeping track of assets and inventory

· Use of billing systems that would have more remote inputs

· Tracking vehicles

· Monitoring and control of data to and from lift stations 

· Communications from the dock
Because of its capacity, if it was available where needed, the system could provide new capabilities for City utility operations.

· A Cost Effective Wireless Broadband System Could Help Bridge The Digital Divide In Orting – It was discussed that 10% of the City would fall on the “have not” side of the digital divide.  Accordingly, if there were a low or no cost tier of broadband service, it could allow greater disbursement and use of broadband communications in the community, which would enable more applications to be available to more Orting residents.

It was noted, though, that to be truly useful, there would have to be a push to get more computers into homes that don’t have them in order to take advantage of no or low cost tiers of service. 

Some concerns were expressed about the use of such a system by the City and its residents.  These included:

· The Security Of The System – It was discussed that there was some concern about the security of the system and the ability of people to hack into the system.  For example, School District representatives indicated that it would be highly problematic if sensitive records such as student grades, were compromised because of the ability to gain access to them because of a lack of security on the wireless system.

· The System Must Interface With Existing Systems – It was discussed that any wireless broadband system used for public safety must interface with the other systems currently in use, including current public safety radio, dispatch communications and cellular-based data systems.  

It was also discussed that there would need to be some move to standardize applications between neighboring municipalities if the wireless broadband system was standardized between the different jurisdictions, in order to take greatest advantage of the system.

It was also discussed that there would need to be the ability to provide Voice over IP (VoIP) communications over the system, which would then allow the seamless flow of such communications between different systems that could carry VoIP traffic.

· A Concern Was Raised About Union Labor Issues – It was discussed that there would need to be a discussion with wireless broadband providers regarding the use of union labor, since the perception was that some entities, such as CenturyTel, may not be utilizing union labor.
Regarding the use of vertical assets, it was discussed that the City and others may be able to provide access to buildings (most of the poles are owned by Puget Sound Energy) and that there would likely need to be some revenue sharing as appropriate compensation for the use of those vertical assets.

Focused Discussion with RCC-Member Municipal Managers

A focused discussion covering similar issues was held with representatives from a variety of different RCC member jurisdictions.  This included representatives from Ruston, Edgewood, Steilacoom, Dupont and Bonney Lake.  Participants varied in occupational focus from City Administrators to Council Members to Mayors to the Chief of Police.  Similar to the other focused discussions, a variety of needs and interests, as well as concerns were discussed.  These included:

· A Wireless Broadband System Would Be Valuable If It Could Replace Existing Connections – If the system were able to replace dedicated copper connections (such as T-1lines) with wireless Ethernet services, as well as expand current connectivity in both bandwidth and to locations not currently connected, it would be very valuable to the RCC-area cities and towns.

· “In-Motion” Connectivity Would Need To Be Provided – To be most valuable to municipal entities, especially public safety entities, the system would need to be not only portable but also provide mobile connection capabilities.

· Several Potential Applications Were Discussed That Could Be Pilot Applications To Demonstrate Viability – These applications included: 

· The placement of a surveillance camera at the Steilacoom Dock

· A link from a public school to a police car (similar to the need expressed in Orting)

· Utility applications in Bonnie Lake (showing the viability of automated meter reading [AMR] and SCADA [System Control and Data Acquisition] applications)

A number of questions and concerns were also raised by those at the municipal managers meeting.  These included:

· Cost – A significant discussion was held on the cost to jurisdictions and public agencies for use of the system.  It was discussed that some government operations (such as public safety) may be provided at no cost for transport over the system, but that such entities would most likely need to fund end user equipment (such as interface devices for existing mobile data terminals, mobile access routers [MARs], system integration software [such as Netmotion] and other end user hardware and software).  It was discussed that Homeland Security and other public safety-oriented grant funds may be available for such devices.

For other government operations, it was discussed that these most likely would be paid access, although at a potentially bulk or reduced rate (such that local government agencies may serve as an anchor tenant for the provider of the wireless broadband system).  It was also discussed that the ultimate rate structure would be highly competitive with existing broadband systems because the build-out costs for a wireless broadband system are typically far less than that for a wireline (such as fiber optic) broadband system.

· System Security – Participants questioned whether safe guards were in place or whether the system could be easily compromised.  It was discussed that the vulnerabilities of the system would need to be investigated, including those that are physical, electronic or software-based.  Participants also wanted to know how a wireless broadband provider (such as CenturyTel) would be able to be aware of, investigate, diagnose and counteract system sabotage.

It was discussed that pilot projects would need to test the security of the system, including identifying its potential vulnerabilities.

· Type Of And Viability Of The Backhaul System – Concern was expressed with the capacity of the backhaul system and whether it would be fiber optic-based or wireless.  It was discussed that CenturyTel had some existing fiber and would use some 360 Networks’ fiber as well as wireless backhaul in locations where fiber wasn’t available for their proposed build.  The City of Edgewood also indicated that potentially fiber that was received from WilTel as part of a ROW Use Agreement could be utilized, depending on whether any limitations were placed on its use as part of the Agreement.  This would need to be investigated further.  It was discussed that whatever form of backhaul that was used could not become the choke point in the network, for use of the network to be seen as viable.

· The System Needs Adequate Range To Enable Both Public And Residential Applications – It was discussed that the transmitter of an AP mounted in the ROW would have a higher power than a transmitter in an individual laptop.  It was discussed that some homeowners may need boosters for their laptops in order to be able to gain access from anywhere in their home because of the difficulty of reaching deep into some buildings from an AP mounted near the street.

· Funding Would Be Needed To Support The Purchase Of Necessary CPE (Customer Premises Equipment) – City representatives were concerned about the cost of conversion from systems that they are currently using to a new type of wireless broadband system.  There was discussion concerning the fact that the technology is fast moving and technology implemented today may be obsolete very quickly.  Accordingly, with a technology refresh cycle that may be part of a wireless broadband provider’s business plan, there could be a need to change CPE on a frequent basis.

In light of this, a question was raised as to what vendors would be willing to give in order to support CPE needed for, at first pilot applications, and then overall implementation.  It was discussed that there would also be a significant amount of human resources needed to support the trial applications in the pilot as well as system conversion work over time to utilize a new wireless broadband system.

It was discussed that perhaps a vendor fair could be established where different vendors could display their hardware, software and applications for use over the network and discuss the potential for cost effectively providing necessary CPE.

· Competition And Interface With Competitors – It was discussed that implementation of an initial wireless broadband provider should not impede competition from others that want to provide services, especially if they may provide different types of services at affordable costs.  This was discussed as a factor that should be weighed when vertical assets are provided to the initial wireless broadband vendor.

Also, it will be important for any wireless broadband provider to be able to interface with their competitors seamlessly such that those entities using a variety of different networks can interface applications between the various networks.  Ensuring that there is a workable relationship between CenturyTel and Qwest, for example, was indicated as an appropriate requirement.

Regarding the use of vertical assets, City representatives indicated that there could potentially be a variety of vertical assets that could be utilized to develop a wireless broadband system.  They noted that it would be important to gain maximum value for the use of the public vertical assets.  As an example, it was discussed that CenturyTel had offered to provide 5% of its gross revenue as part of the compensation for use of the vertical assets, as well as no cost transport for public safety entities.

Focused Discussions and Meetings with Pierce County Agencies

Several focused discussions and interviews were held with Pierce County agencies concerning their needs and requirements.  This included a focused discussion with representatives from the Pierce County Public Works Department, Planning and Land Services, and the Assessor’s Office and associated entities; a focused discussion with members of the Pierce County Human Services Department and a focused discussion with representatives of the Community Services Department.

A variety of needs and interests concerning use of a wireless broadband system were discussed by participants in the Pierce County Agency focused discussion that included Public Works and the Assessor’s Office.  The key needs and interests expressed included: 

· A Wireless Broadband System Could Significantly Aid Field Workers - The Assessor’s Office indicated that they had 30 field appraisers that gathered data in the field using tablet PCs, but they then have to come back into the office and download them into the Realware system utilized by the County.  Utilizing a wireless broadband system, they could gain access in the field “live” to the Realware system and could, consequently, perform all necessary operations in the field, thus saving time and increasing efficiency.  Because of the capacity of the system, they would also be able to get a live look at GIS maps, that they could otherwise not access in the field.

Similarly, it was discussed that the ability to access great quantities of graphic intensive information in the field, could resolve some permitting issues and facilitate processes to occur faster and more efficiently than they currently can occur in the field.

Combined with GPS capabilities, a wireless broadband system could also allow better tracking of field operations (it was noted that there may be some union issues regarding the tracking of the location of specific field workers).

Staff with remote access to data at all times, at all locations could also better perform planning activities that require input from the field and the central office at the same time.  This enhanced access to and from field staff could greatly increase agency capabilities.

Use of the system would also allow tracking of vehicles and other public assets.  Public Works noted that it currently has a GPS based AVL (Automated Vehicle Locator) system on its dump trucks.

It was emphasized that because the system would provide access to permit maps and image files in the field, hard copies of these materials would no longer have to be brought into the field, which is sometimes cumbersome and inefficient.

Forms could be filled out in the field rather than waiting to arrive back at the office before completing them.

· A Variety Of Other Applications Could Be Facilitated By Such A System – Public Works representatives indicated that it saw a number of applications for its Divisions beyond field inspection, including:

· Traffic control, especially control of traffic signals that currently are controlled only by on-street masters.

· Monitoring lift stations and the flow through pumping stations for the sewer and water utilities.

· High capacity access anywhere for transportation and maintenance department applications.

Several concerns were also raised by the Pierce County agencies in this focused discussion.  They included:

· The System Must Be Highly Reliable – the discussion indicated that if mission critical applications were going to occur over the system, it must be survivable during times of emergency.

It was also discussed that there would need to be mechanisms that reduced or eliminated any interference that would create problems with critical applications.

· The System Would Be More Useable If It Had Broad Coverage – It was discussed that achieving the proposed coverage of 95% in outdoor areas would significantly be helpful in enabling the applications required by each of the agencies.

· The System Must Be Secure – It was discussed that while the wireless broadband system would have certain inherent security mechanisms, most County applications would need to be provided over a VPN enabled on the system that would then have authenticated entry back into Pierce County’s data system at the end user points.

· This System Would Be Most Useful If It Was At A Lower Cost Than Currently Experienced- Participants indicated that it would be helpful if public agency use could be traded for use of vertical assets needed by the wireless broadband provider.  It was discussed that no-cost use for certain agencies [such as public safety] would be feasible; however, other agency use would be viewed as part of an anchor tenant business model.

Regarding potential pilots to be developed by CenturyTel, the Assessor’s Office representatives indicated that they would be working in the Frederickson and Arrowhead areas during the foreseeable future, and if Frederickson were utilized for a pilot because CenturyTel already has fiber there that it could use for backhaul purposes, then the Wi-Fi cards within the tablet PCs could be enabled such that a real time application could be potentially developed for the pilot project.

Pierce County Community Services Department
A meeting was held with the Pierce County Community Services agency Director and one of the Assistant Directors.  A variety of issues were discussed concerning potential use of a wireless broadband system.  The key needs expressed by the Agency, many focused on a provision of services for and to its clients, included:

· The Most Vital Need Is For Access By Those With Low Income In Pierce County – It was noted during the discussion that 1 in 3 households in Pierce County could be classified as low income.  A wireless broadband system that could cost effectively provide broadband access to those in lower socioeconomic levels could significantly improve their quality of life.  Essentially, access to such a system would in turn provide access to information and applications on a continual basis that would help bridge the digital divide.  As noted below, other hurdles would need to be overcome in order for those at lower income levels to make effective use of wireless broadband services.

· Less Vital But Still Important Is Access To A Wireless Broadband System As A Tool For Staff – Field workers of Community Services and other agencies could benefit by having access to a wireless broadband system as needed.  For example, while community services has a limited field staff, with Wi-Fi enabled tablet PCs, they could go “live” as needed to interface with the home office, thus providing better services to clients. 

Also, it would enable a better ability for Community Services and partner organizations such as private non-profits to provide well-organized services, especially related to aging, seniors and long-term care.

Two concerns were expressed regarding the use of the system by those with lower incomes.  Specifically, they were:

· A Focus Would Need To Be Placed On Enhancing Computer Literacy – Without the ability to well utilize a computer, then access to the wireless broadband system would not be as beneficial to the lower income community in improving their quality of life.  For example, it was described that unless they will learn how to use a computer well and engage in effective job searches, understand how to write and post resumes, and other skills, access to the system would not have necessary result of improving the position of the lower income end users.

· Similarly, There Would Need To Be A Provision Of Hardware And Software – Lower income populations would also need the tools; essentially the computer hardware and software, to make effective use of the system.  There would need to be funding and more programs to provide such hardware and software to lower income populations in Pierce county.

It was discussed that there should be a significant focus on bringing wireless broadband to lower income areas, such as White River, sections of Orting, sections of University Place and a number of other areas in Pierce County.  It was discussed that regarding pilot applications, it would be good to develop those in areas where lower income residents could access and utilize the system.  For example, University Place Primary School already has an early childhood education program which benefits lower income students. Perhaps part of the pilot could cover UP Primary and the surrounding lower income homes and help bolster this program.  This could similarly be done in Orting, if it is also a focus of a pilot project.

Pierce County Human Services Department

A focused discussion was held with the Director of the Pierce County Human Services agency as well as the Communications Manager of the agency.  A number of needs and interests were discussed.  The key views expressed included:

· Access To A Wireless Broadband System Would Be Beneficial To Case/Care Managers In The Field – The Human Services Department has 75 – 85 Case/Care Managers in the field and office setting.  They have Case Management applications that reside on laptops that they take with them.  However, the data can’t be delivered until they get back to the office to download it.  Often, with spotty coverage, especially in rural areas, they aren’t able to necessarily reach the office by voice communications when they need to at or near a clients site.  Additionally, many of their clients don’t have computers, or access to the internet, such that the ability of the case/care managers to provide information, demonstrate applications, look at files, update them in real-time, etc. is not available.  This has been especially true for Human Services field workers working on mental health and aging cases and care.

Accordingly, if the laptops were Wi-Fi enabled and a wireless broadband system were available at or near client locations, it would significantly increase the efficiency and effectiveness of client services.   Additionally, if Voice over IP services were available over the system this would increase the ability to communicate by voice as well as data at or near client locations, especially in rural areas where cell service may be spotty.

Certainly, handling crises in the field at client locations where instantaneous information is needed from the central office, would benefit by having a high capacity, constant-on connection. 

· The System Could Be Used For Video Surveillance – It was noted that theft, vandalism and other illegal activity occurred even in the parking lots of County agency facilities.  Video surveillance cameras, enabled for transport back to a central monitoring location based on access to a high capacity wireless broadband system, could act as a deterrent to such criminal activity or, at a minimum, help in apprehending the offenders.

Human Services representatives indicated two key concerns related to the use of such a system. 

· The System Would Need To Be Reliable – If the department comes to rely on the use of the system, especially in crisis situations, it must be available when needed.

· The System Must Be Secure – Much of the data that Human Services personnel would transmit back to the central office or access from the central office would be extremely sensitive and, regarding medical data, be protected under Federal laws such as HIPAA.  Accordingly, the system would have to have security mechanisms, most likely both at the transport and end user level, that would ensure that such data remains secure and private.

Focused Discussion with IT Directors from Pierce County and Some of its Incorporated Jurisdictions

Early on in the focus group process, a focused discussion was held with IT personnel from a variety of Pierce County, city, town and other public agencies.  This included representatives from the Pierce County Library System, the City of Bonney Lake, the Town of Steilacoom, Pierce Transit, the City of University Place, Pierce County’s Department of Emergency Management Communications Division, the Pierce County Sheriff’s Department and the Countywide Law Enforcement Services Agency (LESA).  Also, a separate phone interview was held with members of the County IT staff.

A variety of needs and interest as well as a variety of concerns were expressed by the IT Directors, Managers and other personnel.  The key findings included:

· Depending Upon Its Coverage Area, The System Could Help Expand Broadband Communications In The County – Participants indicated that there is a critical need for a wireless broadband system in certain sections of the unincorporated County where there is limited or no choices for broadband.

· The System Would Be Useful In Providing Video Information – Because of its capacity, if the system were available along various routes where transportation cameras and other types of surveillance cameras could be placed, it could be useful as a cost efficient way to bring such information back to a central location or to be accessed by public safety and other vehicles from remote locations.

· It Would Have Significant Benefit To Those In The Field That Needed Broadband Communications From Remote Locations Or In-Motion – It was discussed that supervisors on the road could make significant use of such a system for coordinating the activities of their functional area and also accessing information that they may need individually.

· There Would Be Significant Benefit To The Public Concerning In-Motion Use On Public Transportation – This part of the discussion centered on the utility of the system for riders of trains, especially both express services and locals (where there would be long commutes).  The system would also have added use for providers of train and other services (busses, ferries and other transportation services), if data communications from the vehicles, such as fare information and other smart card information, could be linked through the system.

The IT Directors also expressed a number of concerns.  These included:

· The Wireless Broadband Provider Would Need To Ensure Seamless Connection With Other Systems Being Used, Especially For Public Safety – A significant concern was expressed about how operational linkages between a new wireless broadband system and other wireless communications, especially those currently utilized for public safety applications, would occur.  For example, if a Mobile Access Router (MAR) is needed, how many would be needed and how would they be funded?

· The System Would Need To Provide Enough Capacity So That Priority Applications (Such As Public Safety) Would Always Get Through – Participants were concerned about whether critical applications would be able to get through during times of heavy use.  It was discussed that both Quality of Service (QoS) and Class of Service (CoS) could be established for users of the system in order to ensure that their communications got through even in times of heavy loading.  It was noted that Public Safety applications currently reside on shared systems that have less capacity than new wireless broadband systems can provide.  It was further discussed that a licensed frequency, particularly for Public Safety applications (4.9 Gigahertz) could be established for use by only Public Safety entities. A question was raised by participants, since 4.9 Gigahertz is used for regional use, how would bandwidth be allocated between public safety entities that overlap so that interference did not occur?  Additionally, it was noted that if the system became overloaded at any point, additional APs could be added to handle the higher load.

· The System Would Need Sufficient Capacity In The Backhaul Network – It was discussed that beyond having sufficient capacity in the distribution portion of the system, that the backhaul network would need to be able to aggregate traffic for a variety of public safety users as well as a variety of other public agency users, the general public, businesses, educational users, etc.

Regarding how backhaul would be accomplished, the ideal would be to utilize fiber because of its great capacity, including multiple colors of light on one strand.  This would not be feasible in all cases, so wireless backhaul would need to be used which would take advantage of a higher capacity dedicated system between aggregation points.

· The System Would Need To Overcome Environmental Conditions – Participants noted that the RCC-member area was prone to fog, rain, dense foliage and significant topographic obstacles (hills and valleys).  It was noted that these issues can be overcome by increasing the number of APs and designing the mesh and aggregation points in such a way that communications had multiple paths to and from the Internet and end users.

· The System Would Need To Be Highly Secure, Especially For Sensitive Public Safety Communications – Participants discussed that while current wireless broadband transport systems have a variety of security mechanisms that could be enabled within the transport, that authentication for sensitive communications would typically occur at the end user locations.  The system would need to be transparent to the authentication scheme used.  This means also that encryption can be employed at end user locations.  Additionally, VPNs can be established on the system.

· The System Would Need To Survive Abandonment By The Wireless Broadband System Provider – Participants were significantly concerned about what would happen if they committed to a great use of the system and it was abandoned by a wireless broadband provider such as CenturyTel.

It was noted that abandonment provisions can be provided for in vertical asset usage agreements, that deed the wireless broadband system over to the public entity in the case of abandonment.  Additionally, a completion bond can be required so that the system could ultimately be completed by the public agency, the municipality or by another vendor chosen by the municipality if necessary.

· The System Must Be Supported On A 24 By 7 Basis – Participants indicated that typical public agency applications, especially those for public safety, would need a high level of service support and response such that the system would not have significant down time.  As part of that discussion it was determined that a comprehensive and “tight” service level agreement (SLA) would be very important to be structured between public agency users and the wireless broadband system provider.

Meeting with Metro Parks

An in-depth interview was held with the Executive Director of the Metro Parks Foundation to talk about uses or potential uses of a wireless broadband system for Metro Parks.  Metro Parks is an agency that oversees 60 park properties, primarily in and around Tacoma.  A variety of needs and interests were expressed by the Director, including:

· A Wireless Broadband System Would Assist In Park User Education – It was envisioned that if a wireless broadband system was available either in parks or proximate to parks, that park history, information about the particular park environment, information about trails and recreational opportunities, etc. could be provided to those that had laptops or other portable broadband access devices who were in or near the park and wanted to learn more about it.  This would be an added amenity to those already provided by Metro Parks.

It was discussed that Park activities and others that Metro Parks are involved in (such as the Taste of Tacoma, the Flower and Garden Show and other activities) already are profiled through general on-line access about these activities.  To be able to provide this information proximately (potentially down to the Access Point level so that the information was targeted to particular locations) would be an added benefit that park users and attendees at the various activities would find useful.

The Director noted that this type of educational and informational use of a wireless broadband system that was location-based could apply to a variety of different types of parks, including neighborhood parks and playgrounds, athletic complexes, etc.  It could also apply to public libraries, neighborhood and community centers, the Zoo, the Aquarium, and many other government-sponsored or quasigovernment-sponsored locations where public access services are or could be provided.  This would be an added service that could be provided (for example, not only information and education about a specific facility or organization that is operating the facility, but also general access to the internet which provides more opportunities to close the digital divide).

· Video Applications Of A Wireless Broadband System Would Be Useful – Although there is no longer a Police Division of Metro Parks, there certainly is a need for continuing to bolster security at park locations, especially for special events whether there is a need for heightened security.  Accordingly, video used for surveillance as part of a wireless broadband implementation at park locations here wireline facilities are not always easily available, especially during special events, would be useful to Metro Parks.

Additionally, cameras would be useful in certain locations for educational purposes.  Metro Parks currently utilizes web-based cameras for its Exploratorium operations and would like to see greater use of its locations for providing real-time and other educational video to schools and park users in order to enhance the educational information provided by Metro Parks.

The Director indicated one chief concern:

· The System Must Enable Secure Transport – If the system was used for public safety purposes, it would be important for those communications, some that may be sensitive, to be only for the use of public safety entities.  Other communications, since they are designed to be open, such as education and information, would not need that level of security.

Metro Parks would be interested in discussing the use of whatever vertical assets it may have available for development of such a system (although it would be important not to compromise the aesthetics of park locations). It was noted that Clearwire had already indicated that it would be coming into Tacoma, potentially working with Tacoma Public Utilities, to provide wireless broadband services and that Metro Parks may be involved in some way in that implementation.

Meeting with Fort Lewis Military Personnel

A meeting was held with a military communications representative from Fort Lewis concerning wireless broadband applications that potentially could benefit Fort Lewis, including both personnel that reside on-base as well as military police and public safety applications that are both on-base and cross into Pierce County and its incorporated jurisdictions.  This in-depth interview was in addition to the discussion held with Madigan Military Hospital representatives as part of the discussion with the members of the Northwest Physicians Network. 

Primary needs and interests expressed by the Fort Lewis representative included:

· There Could Be Some Benefit Regarding Resident And Staff Access To The Internet On Base – Fort Lewis does have wireline broadband (DSL, cable modem) into residential and other buildings as well as a free Wi-Fi at the PX.  However, if a cost effective alternative were available that provided more affordable access in more locations, this could be beneficial to personnel at Fort Lewis.

· Use By The Military Police - A wireless broadband system that was secure and approved by the military authority that certifies electronic devices and communications for use on-base, could be useful for military police and other public safety applications, not only at Fort Lewis but concerning joint operations that involve nearby county, town and city public safety units.  Fort Lewis does have mutual aid agreements with these entities.

Their current backbone system works well for voice but is not robust enough for a number of advanced data applications.  To the extent that a wireless broadband system is developed that could better facilitate these applications, again in a highly secure manner, it could conceivably be useful to Fort Lewis.

The Fort does have vertical assets that could be utilized.  The use of those assets would be again under the purview of the certifying military authority.

Wireless Broadband Needs and Interests of the Rainier Media Center

Wireless broadband networks, initially developed as wireless local area networks (wireless LANs or WLANs), to facilitate localized data communications applications, continue to advance and are being used more and more for video and voice communications.  Initial video applications have included video monitoring and surveillance, as well as video conferencing and distance learning.  Applications are now being developed for such networks to provide higher bit-rate broadcast quality video.  

In discussions with Rainier Media Center (RMC) staff, as well as a review of information provided by the RMC, it is evident that there are a number of needs and interests related to the use of a high capacity wireless broadband network for the transport of PEG Access and other broadcast-quality video such as high resolution training video.  Specifically, the needs and interests expressed by the RMC include:

· Video Uplink Capability Is Needed From A Variety Of Remote Sites Back To The Rainier Media Center – Currently, a variety of video programs produced remotely must be recorded to tape or harddrive and then transported physically back to the RMC for playback over the cable system.  If the RMC’s remote production vehicle was outfitted with a high capacity wireless broadband uplink and the system was available within jurisdictions participating in the RMC, or other locations where RMC staff want to produce content, video could be transported live back to the RMC through the wireless broadband network and then either recorded for future playback or interconnected directly to RMC’s link to Comcast and then on to the appropriate PEG channel.

A specific application that has been discussed for testing as part of pilot projects proposed by CenturyTel, would be to connect the Orting City Council chambers utilizing a live feed back to the RMC via predominantly a wireless broadband connection (there would be some wireline [fiber optics] connectivity as part of the link that would provide the necessary backhaul).
· Development And Dissemination Of Video From Public Safety Locations For Homeland Security Purposes – The RMC can serve as a primary point of distribution for emergency-oriented video communications to the public, but would need links to Pierce County’s Emergency Operations Center, other Pierce County agencies such as Public Works, and relevant State agencies.  Again, with a high capacity broadband network, these links could be developed to be activated when needed to provide necessary video to the RMC and on to the public through the cable system (it could simultaneously be provided over the Web for those not accessing the cable system).

Additionally, it would be most beneficial to be able to network the video between locations (including Emergency Operations, locations in neighboring King, Thurston and Snohomish counties and others) in order to provide video both internally and to distribute pertinent video communications through the RMC and on to the public.

· Training, Videoconferencing And Interactive Video – Again, with the RMC acting as a central distribution, routing or aggregation point, a variety of forms of internal and external video could be provided to and from remote locations over the wireless broadband system.  For example, video conferencing could be established between remote locations on an as-needed basis as long as the appropriate end user equipment was available.  Similarly, training could be distributed on a one-to-one or one-to-many basis through a wireless broadband system.  Finally, interactive town meetings and other communications between RMC member agencies and the public could be established through the RMC, as long as high capacity wireless broadband connections were available at each of the origination and termination locations, as well as the appropriate end user equipment.

Regarding potential uses, the RMC expressed several concerns related to ensuring that the applications would be viable, including:

· The Video Must Be Broadcast Quality For Dissemination To The Public – It would have to be of sufficient Quality of Service including a guaranteed bit-rate over the network, for live video, which is a real-time service, to be useful in enabling the applications described above.  This typically means, for broadcast quality video, continuous transfer rates of 5 Mbps and above, utilizing encoding methods such as MPEG 2 and then distributing the video without loss of integrity over the network.

It has been discussed that this may mean uplinking directly to a gateway or backhaul node and then utilizing a dedicated portion of the backhaul bandwidth for the period of time that the live video transport is needed.

· Necessary End User Equipment Would Need To Be Specified And Funded – In order for video to be properly transported over the network, it will be important to have the necessary high capacity connection and reception devices at signal origination and termination ends, including outfitting the RMC’s mobile production vehicle with such devices.  As the applications are further defined (based on pilot tests and continual enhancements to video transport over wireless broadband systems), funding would need to be identified to procure necessary end user devices in order to implement the above applications.

Focused Discussion with Public Safety Organizations from Pierce County and Some of its Incorporated Jurisdictions

Besides the Public Safety needs, interests, applications and concerns discussed as part of other focus groups, several focused discussions specifically covered public safety applications.  Additionally, follow-up discussions were held with public safety personnel, in order to further explore the issues that were raised in the focus groups.  One of the focused discussions was with County Public Safety personnel including the IT Manager and Bureau Chief of the Pierce County Sheriff’s Department, a representative from the Pierce County Fire Department and a network engineer for LESA.  At this meeting, a variety of potential broadband system configurations were discussed.  The key needs and interests were the following:

· Mobile Video Would Be Useful For County Public Safety Operations – Participants indicated a significant interest in mobile video applications, where the video would go back to the command and control center.  It was discussed whether a pilot project could be set up that could demonstrate how this would work and how effective it could be.  

· The System Could Enhance Data Communications For The Fire Department – It was discussed that the current data system for the Fire Department is very slow (23 Kilobits per second).  Essentially, then, it is a “hot button” system.  It is owned and operated by the Fire Department, so it is cost effective in that there is no need for an “air card” to access the system nor are there monthly lease charges.  However,  access to a much higher speed wireless broadband data system would allow the Fire Department to develop new and expanded data communications capabilities.

· If The System Had Countywide Coverage And High Capacity Bandwidth It Could Meet Primary Needs For Effective Data Communications For County Public Safety Personnel – These are the central issues for the County’s Public Safety organizations.  Because the County is large, it has been difficult to obtain Countywide coverage for all applications or provide necessary capacity for high  bandwidth applications when needed.

The current system provides 1 Mbps per second of upload capacity and 1Mbps of download capacity for symmetrical use, which is a significant improvement over previous systems.  However, it is significantly less than what could be provided by an advanced wireless broadband system.

Along with their needs and interests, County public safety personnel also expressed concerns about the use of a new wireless broadband system. They are currently developing a new 800 Megahertz Public Safety Voice Dispatch system.  The City of Tacoma has been reviewing a 700 MHz system for public safety data, and the County is looking at this type of system as well.  Accordingly, any wireless broadband system that they would utilize, besides focusing on the goals of countywide coverage and high capacity, would need to overcome the following concerns: 

· The System Would Need To Be Highly Secure – It was discussed that while all traffic through the current systems is being encrypted, and would be similarly encrypted through another type of wireless broadband system, it would be important to understand and accept the security mechanism that would be put in place by the wireless broadband provider over the transport system.

· The Capacity Would Have To Be High Enough To Satisfy Needs During Emergencies – If the system is relied upon for critical public safety applications, then it cannot be compromised for use by public safety entities during emergencies or catastrophic events.  One participant indicated, that information to and from the SWAT team, for example, would always need to get through regardless of the system being utilized.

Overall it was discussed that public safety organizations would need to review all of their available options to determine which option or combination of options would best meet their transport and application needs going forward.

Focused Discussion with the City of Tacoma Public Safety Personnel

Because the City of Tacoma Public Safety operation constitutes the single largest public safety organizations outside of the County, a focused discussion was held with City of Tacoma representatives to determine whether their public safety needs differed or were similar to the County’s and the RCC-member jurisdiction Police and Fire representatives. This discussion included a variety of participants such as City of Tacoma’s Radio Communications Manager; the Tacoma Police Department’s Operations Chief for Radio; additional Police Department representatives; several representatives from LESA; the City of Tacomas’ Assistant City Manager and CIO; the City of Tacomas’ IT Manager and Infrastructure Manager.

Comments from the City of Tacoma personnel were similar to those made by public safety representatives in the other meetings.  Concerns primarily centered on the use of the 4.9 Gigahertz band and how that would be coordinated since there are a variety of regional entities that can utilize the 4.9 Gigahertz band.  It was discussed that this would need further exploration with Pierce County since Pierce County has applied for and received the ability to access the allowed 4.9 Gigahertz frequencies and with CenturyTel, based on their proposal to provide transport over this frequency for public safety entities.

It was discussed that since the County, the City of Tacoma and other public safety entities are heavily dependent on current data operations, adding any new systems would need to be well coordinated through LESA in order to be effective for public safety operations.  Essentially, public safety representatives at the meeting indicated that they needed to spearhead the design of any system that they would utilize, so that it would meet their needs, whether it would be implemented by CenturyTel or another vendor.

It was discussed that these issues should be explored further.

Follow-Up Conference Call On October 31st With Public Safety Entities And CenturyTel 

On October 31, 2006 representatives from the RCC were present in a meeting with a variety of City of Tacoma and County Public Safety personnel, while CBG and CenturyTel’s Chief design engineer, Jim Selby, participated over the phone.

Prior to the conference call, public safety representatives had expressed the possibility that perhaps an 802.16e WiMAX implementation may be the best for pursuing wireless broadband for public safety applications in Pierce County and its incorporated jurisdictions.  This issue and others were discussed with CenturyTel and CBG as well as between and among the members of the group.

On the conference call, it was noted that public safety entities across the country were taking a variety of different approaches regarding use of high capacity wireless broadband systems.  Some were using traditional 802.11 a, b and g implementations that were melded with business and residential traffic, but segregated by using VPNs.  Others were beginning to utilize 802.11a technology at the 4.9 Gigahertz frequencies.  Others were beginning to utilize precertified mobile mesh technology, since no product had yet been certified for 802.16e operation.  It was noted that 802.16e product in the 4.9 Gigahertz frequency range was not yet on the WiMAX Forum’s current list for certification.

Some other issues were discussed related to capacity planning and implementation, especially in rural areas.  The “high canopy” concept was discussed for rural areas utilizing higher powered antennas placed at greater heights in order to get more coverage across rural areas.  The type of end user equipment that would be needed to seamlessly transport between cellular-based broadband data systems and Wi-Fi or WiMAX-based broadband data systems it was also discussed.  System security, fault tolerance and reliability were also discussed on the conference call.

The meeting essentially served as information sharing between CenturyTel, as a wireless broadband provider, and the City of Tacoma and County Public Safety representatives.  No specific determination was made at that time as to how public safety entities might ultimately utilize the system going forward.

SECTION C
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POTENTIAL REVENUES AND COMPENSATION FOR UTILIZATION OF GOVERNMENT ASSETS 

Introduction

In order for a wireless broadband network to be built, the network provider will need a number of vertical assets (such as street lights, traffic signal poles, towers, buildings, etc.) for mounting of its radios and APs.  In return, the local government authority is entitled to compensation for this utilization.

Numerous means of compensation have been developed by various local entities, and the wireless network providers, primarily based on the needs of the communities involved.  Compensation for use of assets could consist of one or more of the following:

· An upfront cash payment.

· Cash payments for each asset on a monthly or annual basis. 

· Revenue sharing

· In-kind services for government functions, such as utilization of a separate 4.9 GHz public safety system and the other uses described in this Report.

· Added value to the community, including geographic and economic populations that are underserved or unserved by current broadband networks. 

Case Studies

Case Study # 1: Philadelphia, Pennsylvania

The City of Philadelphia’s (including Wireless Philadelphia, a non-profit group, and City agencies) compensation agreement with Earthlink contains a combination of the above methods of payment.  It is estimated that approximately 4000 APs will be needed to cover the entire City with wireless broadband access and thus Earthlink will need access to 4000 vertical assets (primarily streetlights).  

Earthlink will make three separate “upfront” cash payments to the City within the first two years as a non-refundable use fee for streetlights utilized by Earthlink for the initial 10 year term.  The sum of these payments will be $2,000,000.00.  In addition, Earthlink will pay an annual amount of $24.00 per streetlight utilized.    When taking the “upfront” payments divided by the number of streetlights (4000), Earthlink is, in effect, initially paying $500.00 plus $24.00 per year for use of each streetlight in base monetary compensation ($740.00 per streetlight over 10 years).  This number will change slightly based on the actual number of streetlights utilized for deployment of the system.  

In addition to the above, Philadelphia will receive additional monies based on detailed shared revenue formulas.  These revenues are estimated to be substantial over the ten year term, although a specific value cannot be fully determined at this time. 

Philadelphia will also receive access to the network for City services such as data communications for municipal utility functions, meter readers, public safety and the Streets Department.

As an additional benefit to the residents of the City, Earthlink is providing a reduced rate for access to its wireless network for residents below 130% of the Federal poverty level.  This reduced rate will be provided up to the greater of 25,000 accounts or 33% of Earthlink’s total retail Wi-Fi accounts.  

Case Study # 2: Riverside, California

Riverside’s most significant goal for a wireless network is to offer free broadband service access to an estimated 30,000 residents in the City that initially are without a computer or network access.  The City and AT&T have entered into an agreement that will provide free access to the wireless network as well as AT&T contributing funding to a program designed to provide computer refurbishment and donation, as well as training programs for households with combined annual incomes of $45,000 or less.  The City of Riverside will allow free access to its streetlights as well as pay the additional energy costs in exchange for the above mentioned services.  The City will also provide any necessary permits for construction of the system as an in-kind contribution to system development.  

The City will gain a 4.9 GHz broadband system for public safety communications.  However, the City will pay a monthly fee for each user of this system, including police cruisers, fire trucks, etc.  Based on a review of each of the City’s departments current network utilization and costs as well as future needs, although the City will pay for access to the network, it will realize greater capabilities and cost reductions compared to current networks in use and contracts in place today.

The City will also be entitled to profit sharing with AT&T.  Again, a specific value cannot be placed on this portion of the agreement until the system is in place and has been operating for some time.

Case Study # 3: Portland, Oregon

The City of Portland had numerous goals as it released its RFP for a wireless system.  Among these were: to provide competitive broadband at affordable rates to all residents and facilitate access to government services while lowering the cost of providing these services.  Unwire Portland also realized a need to improve communication capabilities for public safety officials.

As established, the network will allow free access at download speeds of 1.5 Mbps to the general public.  In addition, the City will receive services for parking meter monitoring, public safety and other city departments’ communications at reduced pricing.

RCC’s Compensation Model

As shown in the three case studies above, each community or group of communities has different needs related to wireless broadband connectivity.  The RCC and its members will ultimately need to prioritize the needs as defined in this Report in order to determine what compensation for local government assets will best serve the needs of the member jurisdictions, their public agencies and their residents.

The CenturyTel compensation model is still being fine-tuned.  It is currently predicated on several elements which would be provided in exchange for access to local government vertical assets, including some measure of free service at lower throughput speeds to help bridge digital divide issues that exist within RCC-member jurisdictions.  There would also be a percentage of CenturyTel’s gross revenues provided to the RCC members.   Finally, CenturyTel proposes to provide free access to a 4.9 GHz system for public safety entities, if they so choose.  This mixture of compensation is designed to meet public policy goals and is consistent with other models being established elsewhere.

Power Consumption 

The network provider will also need to compensate the RCC communities for, directly or indirectly, the electricity that will be utilized by the network.  Tacoma Power, Lakeview Light and Power and Puget Sound Energy will typically charge a rate based on the designed or measured increase in power consumption at each streetlight location where APs are installed.  The power companies will consider these costs as each community’s responsibility and will charge the communities accordingly.  If these charges are substantial (depending on the device, the consumption can be minimal), RCC communities will then need to bill the network provider in order to recover this additional cost. 

SECTION D

NEEDS ASSESSMENT CONCLUSIONS AND RECOMMENDATIONS

Conclusions and Recommendations

After discussions with a variety of organizational Communities of Interest, reviewing and analyzing findings from those discussions and interviews and developing conclusions based on those findings, we believe that the organizational Communities of Interest within the RCC member area would find development and use of a wireless broadband system to have significant benefit.  Related to this, the organizational Communities of Interest indicate, that in order to meet their needs and interests and resolve their concerns, it will be important for the RCC to focus on the following concerning wireless broadband system development in the RCC-member area:

· A wireless broadband system would have its most usefulness if it covers everywhere in Pierce County where people need to communicate - This would enable multiple uses for a variety of public agencies, municipal utilities, transportation entities, businesses and public safety entities (to the extent that their concerns are resolved, as summarized below).

A wireless broadband system would have its second most usefulness to the organizational Communities of Interest if the system had a broad coverage area that interfaced well with other types of broadband systems (such as cellular-based systems) in areas that are not covered by a Wi-Fi/WiMAX system.

It would have its third most usefulness, if the system was able to serve the entirety of individual member jurisdictions, such that organizations within those municipalities were able to take advantage of the system.  For example, a system developed within Steilacoom would be useful to the Town government, their municipal power utility, residents and businesses within Steilacoom, the School District for certain purposes, and other entities within Steilacoom, although it wouldn’t be as useful to County agencies since it would only be within Steilacoom.

The system would also have usefulness, if it served only unserved or underserved areas in order to meet public policy goals such as broadband access to remote areas and helping bridge the digital divide by providing more affordable access to those that currently are unable to access existing broadband systems.  From a business model point of view, though, this is potentially problematic since the return on investment would be low for this type of system build unless other more dense areas are built as well.

“Hot Zone” only implementation, while potentially helpful in targeted cases, would not be preferred to meet the majority of Organizational community needs and interests expressed.

· The wireless broadband system should enable high bandwidth utilization and a high degree of portability and mobility regarding data, video and eventually voice communications – The organizational communities assessed have a significant need for higher bandwidth data communications in the field than they are currently able to utilize.  There is also a significant need for higher bandwidth for mobile data communications.  To the extent that wireless broadband system development was able to meet these requirements (with as broad a coverage area as feasible as described above), which would mean employing high capacity backhaul and timely technology refresh cycles, then a variety of County agencies (such as, Public Works, the Assessors’ Office, Human Services, Community Services, etc.) would greatly benefit by access to the system, as well as home-based businesses, small businesses in remote locations, medical organizations, and others profiled in this report.

· In order to meet the bulk of organizational needs, a number of concerns would need to be adequately addressed – These concerns, detailed more specifically herein, can be summarized as follows:
· The system must have high security – Security mechanisms must be enabled within the transport, as well as at end user locations, to ensure that sensitive communications and user privacy are not compromised.

· The system must incorporate a high level of maintenance, service and repair support – Organizational entities indicated that a “tight” SLA (Service Level Agreement) must be developed for organizational use that will specify requirements, standards, service parameters, etc. that will ensure a high level of support, including 24/7 support for critical communications.
· The system would need to be architected to ensure continuous communications for critical applications – This would mean developing a system that had adequate capacity in the backhaul, redundant and backup mechanisms, a significant “mesh” architecture that allowed multiple paths, and, as indicated above, technology refresh cycles that would enable the wireless broadband provider and its organizational users to take advantage of the latest advancements in technology that would help enhance continuous operation.
· The system must survive abandonment by non-public partners - Public agencies were significantly concerned that appropriate provisions be put into overall agreements between RCC-member jurisdictions and a wireless broadband provider, as well as SLAs, to ensure that if the organizations come to rely on the use of the system, if it was ultimately abandoned for business or other reasons by a commercial vendor, the system would be able to continue operations based on the wireless broadband system now being turned over to an appropriate public entity to continue its operation. 

· System development should not complicate other requirements and initiatives – For example, educational entities indicated that development of the wireless broadband system should not compromise their ability to comply with CIPA.  
· Overall, public safety agencies would need to be significantly involved in the design and implementation of any portion of the system specifically designed for their use – While various public safety entities indicated an interest in piloting certain applications over the public safety system proposed by CenturyTel (4.9 Ghz utilizing 802.11a technology) to determine its viability for use for mobile data applications, video, interface with existing systems, etc., overall, the public safety community expressed significant concerns about any system that would be built prior to significant work being done between the engineers and system designers for LESA, and the public safety organizations that it services, and the engineering team from the wireless broadband provider such as CenturyTel.  They indicated that, for example, they would need to evaluate any newly proposed system in light of an existing focus on the potential development of a 700 MHz system for mobile data communications that would be owned and operated by LESA and the public safety entities within Pierce County (rather than relying on accessing services from a commercial provider), as well as the future ability to use a 4.9 GHz or other wireless broadband system that would take advantage of mobile WiMAX technology (which would require waiting for its certification at that frequency set or working to utilize VPNs through the unlicensed frequency sets which are now being certified).
All and all, this means that significantly more work would need to be done with public safety entities to understand how a Wi-Fi/WiMAX system ultimately would best benefit them.

Potential Network Models and CenturyTel Proposal

There are a variety of network models that local governments are involved with around the country in order to help spur development of a wireless broadband system within their jurisdictions.  Essentially, those models could be characterized as the following:

· Public/Private Partnership – any combination of public and private involvement to successfully deploy the wireless broadband system.

· Non-Profit Owned – the development of a public non-profit or private non-profit to spearhead system deployment and manage system operation and service provision.

· Commercial – a commercially sponsored and implemented model, including a model designed to be self-sustaining at some level of no or low cost user access by, for example, selling commercial advertising as the underlying support mechanism.

· Public Utility Model – paid for, developed and managed by the member jurisdictions.

· Private/Internal Network – wireless system deployment for the sole use of the jurisdiction and its allied public entities.  This model, though, would not meet a number of the needs assessed.

A review of the organizational Communities of Interest needs and concerns, suggest that, depending upon the organization, various models could fulfill their applications.  For example, the private/internal network may ultimately be the best model to meet the needs of public safety entities.  However, this would not meet many of the needs assessed for non-public entities.  It also is the model that could be the most expensive to implement for the RCC member jurisdictions, and thus place the most financial risk on them.  The public utility model, while it is designed to serve public and non-public agencies as well as residents, ultimately could provide a return on investment for the RCC member jurisdictions but would require significant back office, service, maintenance and support operations to be developed and would have a long term payback.  On the other side, a solely commercial model would provide the least financial risk but, the RCC would have the least control over how that system is developed, so it is less likely to meet all the needs of public agencies.

Accordingly, developing a public/private partnership, structured such that most of the risk was on the private partner, but where the public partner traded access to its significant vertical assets in order to enable the system to be cost effectively built while still meeting public agency and public policy goals, would appear to be the best model to pursue in order to meet the variety of needs assessed.

The CenturyTel model, while it leans somewhat toward a commercial model, also involves a fair amount of public/private partnership in order to be successful.  Specifically, CenturyTel has proposed development of a system that is based on the use of traditional 802.11b/802.11g Wi-Fi technology; a second radio system designed specifically for public safety at 4.9 GHz utilizing 802.11a technology; and, where wireless backhaul is needed, a third radio using proprietary, WiMAX-like technology in the 5 GHz range for wireless backhaul purposes, designed to meet the needs assessed.  It proposes to also utilize, in part, a “high-canopy” system using higher powered access points placed at greater heights on vertical assets, to provide coverage needed in more remote areas of the County.  It is currently engaged in pilot development with some of the RCC-member jurisdictions in order to provide a proof of concept related to its design scenario.  

After reviewing the needs, interests and concerns of the organizational Communities of Interest as detailed above, CenturyTel’s concept would meet many of the needs assessed, but again would need significantly more discussion, and potentially a different type of transport technology, in order to meet public safety needs and interests and resolve those entities’ concerns.

Regarding potential compensation for the use of vertical assets, this is described in more detailed in the prior section titled “Potential Revenues and Compensation for use of Government Assets”.

In summary, based on the findings, conclusions and recommendations described herein, any wireless broadband system, including that proposed by CenturyTel, to meet all the needs and interests assessed and resolve the concerns should meet the following goals and objectives for system development:

· A wireless broadband system should be developed as broadly as possible across the RCC-member jurisdiction area, wherever access to broadband communications would be useful to the organizational and (as described in the companion residential community needs assessment) residential populations.
· The system should provide the highest available bandwidth through continually advanced technological means.
· The system should be a highly reliable system with secure transport for sensitive communications.
· The system should be designed to facilitate the field work, remote access, and mobile access needs of public agencies.

· The system should be built in areas to help reduce the digital divide.

· The system must be constructed and operated in such a way so as to not compromise existing requirements that must be met by public agencies.
· For the system to be useful to public safety agencies, pilot projects should be developed that specifically test public safety applications (both existing, like mobile data, and new such as video), and, before a widespread system would be built for primary public safety use, it must be designed and engineered in concert with LESA and the agencies that it represents.
· The maximum value should be gained for the use of public vertical assets, taking into account the public policy goals espoused by the RCC and its member jurisdictions and public agencies.
ATTACHMENT 1

KEY TERM GLOSSARY

GLOSSARY OF KEY TERMS

Access Point (AP) – Transmitter and receiver utilized to create a wireless connection between devices.  End users connect to the network via an Access Point.

Backhaul – Transmission media utilized to connect APs within a system to each other and to the main network.  Backhauls can consist of fiber optic cables, WiMAX and other wireless technologies.  Access Points can also provide backhaul by aggregating traffic from other APs.

Children’s Internet Protection Act (CIPA) – A Federal law signed in December of 2000 designed to safeguard children from objectionable material in and around schools and libraries.  CIPA directs elementary and secondary schools as well as libraries to have a plan in place to block access to pornographic and other objectionable or harmful  material.

Competitive Local Exchange Carrier (CLEC) – A telephone company that competes with the incumbent telephone carrier.

Dead Zone – A location or area within the desired service area that cannot receive signal from or deliver signal to an Access Point.  

Digital Divide – The inability of residents to access broadband and internet services based on economic or geographic reasons.

Digital Subscriber Line (DSL) – A telephone system-based data communications service that utilizes modulation schemes that allow high speed transmission of data on copper or phone lines.

Evolution Data Optimized (EV-DO) – A fast wireless broadband network utilized by cellular providers.

General Packet Radio Service (GPRS) – A high speed data network utilized by cellular providers.

Hot Zone or Hot Spot – The area being served via an AP or other radio device enabling connectivity to the wireless network.   

Internet Protocol (IP) – Internetworking protocol used to transmit data across and between switched networks.  Also specifies the formatting and addressing scheme of information packets.
Local Area Network (LAN) – A computer network spanning a relatively small area such as a building or campus. 

Line of Sight (LOS) – A transmission path with little if any obstructions between two devices such as an Access Point and an end user.
Megabits Per Second (Mbps) – One million bits of information transmitted between devices in one second.  

Mesh Design – Numerous Access Points designed to have overlapping coverage areas to minimize or eliminate dead zones.

Non-Line of Sight (NLOS) – A transmission path where there is no visual line of sight (LOS) due to a partial or complete obstruction, usually by a physical object, between the transmitting antenna and the receiving antenna, or between two devices such as an Access Point and an end user.  

Terrain – Terrain, as it applies in this Report, refers to obstacles between two devices.  These would include trees, hills, buildings and other structures. 

Vertical Assets – Light poles, power poles, towers, buildings and other structures that can used to mount equipment, such as APs, utilized to activate a wireless network. 

Voice over IP (VoIP) – Transmission of voice communications as IP packets, allowing for transportation of voice over the Internet, LANs and WANs.

Wi-Fi (Wireless Fidelity) – Wireless local area networks based on the IEEE’s (Institute of Electrical and Electronics Engineers, Inc.) 802.11 standards.  802.11 refers to a group of standards in place today as well as standards that are currently being developed:

	Protocol
	Release Date
	Frequency(s) (GigaHertz)
	Rate per second (Maximum)
	Rate per second (typical)

	
	
	
	
	

	802.11a
	1999
	5.15-5.35 

5.47-5.725 5.725-5.875
	54 MBits
	25 Mbits

	
	
	
	
	

	
	
	
	
	

	802.11b
	1999
	2.4-2.5
	11 Mbits
	6.5 Mbits

	802.11g
	2003
	2.4-2.5
	54 Mbits
	25 Mbits

	802.11n
	Draft stage; limited current implementations
	2.4-5
	540 Mbits
	200 Mbits


Wide Area Network (WAN) – A computer network serving a relatively large geographic area, usually serving an entire community or more.

WiMAX (Worldwide Interoperability for Microwave Access) – Wireless wide area networks based on the IEEE’s 802.16 standards.  Capable of transmission speeds up to 70 Mbps over 70 miles with actual speed and coverage far less based on applications and terrain.
Wireless Access Point (WAP) – Another name for Access Point. 
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