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I. INTRODUCTION 1 

 2 

Q. Please state your name and business address.  3 

A. My name is James D. Webber. My business address is 4240 Colton Circle, 4 

Naperville, Illinois 60564.  5 

 6 

Q. By whom are you employed and in what capacity?   7 

A. I am a Partner and Senior Vice President at QSI Consulting, Inc. (“QSI”).  8 

 9 

Q. How long have you been employed by QSI?    10 

A. Eighteen years. I joined the firm in 2003 as a Senior Consultant and became a 11 

Partner and Senior Vice President 2007. 12 

 13 

Q  Would you please state your educational and professional background?   14 

A. I earned a Bachelor of Science in Economics and Business Administration in 1990, 15 

and a Master of Science in Economics in 1993, both from Illinois State University. I 16 

have nearly 30 years of experience in the regulated utilities industry, with most of 17 

my time focused on competitive and technical issues in the telecommunications 18 

sector. As discussed below, I previously worked as a State Public Utility 19 

Commission (“PUC”) staff analyst and manager. My professional experience 20 

includes consulting for numerous companies in the communications sector, working 21 

for both large and small communications services providers and, as outlined in my 22 
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CV, co-founding and managing an enhanced service provider, and serving as a 1 

member-manager of a developing Competitive Local Exchange Carrier (“CLEC”).1   2 

  I have experience testifying before the Federal Communications Commission 3 

(“FCC”), PUCs, arbitrators, and state and federal courts throughout the United States 4 

on a wide variety of topics, including telecommunications business processes and 5 

practices, cost methodologies, economic damages, interconnection, pricing, and 6 

public policy, among others.  7 

 Prior to joining QSI in 2003, I worked for ATX/CoreComm as the Director 8 

of External Affairs. In that capacity, my responsibilities included: management and 9 

negotiation of interconnection agreements and other contracts with other 10 

telecommunications carriers; management and resolution of operational impediments  11 

arising from relationships with other carriers (such as the unavailability of shared 12 

transport for purposes of intraLATA toll traffic, or continual problems associated 13 

with failed hot cut processes); management of financial disputes with other carriers; 14 

design and implementation of cost minimizations initiatives; design and 15 

implementation of legal and regulatory strategies; and, management of the 16 

Company’s tariff and regulatory compliance filings. I also assisted in the Company’s 17 

business modeling as it related to the use of Resale services, and Unbundled 18 

Network Elements (“UNEs”), for example, UNE-Loops and UNE-Platform. 19 

 From November 1997 to October 2000, prior to joining ATX/CoreComm, I 20 

held positions within AT&T’s Local Services and Access Management organization 21 

and its Law and Government Affairs organization. As District Manager within the 22 

 
1 Webber, Exh. JDW-2. 
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Local Services and Access Management organization I was responsible for local 1 

interconnection and billing assurance. Prior to that position, I served as a District 2 

Manager – Law and Government Affairs, where I  implemented AT&T’s policy 3 

initiatives at the state level. 4 

 Prior to joining AT&T, I worked (July 1996 to November 1997) as a Senior 5 

Consultant with Competitive Strategies Group, Ltd. (“CSG”), a Chicago-based 6 

consulting firm that specialized in competitive issues in the telecommunications 7 

industry. While working for CSG, I provided expert consulting services to a diverse 8 

group of clients, including telecommunications carriers and financial services firms. 9 

 From 1994 to 1996, I worked for the Illinois Commerce Commission (“ICC”) 10 

where I served as an Economic Analyst and, ultimately, as manager of the 11 

Telecommunications Division’s Rates Section. In addition to my supervisory 12 

responsibilities, I worked closely with the ICC’s engineering department to review 13 

Local Exchange Carriers’–and to a lesser extent Interexchange Carriers’ (“IXCs”) 14 

and Competitive Local Exchange Carriers’–tariffed and contractual offerings as well 15 

as the supporting cost, imputation, and aggregate revenue data. 16 

  From 1992 to 1994, I worked for the Illinois Department of Energy and 17 

Natural Resources, where Imodeled electricity and natural gas consumption and 18 

analyzed the potential for demand side management programs to offset growth in the 19 

demand for, and consumption of, energy. In addition, I analyzed policy options 20 

regarding Illinois’ compliance with environmental legislation. 21 
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II. SCOPE AND SUMMARY OF TESTIMONY 1 

 2 

Q. Mr. Webber, have you testified previously before the Washington Utilities and 3 

Transportation Commission (“Commission”)? 4 

A. Yes. I last testified in WUTC Docket No. UT-063061 on behalf of Eschelon 5 

Telecom, Inc., and in WUTC Docket No. UT-083041 on behalf of Charter Fiber 6 

Link WA-CCVII, LLC. 7 

 8 

Q. On whose behalf was your testimony here today prepared? 9 

A. I prepared this testimony on behalf of the Commission’s Staff (“Staff”). 10 

 11 

Q. Mr. Webber, can you please describe the scope of your testimony? 12 

A. This testimony presents my understanding of the causes and impacts of the major 13 

service outage experienced by the Washington state Enhanced 911 (“E911”) public 14 

safety communications network during December 27-29, 2018. Staff engaged my 15 

firm, QSI Consulting, to follow up on Staff’s earlier investigations into this outage 16 

by conducting an independent investigation and analysis of those causes and 17 

impacts. Under my direction, my team and I have reviewed the relevant information 18 

that Staff previously obtained and provided to us, including: its December 2020 19 

Investigation Report and supporting Appendices filed in this docket;2 the August 20 

2019 report by the FCC’s Public Safety and Homeland Security Bureau (“PSHSB”)3 21 

on the national outage experienced by CenturyLink Communications, LLC 22 

 
2 Webber, Exh. JDW-3C. 
3 Webber, Exh. JDW-4. 
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Q. Mr. Webber, what is the Washington state E911 communications system and 1 

why is it so important to the welfare of the state’s residents? 2 

A. In the simplest terms, Washington’s E911 system is a statewide communications 3 

system specifically designed to provide easy and rapid access to emergency services 4 

first responders (e.g., police, firefighters, ambulances) by dialing a uniform 3-digit 5 

code, 9-1-1. The “Enhanced” aspect is that when a 911 call is made, information 6 

about the caller’s geographic location can be retrieved and transmitted in parallel to 7 

that call, with both routed directly to a calling center, known as a Public Safety 8 

Access Point (“PSAP”), serving the area where the call originated. At the PSAP, the 9 

911 call is answered by trained personnel who assess the situation and dispatch 10 

emergency services as needed. There are currently 78 PSAPs in Washington to serve 11 

all of the state’s 39 counties and its population of greater than 7.7 million residents.10 12 

  For the ordinary citizen who is not involved in the telecommunications 13 

industry or its efforts to make E911 service available, it is easy to take this system 14 

for granted. For them, it is simply the knowledge that if they or a loved one is 15 

stricken with an emergency situation–e.g. a heart attack or other medical emergency, 16 

a traffic accident, a fire, or some other threat to health, life or property–help from 17 

appropriate emergency responders can be sent on the way by the simple act of 18 

dialing “911” on their telephone, smartphone, or other device. But behind the scenes, 19 

there is a highly complex telecommunications system that is intended to function 20 

 
10 See, E911 webpage of the Washington Military Department’s Emergency Management Division, available 

at: https://mil.wa.gov/e911. The population statistic is from the Washington Office of Financial Management, 

“State Population Steadily Increases, Tops 7.7 Million Residents in 2021” (6/30/21), available at: 

https://ofm.wa.gov/about/news/2021/06/state-population-steadily-increases-tops-77-million-residents-2021 
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seamlessly to connect every 911 caller almost instantly to the most appropriate 1 

responding authority, on a 24/7, always-on basis.  2 

 In 2019 (the latest published data), over 5.3-million 911 calls were delivered 3 

over the Washington E911 system, and 6.8-million 911 calls were delivered in 4 

2018.11  Those figures equate to some 14,500 and 18,600 calls per day on average, 5 

respectively, indicating how important the system is to serve the public’s welfare. 6 

 7 

Q. What state authority oversees the coordination of Washington’s E911 system? 8 

A. The State Enhanced 911 Coordination Office (“SECO”) within the Emergency 9 

Management Division of the Washington Military Department (“WMD”) is 10 

Washington’s state-level E911 authority.12 SECO is responsible for the overall 11 

coordination of the E911 system, and for the funding, planning, management, and 12 

operations of certain service components. In this role, SECO works cooperatively 13 

with numerous other regional and local public safety authorities that participate in 14 

the system, including those operating the PSAPs.  One of WMD’s primary 15 

responsibilities is to contract with a telecommunications company to provide the 16 

statewide backbone network for the E911 system, known as an Emergency Services 17 

Internet Protocol Network (“ESInet”).  18 

 19 

 
11 Washington state reported 5,317,793 calls were delivered to primary PSAPs in the state during calendar year 

2019. See, Webber, Exh. JDW-7 at 11. See also, Webber, Exh. JDW-8 at 3, 11 (showing 6,802,791 calls to 

primary PSAPs for 2018).  
12 See, RCW 38.52.005; RCW 38.52.010; RCW 38.52.030 (“(7) The director, through the state enhanced 911 

coordinator, shall coordinate and facilitate implementation and operation of a statewide enhanced 911 

emergency communications network."); RCW 38.52.520 (establishing the state enhanced 911 coordination 

office in the emergency management division).  
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Q. What is an ESInet? 1 

A. An ESInet is an Internet Protocol (“IP”)-based digital transport network used for 2 

emergency services communications, i.e., 911 calls and associated data, that can be 3 

shared by a state’s public safety agencies.13 It provides 911 call routing, transport, 4 

interoperability, security, and related services. To do this, an ESInet connects 5 

originating services providers (“OSPs”), including traditional local exchange carriers 6 

(“LECs”), mobile wireless services providers, and CLECs, among others, to the 7 

PSAPs. As the figure below suggests, having a modern ESInet is also an essential 8 

prerequisite to providing advanced Next Generation 911 (“NG911”) capabilities, 9 

e.g., the ability to receive 911 calls in the form of text messages and (in the future) 10 

video calls in addition to voice telephony.14 11 

  12 

 
13 Webber, Exh. JDW-9 at 2-4. 
14 See, 47 C.F.R. § 942(e)(5) (defining “Next Generation 9-1-1 Services”). 
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Figure 1: Representative Next Generation 911 System15 1 

 2 

Q.  How has the ESInet concept been implemented in Washington?  3 

A. In Washington, WMD contracted with CenturyLink to build and operate the state’s 4 

first ESInet, ESInet I, in June 2009. Then, in June 2016, WMD contracted with 5 

TSYS to build, maintain, and operate a new ESInet, known as ESInet II, that would 6 

support NG911-compliant capabilities. CenturyLink and TSYS entered into a service 7 

agreement to undertake a phased transition of 911 operations from ESInet I to ESInet 8 

II, by the end of which TSYS would assume responsibility for the handling and 9 

processing all E911 calls in Washington state.16 WMD announced in August 2020 10 

 
15 Webber, Exh. JDW-10 at 3. 
16 See also, Exh. JDW-3C at 8-10. 
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“promoting safety of life and property through the use of wire and radio 1 

communications….”–which remains in full force today.19  While the concept of a 2 

unified three-digit “911” dialing code to access emergency services dates back to the 3 

late 1960s, it took decades for the service to expand across the U.S. and to evolve 4 

into the integrated, flexible, and generally robust system the country enjoys today.20   5 

 6 

Q. Have the capabilities of 911 systems increased as telecommunications 7 

technology has improved over time? 8 

A. Yes, such capabilities have improved in several important respects over the past few 9 

decades. One key development that greatly increased the effectiveness of 911 10 

systems was the deployment of E911 capability, which automatically identified the 11 

geographic location of the calling party and relayed that location to the PSAP in 12 

order to expedite emergency responders’ ability to get to the site of the emergency.21  13 

In 1991, the Washington Legislature passed House Bill 1938 (“HB 1938”). HB 1938 14 

directed WMD to upgrade to an E911 capable system.22 15 

 Further evolution of the E911 system, both in Washington and nationwide, 16 

has included integrating wireless telephone service into the system (and solving the 17 

caller location identification issues that mobile wireless service have presented), 18 

expanding to encompass voice over internet protocol (“VoIP”) service, and most 19 

recently, evolving towards the NG911 capabilities that I discussed above.     20 

 
19 47 U.S.C. § 151. 
20 Webber, Exh. JDW-12. 
21 See, E911 webpage of the Washington Military Department’s Emergency Management Division at: 

https://mil.wa.gov/e911 
22 E.S.H.B. 1938, 52nd Leg., Reg. Sess. (Wa. 1991). 
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Q. Have the Washington Legislature and the Commission recognized the 1 

importance of the state’s E911 system to the safety and welfare of its residents? 2 

A. Yes. RCW 38.52.500 states that “[t]he legislature finds that a state-wide emergency 3 

communications network of enhanced 911 telephone service, which allows an 4 

immediate display of a caller’s identification and location, would serve to further the 5 

safety, health, and welfare of the state's citizens, and would save lives.”23  The 6 

Commission subsequently established E911 requirements for all local exchange 7 

telephone companies in the state, including obligations that LECs make E911 access 8 

available to their customers and transmit callers’ emergency location identifier 9 

number (“ELIN”) along with their call into the E911 system.24 10 

  More recently, the Commission reaffirmed the critical nature of E911 11 

services to the state’s residents in the context of an order addressing a CenturyLink 12 

E911 system outage in 2014: 13 

The outage on April 9-10, 2014, was a potentially life-threatening incident. 14 

The citizens of this state reasonably rely on their ability to access emergency 15 

services by dialing 911. Their inability to do so for even a brief period of 16 

time poses a serious threat to public health, safety, and welfare, not just a 17 

violation of statute and Commission rules.25 18 

 19 

Q. As 911 systems have evolved and become more sophisticated over time, have 20 

they also become more complex? 21 

 
23 RCW 38.52.500. 
24 WAC 480-120-450. See also, In re Amending, Adopting and Repealing Chapter 480-120 WAC Relating to 

Telephone Companies, Docket UT-990146, Gen. Order R-507 (Dec. 16, 2002). 
25 Wash. Utils. & Transp. Comm’n v. Qwest Corporation d/b/a CenturyLink QC, Docket UT-140597, Order 

03, at 4, ¶ 9 (Feb. 22, 2016). 
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A. Yes. As a result of the increased technological sophistication of E911 networks and 1 

their expansion into additional communications modes beyond traditional wireline 2 

voice telephone, combined with the general growth in competition in the industry, 3 

today’s 911 systems are significantly more complex, with a greater number of 4 

service providers and other vendors involved, some with quite specialized roles.  5 

  The Commission recognized and described this complexity in comments it 6 

filed with the FCC in March 2015 in response to that agency’s proceedings 7 

examining 911 Governance and Accountability.26 The Commission’s comments 8 

observed that “technological and marketplace changes are altering the manner in 9 

which some components of 911 service are handled, including increasing reliance on 10 

network components and technology that are multi-state in nature.”27  The 11 

Washington Commission went on to say: 12 

As the [Federal Communications] Commission is aware, delivery of 911 13 

services has evolved as niche entities have increasingly been engaged by 14 

traditional 911 service providers to assume a variety of network and service 15 

delivery functionalities. Although this evolution may well be appropriate to 16 

streamline and achieve economies in the provision of such 911 service 17 

delivery capabilities, this change also reflects a more diverse and complex 18 

condition that warrants a greater level of oversight. Many of the emerging 19 

911 specialized providers merely serve as contractors or sub-agents to other 20 

traditional 911 service providers with overall contractual responsibility to 21 

public safety entities and the UTC does not believe such 911 service 22 

providers should escape scrutiny and responsible oversight given the 23 

importance of safe and reliable 911 services.2824 

 
26 Webber, Exh. JDW-13. 
27 Webber, Exh. JDW-13 at 4. 
28 Webber, Exh. JDW-13 at 7. 







































 

TESTIMONY OF JAMES D. WEBBER   Exh. JDW-1TC 

Docket UT-181051  Page 35 

 

of the parties hangs up, a similar exchange of messages occurs over the SS7 links to 1 

tear down that voice path, leaving those facilities idle until needed for another call. 2 

And as I discuss later in my testimony, SS7 is a very flexible technology that can 3 

perform many other functions, including transmitting the geographic address of a 4 

person dialing 911 to the PSAP receiving an emergency call, in order to speed the 5 

response time of the appropriate public safety agency. 6 

 7 

Q. Are SS7 systems typically designed to serve a single state, with all of the 8 

associated signaling, switching, transmission and other supporting facilities 9 

confined to a state’s borders? 10 

A. No. To the contrary, SS7 systems instead tend to be multi-state in nature, both in 11 

terms of the geographic areas they serve and the extent and scope of their facilities. 12 

For example, Transaction Network Services Inc. (“TNS”), which is the provider of 13 

SS7 services used by both CenturyLink and TSYS for their ESInets (as I discuss 14 

further below), operates a multi-state network. 15 

 16 

Q. Does the fact that the signaling information conveyed by a multi-state SS7 17 

system may cross state lines mean that the jurisdiction of all calls routed by 18 

means of that system will necessarily be interstate, rather than intrastate? 19 

A. No. The FCC has a well-settled policy referred to as its “end-to-end analysis,” by 20 

which the jurisdiction of a call generally is determined by the location of its end 21 

points, not by the particular geographic route that the call may traverse (setting aside 22 
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the signaling information exchanged in order to determine any particular call path). 1 

As the FCC explained in its Vonage order: 2 

Using an end-to-end approach, when the end points of a carrier’s service are 3 

within the boundaries of a single state the service is deemed a purely 4 

intrastate service, subject to state jurisdiction for determining appropriate 5 

regulations to govern such service. When a service’s end points are in 6 

different states or between a state and a point outside the United States, the 7 

service is deemed a purely interstate service subject to the Commission’s 8 

exclusive jurisdiction. Services that are capable of communications both 9 

between intrastate end points and between interstate end points are deemed to 10 

be “mixed-use” or “jurisdictionally mixed” services. Mixed-use services are 11 

generally subject to dual federal/state jurisdiction, except where it is 12 

impossible or impractical to separate the service’s intrastate from interstate 13 

components and the state regulation of the intrastate component interferes 14 

with valid federal rules or policies. In such circumstances, the Commission 15 

may exercise its authority to preempt inconsistent state regulations that 16 

thwart federal objectives, treating jurisdictionally mixed services as interstate 17 

with respect to the preempted regulations.78    18 

  19 

Q. If the SS7 component of an ESInet is disrupted by an outage, can voice calls still 20 

be completed? 21 

A. No. Without a successful call setup, which the SS7 component must undertake, the 22 

originating voice calls cannot be routed anywhere and will fail to connect. The 23 

situation is roughly analogous to what can happen on a railroad when the system that 24 

notifies train engineers that the rails ahead are free for their use: when that system 25 

goes down, the trains cannot move anywhere (or else risk collisions), even though 26 

the tracks and the trains themselves may be in perfect working order.7927 

 
78 See, e.g., In re Vonage Holdings Corporation Petition for Declaratory Ruling Concerning an Order of the 

Minnesota Public Utilities Commission, WC Docket No. 03-211, Memorandum Opinion and Order, 19 FCC 

Rcd 22404, 22413, ¶ 17 (2004) (internal footnotes omitted). 
79 My point here is to emphasize the dependency of the underlying entity needing to be transported (calls, 

trains) on their routing information, not to dwell on possible differences in their signaling methods which 

might exist. 
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CenturyLink concerning these calls, and our investigation on this issue is ongoing. 1 

While I believe the call counts provided above reasonably portray the impact of the 2 

December 2018 outage on the Washington E911 system, they may be adjusted 3 

upward or downward upon review of additional information learned later in this 4 

proceeding.  5 

 6 

Q. Did CenturyLink have the capability to provide Staff with detailed information 7 

concerning all of the Washington 911 calls that it handled during the December 8 

2018 outage? 9 

A. Yes. Telecommunications services providers routinely generate call detail records 10 

(“CDRs”) for every call in the course of processing calls traversing their networks. 11 

CDRs are automatically-generated records produced at a point of switching that 12 

capture the details of a received or transmitted call and become stored in a 13 

database.100 In this case, the points of switching where the CDRs for Washington 911 14 

calls were generated were the selective routers numbers 1 and 2 of CenturyLink’s 15 

ESInet I partner company, Intrado (formerly named West Telecom Services).101  16 

Given that CenturyLink ultimately produced those CDRs in September 2021 in 17 

response to persistent follow-up discovery from Staff, it is clear that Intrado 18 

generated and stored CDRs for the December 2018 outage period, and that 19 

CenturyLink could have easily requested and obtained them from Intrado/West at 20 

any time after the event.  21 

 
100 Webber, Exh. JDW-9 at 5. 
101 As explained in Staff’s Investigation Report, West Telecom Services, LLC changed its name to Intrado 

Communications, LLC with the Commission effective May 1, 2020. Webber, Exh. JDW-3C at 5, fn. 5. 
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Q. During Staff’s initial investigation of the December 2018 incident, did Staff 1 

attempt to obtain those CDRs from CenturyLink? 2 

A. Yes. As described in its Investigation Report, Staff asked CenturyLink on four 3 

separate occasions to specify the number of Washington customers impacted by the 4 

December 2018 outage. The first three times, CenturyLink refused to provide that 5 

information because it claimed that no services under the Commission’s jurisdiction, 6 

including E911 service, were impacted by the outage.102 Staff’s Report then cited to 7 

CenturyLink’s Response to Staff DR CP 2, dated September 18, 2020, as finally 8 

providing data on all E911 emergency calls that CenturyLink was to deliver to TSYS 9 

during the December 2018 outage.103  10 

 However, Staff also served discovery on CenturyLink in August 2019 seeking those 11 

CDRs. Regulatory Staff data requests RS-7 and RS-8 sought: 12 

• RS-7: “all call logs and call detail recording (CDR) information on all 911 13 

calls that were completed to WA State PSAPs still under CenturyLink’s 14 

management during the Dec. 27 – Dec. 28, 2018 911 outage.” And 15 

• RS-8: “all call logs and call detail recording (CDR) information on all failed 16 

911 calls into Washington PSAPs which traversed CenturyLink’s 17 

infrastructure during the Dec. 27 – Dec. 28, 2018 911 outage.” 18 

In September 2019, CenturyLink provided separate spreadsheet (Excel®) files in 19 

response to each of those requests.104 I understand from my discussions with 20 

Rebecca Beaton (Commission telecom regulatory analyst) that Staff and its 21 

consultant at that time reviewed these CDR datasets and concluded that they 22 

appeared to contain errors and record omissions, which in fact CenturyLink 23 

 
102 Webber, Exh. JDW-24. 
103 Webber, Exh. JDW-3C at 13. 
104 Webber, Exh. JDW-25; Webber, Exh. JDW-26C.  
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subsequently admitted (see discussion below). For that reason, Staff did not rely 1 

upon those data responses when first evaluating the volume of failed 911 calls at the 2 

time that it prepared its Investigative Report. 3 

 4 

Q. Did you analyze 911 call data recorded during the December 2018 outage to 5 

estimate how many calls were successfully delivered to Washington PSAPs 6 

during that period, and how many calls failed to be delivered? 7 

A.  Yes. I reviewed all of the Washington 911 call CDR data and related summary 8 

information that CenturyLink provided to Staff to date since the December 2018 9 

incident, including the Company’s responses to RS-7 and RS-8 in 2019, to data 10 

requests CP-1105 and CP-2106 in 2020, and to Staff DRs 20-22 in 2021.107 11 

  When comparing CenturyLink’s 2019 and 2020 data request responses, I 12 

found several significant discrepancies between CDR data supplied in 2019 13 

(specifically, in the RS-8 Confidential Attachment B spreadsheet) and the calls 14 

summary provided in 2020, Attachment DR-2 to the CP-2 response.108 But instead of 15 

rebutting or explaining those discrepancies, CenturyLink’s Response to Staff DR-22 16 

admitted (after first stating an objection to the request) that the RS-8 Confidential 17 

Attachment B spreadsheet was missing data and that the Company could neither 18 

explain why nor replicate that spreadsheet:19 

 
105 Webber, Exh. JDW-27C (requesting “all call recording details for all emergency services calls that 

CenturyLink processed for the PSAPs it still ‘owned’ in Washington state during the outage period….”); 

Webber, Exh. JDW-28C.  
106 Webber, Exh. JDW-29C (requesting “[a] detailed report providing information on all emergency calls, 

received by CenturyLink, that were ultimately destined for Comtech’s PSAPs in Washington state….” during 

the outage period); Webber, Exh. JDW-30C.   
107 Webber, Exh. JDW-6C; Webber, Exh. JDW-31C. 
108 See Webber, Exh. JDW-6C at 11. 
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Q. And what was the impact on calls destined to PSAPs served by CenturyLink? 1 

A. Table 3 below provides the call counts during the outage for the 15 PSAPs that were 2 

still served directly by CenturyLink over its ESInet I. 3 

  4 
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Table 3: E911 Call Counts, for CenturyLink-Served PSAPs 1 

 2 














