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1. Introduction 

1.1. Intentionally Omitted 
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as they apply to such elements as electrical safety and electromagnetic interference (EMI) for 

computer and telecommunications equipment. 
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Exhibit 115 has been removed from this document. 

Exhibit 115. Omitted 
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6. Supported Call Flows 

6.1. Summary of Supported Call Flows 

Sections 6.2 through 6.10 illustrate the following types of call flows: 

 Call Origination via LSRG – ESN Routed 

 Call Origination via LNG – ESN Routed 

 Call Origination via BCF – ESN Routed 

 Call Origination via LNG – Location (ECRF) Routed 

 Call Origination via BCF – Location (ECRF) Routed 

 Call Transfer from an LPGCAMA PSAP 

 Call Transfer from an LPGRFAI PSAP 

 Call Transfer from an i3 PSAP 

 Call Transfer – “Figure 4” references General Conferencing 
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6.2. Call Origination via LSRG – ESN Routed 

Exhibit 116.  Call Origination via LSRG – ESN Routed 

[12a]
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6.3. Call Origination via LNG – ESN Routed 

 

Exhibit 117.  Call Origination via LNG – ESN Routed 

[12a]
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6.4. Call Origination via BCF – ESN Routed  

 
Exhibit 118.  Call Origination via BCF – ESN Routed 

  

[12a]
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6.5. Call Origination via LNG – Location Routed  

Exhibit 119.  Call Origination via LNG – Location Routed 

[12a]
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6.6. Call Origination via BCF – Location Routed  

Exhibit 120.  Call Origination via BCF – Location Routed 
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6.7. Call Transfer from an LPGCAMA PSAP  

Exhibit 121.  Call Transfer from an LPGCAMA PSAP 

  

[12a]
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6.8. Call Transfer from an LPGRFAI PSAP  

Exhibit 122.  Call Transfer from an LPGRFAI PSAP 

  

[12a]
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6.9. Call Transfer from an i3 PSAP  

Exhibit 123.  Call Transfer from an i3 PSAP 
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6.10. Call Transfer – “Figure 4 Reference” General Conferencing  

 

[12a]
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Exhibit 124.  Call Transfer – “Figure 4 Reference” General Conferencing 

7. MIL ESInet Requirements 

11.1. Global ESInet Requirements [RFP 6.1] 
As full “i3 compliance” is dependent upon functionality and features that reside outside of the ESInet itself (e.g., the 
LIS, external ECRF, etc.) or not yet fully defined, MIL is requiring an ESInet that is only based  upon the i3 
specifications  as they pertain to an ESInet. Enhancements and allowances (e.g., optionally locating the LIF function 
within the ESRP), as identified in the following requirements are intended to 1) serve as placeholders where 
applicable (e.g., when the LIS function is fully deployed in the Originating Network, the NLIS function specified may 
be eliminated), or 2) provide additional functionality not specified, or not completely specified, in the NENA i3 
architecture. 

MIL is NOT dictating a specific implementation and/or architecture. That is, while the NENA standards specify various 
functional elements and/or network elements, nothing within this section shall be construed to mean each Functional 
Object needs to be implemented within a separate network element or that the BIDDER must preserve the NENA 
nomenclature for those Objects/Network Elements.  

Finally, MIL’s intent is not to completely replicate the identified NENA documentation/requirements, rather the intent is 
to identify MIL’s mandatory requirements (unless identified otherwise) within the NENA referenced documents. NENA 
requirements not explicitly identified here are still deemed important, but non-compliance will not result in 
disqualification. Further, MIL understands that some of the functionality specified within this RFP is outside the scope 
of the NENA standards and may not be immediately available at the time of BIDDER’s response. In these instances, 
if any, the BIDDER must provide a timeline of availability for each such function and explicit indication that the 
function(s) will be implemented when it becomes available at no additional cost to MIL. 

BIDDERs are encouraged to provide information regarding improvements or alternatives to these requirements in 
their responses. 

We agree with the assessment that the ESInet and its functional elements are still evolving 

toward an i3 end-state.  Where the i3 specifications allow or require interpretation, we have done 

so with the intent of adhering to the nature of the standard as much as possible.  Therefore, while 

some aspects of our system may differ slightly from others who also follow the standard (e.g., 

the location of the Location Interworking Function [LIF] may vary as noted above), we strive to 

implement our solutions with a consistent interpretation of the specifications.  Where 

functionality is not yet fully identified by NENA or other working groups, we have described our 

implementation as it is deployed today.  Applicable future functionality will be available in our 

solution following ratification by the industry, and as long as that functionality is contained 

within the i3 specifications it will be implemented without additional cost to the Agency. 

11.1.1. Federal Communications Commission (FCC) Rules – [RFP 6.1.1] 

All equipment must conform to FCC Rules Part 15, Class A (commercial, non-residential radiation and conduction 
limits) for electromagnetic interference (EMI). 

 

Our proposed solution uses commercial off-the-shelf (COTS) equipment that complies with all 

appropriate FCC, Underwriters Laboratories (UL)/Canadian Standards Association (CSA), 

Conformité Européene (CE), and NENA standards as they apply to such elements as electrical 

safety and electromagnetic interference for computer and telecommunications equipment. 

11.1.2. Industry Standards – [RFP 6.1.2] 

Where applicable, all equipment must comply with relevant industry standards, such as:  

•  Underwriters Laboratories (UL) 
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process more than 200,000 calls each day.  Optionally and at additional expense, we can provide 

a dedicated solution, wherein all hardware would be solely for the use of the state.  We have 

designed and priced the standard approach in order to provide the most cost-effective solution, 

but we are happy to discuss all alternatives with the Agency to arrive at a final design, as noted 

in the Executive Summary. 

For the standard approach, we have had very good success in managing our customer’s 

availability through the use of software controls and a very detailed change management plan.  

Our change management process is known as an Installation and Backout Plan (IBOP).  

Depending on the complexity of the change, TCS uses either an express IBOP or a full IBOP.  

For the most complex changes, TCS engineers complete a full IBOP, which typically is written 

over a several-week period and includes multiple meetings in which engineers discuss the best 

design, review services impacted, and determine the most efficient steps for implementation and 

backout in case such action becomes necessary.  Before implementing an IBOP, TCS Project 

Management coordinates a final technical review and a final management review.  

Representatives of the state and affected stakeholders are encouraged to participate in both 

meetings. 
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Exhibit 126 below is a sample screenshot of an express IBOP. 

 
Exhibit 126.  Express IBOP Screenshot 
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Exhibit 127 below is a diagram of the IBOP process. 

 
Exhibit 127.  IBOP Process Diagram 
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Exhibit 128 below is a blank IBOP template that shows the type of information captured. 

 
Exhibit 128.  Blank IBOP Template 

TCS Contract # 0211



Washington State Military Department 

Next Generation 9-1-1 Emergency Services Internet Protocol Network  

Statement of Work | June 24, 2016 

 Page 104 

CONFIDENTIAL 

Exhibit 129 below illustrates a blank IBOP template for the pre-implementation NOC 

information. 

 
Exhibit 129.  Blank IBOP Template for Pre-implementation NOC Information 
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Exhibit 130 below illustrates a blank IBOP template for the implementation information. 

 
Exhibit 130.  Blank IBOP Template for Implementation Information 
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The PRF associated with the ESRP not only provides the basic policy function as defined in 

NENA Standard 08-002 and 08-003 (PSAP state, congestion state, time of day), but also allows 

for dynamically created, OTF call-policy routing based upon geographic call origination, 

considered to be an enhanced policy routing function (E-PRF). 

Response plans, which determine backup or alternate PSAPs that will answer 9-1-1 calls in the 

event of a major crisis, are used to dynamically and quickly change the PSAPs that will receive 

calls.  Every region-to-PSAP association has a response plan setting to ensure that callers from 

particular regions will be routed to different PSAPs according to the rules that make up the active 

response plan. 

Active response plans can be established over the web or within the solution’s administrative 

dashboard and configuration application. 

Creating OTF routing polygons is accomplished via the GUI’s drawing tools.  Exhibit 133.  

shows an example of the creation of a temporary routing polygon to facilitate responses during a 

power outage, the extent of which is outlined in green. 

 
Exhibit 133.  On-the-Fly Polygon Creation 
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11.1.21. Acceptance Test Plan (ATP) – [RFP 6.1.22] 

MIL will require a written ATP as part of the final contract and will be developed as part of the Stage 5 proceedings 
While Attachment H provides an example outline of MIL’s minimum expectations as to what the ATP will encompass, 
BIDDER shall provide a preliminary ATP outline to serve as a starting point for development of the final ATP.  

TCS will work with Washington in good faith to establish a reasonable plan and other details for 

system acceptance testing. 

Below are representative excerpts from the CLC test plan and PSAP test plan.   

TCS’ CLC and PSAP test plans have been developed by TCS through expenditure of its own 

time, money and other resources.  Such test plans also include information not necessarily known 

to TCS’ business competitors and could be used by such business competitors to the competitive 

disadvantage of TCS.  Accordingly, TCS believes that the details of TCS’ test plans included in 

this response should be protected as financial, commercial, and/or proprietary information 

belonging to TCS exempt from public disclosure pursuant to the provisions of RCW 42.56.270, 

and should be redacted from any public records disclosure of the TCS proposal.  In addition to 

and notwithstanding the status of such information as financial, commercial, and/or proprietary 

information belonging to TCS as described above, TCS also notes that the Agency may wish to 

consider limiting public disclosure of such portions of TCS’ response based on general concerns 

for public security and safety and pursuant to the exemption of specialized details of security 

arrangements from public disclosure permitted pursuant to the provisions of RCW 42.56.420(4). 

CLC Test Plan 

Shown below are excerpts from the 155-page CLC test plan, including cover page, table of 

contents, introduction, select test cases, and test coverage summary.  TCS has used test plans 

such as this in previous successful ESInet deployments.  

The test plan excerpts shown below are proprietary. 
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PSAP Test Plan 

Starting on the next page is the foundation of the test plan TCS will use to ensure successful 

PSAP connectivity to the Washington ESInet. 
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Exhibit 138.  High-Level View of TCS Hosted NG9-1-1 Architecture 
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TCS has established standardized disaster recovery plans for all of its systems.  Process 

documentation is illustrated by the Disaster Recovery Plan table of contents shown in Exhibit 

139.   

 
Exhibit 139.  Table of Contents from TCS’ Established Disaster Recovery Plan 

Logical Call Flow documentation is shown by the text-to-911 example shown in Exhibit 140.  

This diagram is an example of the logical connections that exist in our text solution.  Carrier 

connections are shown on the left, PSAP operations on the right, and the applications connecting 

these two groups in the middle. 
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7.2.2.3. NLIS Documentation – [RFP 6.2.2.3] 

At a minimum NLIS, or functional equivalent, documentation shall include: 

•  Internal elements (location databases such as LIS, ALI, etc.) 

•  i3 interfaces , including Protocol used 

•  non-i3 interfaces, including Protocol used 

•  Basic operation overview 

•  Data Management processes and procedures, 

    o  Initial creation of dataset(s) 

    o  Maintenance of Dataset(s) (new records, deletions, etc.) 

The initial database in the NLIS system will be the ALI database.  Other location information 

will be added as needed.  These databases will be accessed by enabling the interfaces to use i3 

signaling and protocols.  In some cases these interfaces will be natively i3, but in others we will 

enable legacy signaling and/or allow legacy interfaces to communicate with the databases.  

Given that the nature of the NLIS is a transitional element, we expect that both legacy and i3 

interfaces will be needed throughout the term of the contract.   

Upon contract award and after subsequent data-gathering activities we will complete our 

documentation of the existing legacy interfaces and support as well as i3 interfaces to be used.  

This documentation is critical in maintaining the processes used in creating and maintaining the 

initial datasets.  We have produced similar documentation for other customers of similar size and 

complexity, which has illustrated the need for clear processes and procedures.  

7.2.3. Legacy Network Gateway (LNG) Originating Network 

Interconnection – [RFP 6.2.3] 

Within the state of Washington, wireline, wireless and VoIP Originating Network Emergency Service (ES) circuits 
terminate upon LNGs, provided by CenturyLink, and are located in Spokane, Yakima, Seattle and Tukwila.                                                                                                                                                                            

While NENA 08-003 lays out the framework for an i3 version of an LNG, MIL is not requiring that BIDDERs comply 
with the internal architecture and how the functional components (i.e., PIF, NIF and LIF) interface with each other. 
Rather, MIL only requires that the external interfaces comply with the respective NENA requirements. Further, as 1) it 
is not anticipated that the Washington State ESInet will require hierarchical ESRPs, and 2) the internal functions of an 
ESRP are (currently) out-of-scope in i3 ; it may be more efficient and economical to locate this functionality within the 
ESRP. As such MIL has made provision for BIDDERs to locate this functionality (and associated interfaces) either 
within the LNG or the ESRP at their discretion.  

BIDDERs should also consider the requirement(s) of Section 6.2.18.2 when considering the LNG requirements. 

TCS Contract # 0256



TCS Contract # 0257



TCS Contract # 0258



TCS Contract # 0259



TCS Contract # 0260



TCS Contract # 0261



TCS Contract # 0262



TCS Contract # 0263



TCS Contract # 0264



TCS Contract # 0265



TCS Contract # 0266



TCS Contract # 0267



TCS Contract # 0268



TCS Contract # 0269



TCS Contract # 0270



Washington State Military Department 

Next Generation 9-1-1 Emergency Services Internet Protocol Network  

Statement of Work | June 24, 2016 

 Page 163 

CONFIDENTIAL 

Exhibit 144 shows an example of this redundancy, in this case for the ECRF/LVF architecture.  

All call-processing components are likewise redundant. 

Exhibit 144.  ECRF and LVF Architecture 

In summary, TCS implements local redundancy with separate entrance facilities, redundant local 

area network (LAN) links between functional elements, and redundant hardware and software 

components.  TCS implements geographic redundancy by deploying geographically diverse data 

centers and by employing carrier diversity, where available, between the MPLS network that 

provides call and data delivery to PSAPs and the MPLS network that provides the network and 

system monitoring. 

[12a]
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7.2.13.3. Independent Third-Party Security, Availability, and Confidentiality Audits – 

[RFP 6.2.13.3] 

MIL requires that all BIDDERs acknowledge that agreement to conduct and facilitate independent third-party security, 
availability & confidentiality audits will be a condition of contract award. MIL expects that the initial audit will be a part 
of the Acceptance Test Plan (ATP) and then optionally conducted on a 3-5 year cycle. 

7.2.13.3.1. A mutually agreed upon third-party auditor will perform audits on a three-year 

cycle but understands MIL may incorporate additional mutually agreed to metrics 

to the audit checklist.  Third-Party Security Audit(s) Basis – [RFP 6.2.13.3.1] 

NENA “Next Generation 9-1-1 Security (NG-SEC) Audit Checklist (NENA 75-502) shall form the basis for the security 
audits identified in 6.2.11.2. MIL reserves the right to incorporate any additional metrics identified by the 3rd Party 
auditor. 

TCS complies with the requirement for security to be evaluated using the NG-SEC audit 

checklist, and understands Washington may incorporate additional metrics to the audit checklist. 
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7.2.15. Basic Call Processing Enhancements [RFP 6.2.15] 

This section identifies the basic call processing enhancements necessary to ensure that a 9-1-1 call is always 
delivered to a PSAP somewhere within the system should the primary, or even alternate, PSAP be unavailable. 
These requirements are not intended to dictate any “state-full” implementation of SIP, but the BIDDER may decide 
that this affords the degree of protection herein required. 

7.2.15.1. LNG(s) to ESRP – [RFP 6.2.15.1] 

Should any response other than a “200 OK” message be received from the ESRP, the LNG will re-attempt the call to 
the other ESRP(s) within the ESInet. If, after re-attempting the call, a “200 OK” or a “486 Busy Here” message is still 
not received for the call, an alarm shall be raised and maintenance personnel dispatched immediately to investigate 
the root cause. The LNG will then attempt to route the call to the PSTN Gateway (if provided in the BIDDERs 
solution) as follows: 

• (Preferred)Attempt to connect the call via a PSTN gateway by using the 10-digit PSTN number associated with the
Primary PSAP unless it is in the “Abandoned” state in which case the 10-digit PSTN number associated with the 
Backup shall be used. If the Backup is also in an “Abandoned” state the “Default” 10-digit PSTN number shall be 
used; or 

• Provide, or cause to be provided, an announcement back to the 9-1-1 caller which informs them of the 10-digit
PSTN number that can be used to reattempt the call (Primary, Backup or Default depending upon “Abandonment” 
state). 

This feature shall be settable on a per PSAP basis with a default setting of OFF. 

Regardless of the approach taken, an alarm shall be raised, indicating that a 9-1-1 call could not be terminated via 
the ESInet and maintenance personnel shall be immediately engaged to determine/confirm the reason. 

We offer a PSTN gateway as part of our solution.  Therefore, we are compliant with the 

preferred method of attempting to connect the call via the PSTN gateway.  Ultimately, if both the 

primary and backup PSAPs are unavailable, default routing will be used to connect the call.  

  A log of the default 

routing action will be generated and acted upon to resolve the issue. 

7.2.15.2. INTENTIONALLY OMITTED 

7.2.15.3. ESRP PSTN Gateway Routing – [RFP 6.2.15.3] 

In the event that an ESRP cannot deliver a call to a PSAP (Primary, Backup, Default) served by the ESInet, the 
ESRP shall; 

• (Preferred)Attempt to connect the call via a PSTN gateway by using the 10-digit PSTN number associated with the
Primary PSAP unless it is in the “Abandoned” state in which case the 10-digit PSTN number associated with the 
Backup shall be used. If the Backup is also in an “Abandoned” state the “Default” 10-digit PSTN number shall be 
used; or 

• Provide, or cause to be provided, an announcement back to the 9-1-1 caller which informs them of the 10-digit
PSTN number that can be used to reattempt the call (Primary, Backup or Default depending upon “Abandonment” 
state). 

This feature shall be settable on a per PSAP basis with a default setting of OFF. 

Regardless of the approach taken, an alarm shall be raised, indicating that a 9-1-1 call could not be terminated via 
the ESInet and maintenance personnel shall be immediately engaged to determine/confirm the reason.  

We offer a PSTN gateway as part of our solution.  Therefore, we are compliant with the 

preferred method of attempting to connect the call via the PSTN gateway.  Ultimately, if both the 

primary and backup PSAPs are unavailable, default routing will be used to connect the call.  

  A log of the default 

routing action will be generated and acted upon to resolve the issue. 

[12a]

[12a]

TCS Contract # 0342



TCS Contract # 0343



[12a]

TCS Contract # 0344



TCS Contract # 0345



TCS Contract # 0346



TCS Contract # 0347



Washington State Military Department 

Next Generation 9-1-1 Emergency Services Internet Protocol Network  

Statement of Work | June 24, 2016 

 CONFIDENTIAL Page 240 

as part of the service for requesting large datasets and analysis.  The analysts assist when there is 

a need for deeper analysis that requires an expert in statistics and analysis.   

7.2.22. Monitoring Dashboard – [RFP 6.2.22] 

Experienced BIDDERs will be aware that monitoring dashboards are a quick and effective way to review performance 
of a network at a glance and often incorporate them into their NOCs. In a similar vein, MIL highly desires this 
capability within our EOC and to allow access to same by the individual 911 Authorities as well. As such, the following 
requirements identify the minimum features that MIL desires, but BIDDERs are encouraged to provide a capability 
that goes beyond these requirements. 

7.2.22.1. Network Monitoring Dashboard – [RFP 6.2.22.1] 

BIDDER shall provide a web-based dashboard that displays the operational status of the facilities (e.g., MPLS hops, 
T1’s, etc.) and elements (i.e., LNG, BCF, ESRP, ECRF, LVF, GIS, NLIS, and Gateways) that comprise the ESInet 
within one-year of system turn-up (i.e., all PSAPs migrated). 

7.2.22.2. Graphical Display – [RFP 6.2.22.2] 

Status information shall be displayed in a graphical manner in which each element is depicted by icon that is unique 
to the element and shows the IP interconnections between each element. Individual routers/switches do not have to 
be depicted, but any failure and/or impairment of the IP interconnection due to a failure or performance impacting 
condition of a router/switch shall be reflected in the status of the interconnection displayed. Full monitoring system 
functionality must be avaisable with one year of system turn-up. 

7.2.22.3. Near-Real Time Display – [RFP 6.2.22.3] 

Status information should be updated every sixty (60) seconds. 

7.2.22.4. Operational States – [RFP 6.2.22.4] 

Facilities and elements shall display their operational status as indicated below. The use of colors is highly 
encouraged, but left to the BIDDER to determine the most effective methodology to inform the user. 

•  Fully Operational (green) 

•  Operationally Impaired e.g., congestion (orange) 

•  Failed (red) 

7.2.22.5. Display Drill-Down – [RFP 6.2.22.5] 

If a displayed element and/or facility is an aggregate object (e.g., an implementation in which the PRF is a sub-
component of the ESRP), it shall be possible to click (i.e., right or left computer mouse click) on the displayed object 
to expand the view to show all elements comprising the originally displayed object. 

7.2.22.6. Dashboard Access – [RFP 6.2.22.6] 

A user name and password shall be required to access and display the dashboard. Provision should be made for up 
to 75 named users and 55 simultaneous users. 

7.2.22.7. Browser – [RFP 6.2.22.7] 

While support for all popular web-browsers is desirable, Internet Explorer 10 is MIL’s preferred web-browser. 

 

7.3. Support for Multi-Node PSAPs [RFP 6.3] 
Multi-Node configurations consist of two primary, or “Host”, PSAPs interconnected to form a singular logical PSAP 
which is in turn interconnected to distant or remote PSAPs. 
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and guidance that would be expected of such a transition.  In order to best facilitate the change to 

the i3 ESInet, we will work with the providers (under a letter of authority from the state) to 

implement the changes needed to successfully bring the traffic onto and through the ESInet.  

The professionals who staff the TCS PMO have extensive training and experience with 

managing complex, multi-tiered projects.  They are fluent in managing ESInet, IP-based call 

handling, ALI DBMS, and GIS implementations.  The project managers speak the language of  

9-1-1 and can actively help navigate project complexities.  These professionals all come from the 

9-1-1 industry and/or have real-world experience with GIS/IP technologies.  Project management 

ensures that these solutions meet our customers’ needs, even beyond project implementation and 

cutover. 

This team provides all the guidance necessary for our customers to successfully transition to the 

TCS NG9-1-1 solution. 

Because of the critical nature of a 9-1-1 system, projects are implemented in a phased approach 

to isolate changes and minimize negative impact.  Each project requires a predictability model 

and a worst-case scenario model to ensure that project participants are ready to deal with any 

situation that may arise during the implementation process.  Once this model is designed, project 

risk is measured and plans are adjusted accordingly.  Our project managers closely monitor every 

project, seeking out early signs of risk and ensuring that action plans are working properly.  

Project managers also establish a project steering committee for every project. 

The assigned project manager will provide documentation related to the system that covers the 

following elements: 

 A communications plan, with contact information for all involved resources 

 A PROJECT PLAN, including detailed tasks, allocated resources, dependencies, and 

milestones 

 A product questionnaire to identify specific, desired systems settings and configurations 

 A system ATP 

 Standard technical and maintenance information 

 As-built diagrams and drawings of the system’s layout and design. 

The above-listed bullets are intended to aid stakeholders in the deployment of the system.  Any 

conditions contained in these documents will be in accordance with normal industry practices 

and will not impose onerous requirements on other network operators.  

The overarching plan involves a number of stages that are intended to bring about an orderly 

systems launch.   

Planning – The first stage is planning.  This includes a review of existing documentation as well 

as site surveys for each location.  We will work with Washington to perform and document 

system data collection activities, with special attention given to such unique site conditions as 

space constraints, wiring requirements, telco demarcs, etc. 
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7.4.1. Conversion of Legacy (CAMA) PSAPs – [RFP 6.4.1] 

As only some of the PSAPs are likely to be converted from CAMA to the i3 architecture by the time of implementation 
of a contract, BIDDER shall be required to provide installation oversight of the network interface as each remaining 
legacy PSAP converts to the i3 architecture. 

Installation and oversight activities shall include: 

•  Comprehensive Site Survey (ESInet interface hardware/software) 

•  Installation Design Specification 

•  Ensure compliance to deployment specifications 

•  Stage any required Installation Related Material 

•  Installation Project Management 

    o  Coordination with i3 CPE Project Manager 

    o  Coordination with and approval from MIL 

•  Produce progress reports to MIL and 911 Authorities 

•  Perform Customer Walk through and Acceptance 

    o  BIDDER, in conjunction with MIL,  will develop and provide Acceptance Test Plan (for connection to the ESInet) 

Provide “As-Built” documentation to MIL, the County 911 Authority and the PSAP; two (2) copies each. 

As previously described, we are well-versed in the deployment of ESInet solutions that have 

either legacy or IP-capable CPE at the PSAPs.  In particular to legacy PSAPs, our installation 

and cutover will include LPGs to interface with the ESInet and the CAMA trunks.   

Our detailed process includes all preparation work needed with the PSAP and CPE vendor, 

including site survey, network equipment installation and configuration, initial testing, cutover, 

and all communications.  We will follow our ATP in all instances, and our configuration and 

change management process will ensure that each cutover has the highest possible probability of 

success.  Issues that cannot be corrected during the cutover will result in a structured roll-back of 

the cut.  After the successful cutover, we will provide the necessary as-built documentation. 

7.4.2. Direct IP-Connected PSAPs – [RFP 6.4.2] 

Currently there are 18 PSAPs that connect their CPE directly (i.e., no CAMA conversion) to the ESInet via the RFAI 
protocol, see Attachment I, supported by the incumbent ESInet provider. It is estimated that as many as 30+ PSAPs 
will be operating in this mode by the time the i3-based ESInet is ready to go in-service. To facilitate interworking with 
these PSAPs MIL requires that: 

1)  The BIDDER will simultaneously support  both the RFAI interface AND the new i-3 based interface, OR; 

2)  Provide a detailed plan of how these PSAPs can be transitioned to the i3-based ESInet at time of cut-over 
WITHOUT ANY INTERUPPTION IN SERVICE. Experienced BIDDERs will understand that this plan need also 
address coordination with the PSAP and PSAP CPE vendor  in order to reverse any software upgrades/changes that 
were made to interface their CPE via the RFAI interface. 

We already support both the i3 and the RFAI interfaces in other large-scale deployments of our 

ESInet.  We are familiar with the coordination required to migrate RFAI-capable PSAPs onto the 

network, and we have written a module into our code to enable communication to RFAI CPE.   

Given our ESInet RFAI interface module, the conversion process for RFAI-capable CPE is no 

different than any other PSAP conversion. 
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