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TECHNOLOGY SERVICES CONTRACT 

This Technology Services Contract (the "Contract") is entered into as of the 24th day of 
June, 2016 (the "Effective Date"), by and between Washington State Military Department, an 
agency of the state of Washington, with a principal place of business at 20 Aviation Drive, Camp 
Murray, WA 98430-5020 ("MIL"), and TeleCommunication Systems, Inc., a Maryland corpora-
tion, with a principal place of business at 275 West Street, Annapolis, Maryland 21401 ("Vendor"). 

RECITALS 

WHEREAS, on January 12, 2016, MIL issued a request for proposal (the "RFP", as fur-
ther defined herein) to implement, deploy, provide and support and maintain an i3-based Emer-
gency Services Internet Protocol 9-1-1 network ("ESInet," as further defined herein). 

WHEREAS, on February 12, 2016, Vendor submitted a proposal to MIL, as supplemented 
and modified in subsequent discussions between MIL and Vendor ("ESInet RFP Response"), and 
in connection therewith represented to MIL that it had the technology, expertise, resources, prod-
ucts, services and skills required to meet the requirements of MIL.  

WHEREAS, Vendor acknowledges that during the negotiation period, including the im-
plementation planning workshops, it had sufficient time and opportunity to conduct comprehen-
sive due diligence on the ESInet, the NG 9-1-1 System and to obtain a full understanding of the 
MIL ESInet Requirements (all as defined herein). 

WHEREAS, in reliance on the representations made by Vendor in the ESInet RFP Re-
sponse and in subsequent discussions, presentations to MIL and the commitments and assurances 
made by Vendor herein, MIL selected Vendor over other bidders to provide the ESInet Services 
and other Services set forth herein. 

WHEREAS, MIL and Vendor want to specify the terms and conditions under which Ven-
dor and MIL will implement, deploy, provide and support and maintain the ESInet Services and 
provide other Services set forth and/or contemplated herein. 

NOW, THEREFORE, in consideration of the representations, warranties, promises and 
covenants contained herein, and other good and valuable consideration, the receipt, sufficiency 
and adequacy of which are hereby acknowledged, the parties agree to the foregoing and as follows: 

ARTICLE 1 
RELATIONSHIP MANAGEMENT

1.1 Relationship Management.  The parties commit to proactive sponsorship of the 
relationship created under the Contract, and to further the interests of the relationship, agree to the 
following: 

1.1.1 General.  Each party shall allocate appropriate, quality personnel to fulfill 
the objectives of the relationship including with respect to Vendor, supplying sufficient 
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and quality personnel to fulfill the implementation, testing, cutover, provision of and sup-
port and maintenance for the ESInet Services and other obligations and commitments as 
set forth herein. 

1.1.2 Executive Sponsors.  Each party shall designate a senior executive-level 
individual (for MIL, the "MIL Executive Sponsor," and for Vendor, the "Vendor Execu-
tive Sponsor," and each an "Executive Sponsor") who will have overall responsibility for 
the relationship between the parties with respect to the relationship.  The Vendor Executive 
Sponsor shall be the President of Safety and Security Technologies (or higher level corpo-
rate officer) of Vendor and have full authority to act on behalf of Vendor with respect to 
all matters related to the Contract.  If MIL determines that individual appointed by Vendor 
is not fulfilling the goals of the relationship, MIL shall communicate that determination to 
Vendor, and Vendor shall replace such individual with an individual that both parties agree 
is suitable to fulfill the Vendor Executive Sponsor role.  Vendor Executive Sponsor's sup-
port of the relationship, including participation in phone calls, meeting (on-site and off-
site), problem resolution and the like, and any expenses incurred in connection therewith, 
shall not be separately chargeable to MIL. 

1.1.3 Executive Briefings. The relationship with Vendor will involve a signifi-
cant investment and substantial commitment from MIL in the form of monies, personnel, 
time and effort.  During the pendency of the implementation project, the Executive Spon-
sors will meet monthly at a location designated by MIL.  Thereafter, the Executive Spon-
sors, the Vendor Service Manager and other appropriate representatives from each party 
shall meet at least quarterly, or more frequently at the request of MIL, at a location desig-
nated by MIL, to discuss the overall relationship of the parties, the status of the ESInet 
Services, any problems or difficulties relating to the ESInet Services, compliance with the 
Service Level Agreements, and other topics relating to the relationship created under the 
Contract.  

1.1.4 Vendor Services Manager.  Vendor shall designate an individual to MIL 
(the "Vendor Services Manager") to serve as Vendor’s regular point of contact to admin-

ister the Contract generally, oversee the delivery of ESInet Services to MIL, Vendor’s
compliance with the Service Level Agreements, and the overall performance of Vendor’s
obligations and responsibilities under the Contract.  The Vendor Services Manager, may, 
but is not required to be dedicated full-time to MIL, however, to the extent that the Vendor 
Service Manager is working for other Vendor customers, such Vendor Service Manager 
shall interrupt any work being done for other Vendor customer to address MIL’s needs or

issues with the ESInet Service.  Additionally, prior to any temporary absence or unavaila-
bility of the Vendor Services Manager (e.g., for vacation, sickness, training, etc.), Vendor 
shall designate a backup Vendor Services Manager to MIL in writing, and such backup 
Vendor Services Manager shall have the same (or better) experience, expertise, qualifica-
tions and certifications as possessed by the Vendor Services Manager.  The Vendor Ser-
vices Manager shall be designated as a Key Personnel.  The Vendor Services Manager shall 
be responsible for ensuring Vendor’s contractual compliance with the Contract, and for 
proactively communicating and coordinating with Vendor’s Executive Sponsor and other 
Vendor personnel, as needed, to ensure such Contract compliance.  In furtherance thereof, 
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the Vendor Services Manager shall, among other things:  (a) be fully knowledgeable about 
all the commitments made by Vendor in the Contract, especially where such commitments 
may differ from Vendor’s general business practices and policies; and (b) advise Vendor 
personnel and Vendor’s subcontractors on the commitments made by Vendor to ensure the 
Vendor personnel have a full and complete understanding of the level and scope of the 
commitments made under the Contract.  If MIL perceives that the Vendor Services Man-
ager is not effectively discharging his or her duties, at MIL’s request, Vendor shall replace 
such individual.  Vendor shall not separately charge MIL for any Services, meeting time, 
etc., provided by the Vendor Services Manager. 

1.1.5 Vendor Information Security Officer; Compliance with Security Policies 
and Procedures; Security Certifications. 

(a) Compliance with Security Policies and Procedures.  Vendor shall 
comply with: (i) security requirements and obligations required by applicable Law; 
(ii) MIL Security Policies and Procedures that MIL determines apply to the ESInet 
Services; (iii) the then-current Federal Communication Commission ("FCC") 
Communications Security, Reliability and Interoperability Council ("CSRIC"), or 
its successor’s, security standards, policies, guidelines and procedures that apply to 
the ESInet Services; (iv) the then-current National Emergency Number Association 
i3 ("NENA"), or its successor’s, security standards, policies, guidelines and proce-

dures; and (v) Vendor's security standards, policies, guidelines and procedures, in-
cluding as set forth in Vendor’s procedures manual, provided that the security 
standards, policies, guidelines and procedures set forth in subsections (i) through 
(iv) shall take precedence over any inconsistencies or conflicts with Vendor's secu-
rity standards, polices, guidelines and procedures (subsections (i) through (v) are 
collectively referred to as the "Security Policies and Procedures").  Acknowledg-
ing that the Security Policies and Procedures are constantly evolving to improve 
the security of systems, Vendor shall comply with any change in the Security Pol-
icies and Procedures with respect to subsections (i), (iii), (iv) and (v):  (vi) within 
the applicable timeframe required by the applicable issuing body to comply, and if 
the applicable issuing body does not provide a timeframe for compliance, within a 
reasonable time; and (vii) without charge or expense to MIL, other than as set forth 
immediately below.  If Vendor plans to comply with a change in the Security Poli-
cies and Procedures with respect to subsections (i), (iii), (iv) and/or (v) as stated 
herein, but MIL wants Vendor to comply with such change in a different manner 
or using different technology (and both methods would result in compliance with 
such changed Security Policies and Procedures) and MIL's requested manner of 
compliance would materially increase Vendor’s costs to provide ESInet Services,

the Vendor Executive Sponsor may raise the issue in the executive briefings and, if 
raised by the Vendor Executive Sponsor, MIL shall:  (viii) negotiate a change order 
to increase applicable fees (in an amount not to exceed Vendor's actual costs to 
comply) in good faith; or (ix) waive the requirement that Vendor comply with such 
changed Security Policies and Procedures in the manner specified by MIL. 
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If, following the Effective Date, there are new MIL Security Policies and 
Procedures that apply to the provision of ESInet Services, MIL will notify Vendor 
of such policies in writing and Vendor shall comply with such policies within a 
reasonable time.  If such new MIL Security Policies and Procedures materially in-
crease Vendor’s costs to provide ESInet Services, the Vendor Executive Sponsor

may raise the issue in the executive briefings and, if raised by the Vendor Executive 
Sponsor, MIL shall:  (x) negotiate an amendment to the Contract to increase appli-
cable fees (in an amount not to exceed Vendor's actual costs to comply) in good 
faith; or (xi) waive Vendor's obligation to comply with such new MIL Security 
Policies and Procedures. 

(b) Vendor Information Security Officer Responsibilities.  Vendor 
shall designate a corporate officer ("Information Security Officer") who shall, at 
no cost or expense to MIL: 

(i) Be responsible to ensure Vendor's initial and on-going com-
pliance with the Security Policies and Procedures;  

(ii) Every six (6) months (2x a year), and at any other time re-
quested by MIL, provide a written certification to MIL confirming Vendor's 
compliance with the Security Policies and Procedures; and 

(iii) Upon MIL's request, including following any certification 
related to Vendor's compliance with the Security Policies and Procedures, 
meet with MIL's security personnel to discuss Vendor's certification, the 
Security Policies and Procedures or other related matters. 

The Vendor Information Security Officer's participation shall not be chargeable to 
MIL.  The Vendor Information Security Officer shall be designated as a Key Per-
sonnel. 

(c) Security Certifications and Audits.  Vendor represents, warrants 
and covenants to MIL that:  (i) without limiting the security, reliability and confi-
dentiality terms in the Contract, Vendor shall ensure the security and reliability of 
the ESInet Services (including portions of ESInet Services provided by subcontrac-
tors) as set forth in the Statement of Work, including in Section 2.5 and shall 
promptly correct all deficiencies in the ESInet Services identified as a result such 
security, reliability and confidentiality measures; and (ii) if NENA, APCO or the 
FCC establishes a certification program for providers of ESInet Services, within six 
(6) months of the establishment of such program(s), Vendor and its subcontractors, 
as applicable, shall seek certification pursuant to and be certified by such program,
and Vendor and its subcontractors, as applicable, shall maintain such certifications 
on an on-going basis for the Term.  Vendor shall provide MIL (and for its subcon-
tractors, shall cause to be provided to MIL) with a full and complete copy of such 
certifications upon request, including any reports or reviews accompanying such 
certification.   
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Additionally, Vendor shall make available to MIL full and complete copies of any 
security or vulnerability audits, assessments, reports and reviews, whether con-
ducted internally by Vendor (or its subcontractors) or through a Third Party, within 
thirty (30) days of Vendor's receipt of such audits, assessments, reports and re-
views, and, to the extent there are deficiencies cited and/or recommendations made, 
the Vendor Information Security Officer, Vendor Executive Sponsor and other ap-
propriate personnel from Vendor shall meet with MIL to review the deficiencies 
and recommendations and develop a plan of action to address such items, which 
plan of action shall be subject to MIL's written approval.  The implementation of 
any measures to address deficiencies and/or recommendations shall not be charge-
able to MIL.  To the extent information in such audits, assessments, reports and/or 
reviews, if publically disclosed, could compromise the security of the ESInet Ser-
vices, the parties will work together to ensure that such information is protected 
from disclosure under applicable Law.  

1.1.6 Communication with County 911 Authority.  Except as set forth herein to 
the contrary, all communication between Vendor (or its subcontractor) and a County 911 
Authority related to the ESInet Services, acceptance testing Services, cutover Services, 
transition Service or other Services shall be coordinated through MIL.  Any on-site access 
to a PSAP location by Vendor (or its subcontractor) shall follow the process set forth in 
Section 3.2.4.  

1.2 Conflicts in Interpretation.  In resolving any inconsistencies relating to the Con-
tract, the following order of precedence shall be followed:   

(a) First and most senior, applicable Laws;

(b) Second, the terms contained in the main body of the Contract;  

(c) Third, the terms contained in Schedule 3.1.1;  

(d) Fourth, the terms contained in Schedule 2.3.1; 

(e) Fifth, the terms contained in any Schedule other than Schedule 3.1.1 or
Schedule 2.3.1, and any Exhibit to the Contract, provided that no order of precedence shall 
be given by and among such Schedules and Exhibits;  

(e) Sixth, the ESInet RFP Response; and  

(f) Seventh, the Vendor procedures manual.  

All Schedules and Exhibits to the Contract, including the following, and the ESInet RFP Response, 
are incorporated herein by reference and made a part of the Contract: 

Schedule 1.3  Definitions 
Schedule 2.1  High-Level Schematic of NG 9-1-1 Network 
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Schedule 2.3.1  Statement of Work 
Schedule 2.3.2  Project Plan 
Schedule 3.1.1  Service Level Agreements 
   Attachment A Form of Service Level Agreement Compliance Report 
Schedule 3.4  Deliverables, Ownership, Change Orders and Personnel 
Schedule 3.6  ESInet Services Reports 
Schedule 3.7 Optional Services 
Schedule 4.1.1  Fees 
Schedule 4.2.1  Form of Vendor Invoice 
Schedule 6.1.3  Termination for Convenience Amount 
Schedule 11.3.1 Insurance Coverages 
Schedule 11.4 Approved Subcontractors 

Exhibit 1 Subcontractor Confidentiality and Non-Disclosure Contract 
Exhibit 2 Third Party Confidentiality and Non-Disclosure Contract 

1.3 Definitions and Construction.  Capitalized terms used herein shall have the mean-
ings ascribed to them in Schedule 1.3, or in any other Schedule, Exhibit or Attachment.  The words 
"include", "including" and variations thereof, will not be deemed to be terms of limitation, but 
rather will be deemed to be followed by the words "without limitation."  Any reference herein to 
a particular Article or Section number (e.g., "Article 8" or "Section 8.6"), shall be deemed a ref-
erence to all Sections of the Contract that bear sub-numbers to the number of the referenced in the 
Article or Section (e.g., a reference to Article 8 includes Section 8.1 through 8.7, and a reference 
to Section 8.6 includes reference to Sections 8.6.1 through 8.6.3).  The terms "hereof," "hereun-
der," "herein" and words of similar import will refer to the Contract as a whole, including all 
Schedules, Exhibits and Attachments, and not to any particular provision of the Contract.  Defini-
tions in the Contract apply equally to the singular and plural forms of the defined terms.  All 
references to "days" without any designation of "calendar" or "business" will be deemed to be 
references to calendar days and not business days.  All references to "business days" shall mean 
Monday through Friday, excluding Holidays.  When calculating the time period before which, 
within which or following which any act is to be done or step taken, the date that is referenced in 
calculating such period will be excluded (for example, if an action is to be taken within two (2) 
days of a triggering event and such event occurs on a Tuesday then the action must be taken by 
Thursday).  If the last day of a business day period is a non-business day, the period in question 
will end on the next succeeding business day.   

ARTICLE 2 
IMPLEMENTATION; TESTING AND CUTOVER

2.1 Originating Networks, ESInet and PSAPs.  Schedule 2.1 sets forth a general, 
high-level schematic of the entire NG 9-1-1 system from the originating networks in which the 9-
1-1 call is made (the "Originating Networks"), to the ESInet Services, to the PSAPs receiving the 
9-1-1 call (collectively referred to as the "NG 9-1-1 System").  Vendor shall provide and is fully 
responsible for the ESInet Services and the interconnection between the ESInet Services and the 
Originating Networks and PSAPs and for monitoring those interconnections with the Originating 
Networks and PSAPs, all in accordance with the MIL ESInet Requirements.
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2.2 Project Director.  Vendor shall assign a full-time project director (the "Vendor 
Project Director") to oversee the implementation and completion of the Statement of Work, Pro-
ject Plan, Acceptance Test Plan and Cutover Plan.  The Vendor Project Director shall be dedicated 
to MIL during the pendency of the implementation project and for a period of one (1) month fol-
lowing the last PSAP Go-Live Date to ensure the ESInet Services are stable, are in full compliance 
with the MIL ESInet Requirements and meet all Service Level Agreements.  The Vendor Project 
Director shall be certified and maintain certification under the PMI Project Management Profes-
sional (PMP) program and be designated as a Key Personnel.   

2.3 Implementation; Testing and Certification.  Vendor shall implement and test the 
ESInet Services as set forth in this Section. 

2.3.1 Statement of Work; Acceptance Test Plan and Cutover Plan.  Vendor shall 
implement and test the ESInet Services, Location Services and any other Services provided 
by Vendor as set forth in the statement of work attached as Schedule 2.3.1 ("Statement of 
Work") which shall include an acceptance test plan ("Acceptance Test Plan") and cutover 
plan ("Cutover Plan").   

2.3.2 Project Plan.  The project plan ("Project Plan") attached as Schedule 2.3.2
shall include all tasks and activities to be performed by Vendor (including its subcontrac-
tors), MIL, the Originating Networks and PSAPs including applicable commencement and 
completion dates, Critical Milestones, Deliverables, other milestones, activities, tasks and 
subtasks (along with their dependencies) and progress meetings necessary to implement, 
test and cutover to the ESInet Services, Location Services and other Services provided by 
Vendor.  Vendor represents and warrants to MIL that the Project Plan sets forth the tasks, 
timelines, responsibilities, dependencies, Critical Milestones, Deliverables, and other in-
formation that are necessary or advisable to fully implement, test and cutover to all fea-
tures, functions and components comprising the ESInet Services and Location Services. 

2.3.3 Test Results and Remediation.  Promptly following the completion of any 
testing activity set forth in the Acceptance Test Plan (but no more than five (5) days fol-
lowing the completion of such testing), Vendor shall provide the complete test results for 
such testing activity (i.e., not edited test results or partial test results) to MIL.  To the extent 
such testing and/or test results indicate that there are Issues, Vendor shall prepare and de-
liver to MIL a detailed plan that is acceptable to MIL for correcting all such Issues.  Vendor 
shall correct all such Issues as set forth in such plan and shall re-test to ensure that such 
Issues have been corrected.  Vendor shall provide MIL with the test results of such re-test 
and the process herein shall repeat until there are no Issues, the test results demonstrate full 
compliance with the MIL ESInet Requirements and Service Level Agreements, and the test 
results are satisfactory to MIL. 

2.3.4 Certification of Testing.  Upon completion of all testing Services in accord-
ance with the Acceptance Test Plan, the Vendor Executive Sponsor shall certify to MIL in 
writing that:  (a) the complete and final test results for the ESInet Services have been pro-
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vided to MIL; (b) the test results demonstrate full compliance with the MIL ESInet Re-
quirements and Service Level Agreements; and (c) Vendor and the ESInet Services are 
compliant with the Security Policies and Procedures, as applicable.  If, upon certification 
by Vendor, MIL does not agree that the certification is accurate, the matter shall be referred 
to the Executive Sponsors for resolution.  If the certification is acceptable to MIL, MIL 
shall accept the certification in writing and the ESInet Services shall be "Ready for Cut-
over." 

2.3.5 Statement of Work and Project Plan Assumption.  The Statement of Work 
and Project Plan attached to the Contract as of the Effective Date assume that the incumbent 
provider of ESInet services for the State will permit its NGAPs to be used by Vendor as 
part of the ESInet Services provided by Vendor.  If the incumbent provider does not allow 
its NGAPs to be used as part of the ESInet Services provided by Vendor, Vendor shall 
immediately notify MIL in writing and the parties will negotiate in good faith to amend the 
Statement of Work, Project Plan and other applicable parts of the Contract as necessary; 
provided, however, that the fees and charges under the Contract shall not be increased as a 
result.  

2.4 Cutover Plan and Services. 

2.4.1 Cutover Plan.  When the ESInet Services have achieved Ready for Cutover 
status, the ESInet Services shall be cutover in a live environment at each PSAP in accord-
ance with the Cutover Plan attached to the Statement of Work.  Vendor represents and 
warrants to MIL that the Cutover Plan sets forth the tasks, timelines, responsibilities, de-
pendencies, Critical Milestones, Deliverables, and other information that are necessary or 
advisable to cutover the ESInet Services in a live environment.    

2.4.2 Certification of PSAP Cutover Readiness.  As a condition to any cutover 
of a PSAP ("PSAP Cutover"), the Vendor Executive Sponsor shall certify to MIL in writ-
ing that:  (a) all interfaces and other items connecting the ESInet Services to such PSAP 
have been tested and operate without Issue; (b) the ESInet Services are ready to be cutover 
at the applicable PSAP; (c) the ESInet Services meet the requirements set forth in Section 
2.3.3; and (d) all pre-cutover activities required in the Cutover Plan for the PSAP and Ven-
dor have been completed successfully.  If, upon certification by Vendor, MIL does not 
agree that the certification is accurate, the matter shall be referred to the Executive Spon-
sors for resolution.  If the certification is acceptable to MIL, MIL shall accept the certifi-
cation in writing and the ESInet Services shall be "Ready for Go-Live". 

2.4.3 Cutover.  On a date authorized in writing by MIL, Vendor shall perform the 
cutover of the ESInet Services for such PSAP (for each PSAP, "PSAP Go-Live", and the 
date of such PSAP Go-Live, the "PSAP Go-Live Date").   

2.5 Progress Meetings and Reports.  Commencing on the Effective Date and continu-
ing through the PSAP Cutover for all PSAPs, appropriate representatives of the parties shall meet 
weekly to discuss the status of the ESInet Services implementation, testing and cutover Services, 
including progress on the Statement of Work, Project Plan, Acceptance Test Plan and Cutover 
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Plan (including, as applicable, related to the PSAPs and the Originating Networks).  Vendor shall 
keep minutes of such meetings in a form reasonably satisfactory to MIL and shall issue copies of 
the minutes to all meeting attendees as soon as reasonably possible, but in no event later than two 
(2) days following each meeting.  At least one (1) business day before each meeting, Vendor shall 
create and distribute to all meeting participants a meeting agenda, and present to MIL a detailed 
progress report ("Progress Report") related to the implementation, testing and cutover Services, 
as applicable.  The Progress Report shall be signed by the Vendor Project Director and include: 

(a) Progress on the Statement of Work, Project Plan, Acceptance Test Plan 
and/or Cutover Plan since the last Progress Report;  

(b) A summary, in such detail as MIL reasonably requests, of the accomplish-
ments and difficulties encountered, and suggestions and proposed actions for dealing with 
and resolving, any identified difficulties and the anticipated results;  

(c) A comprehensive and consolidated log of all outstanding Issues and Risks 
identified by MIL and/or Vendor that remain to be resolved;  

(d) A comprehensive list of all tasks/activities accomplished and Deliverables 
completed since the last Progress Report; and 

(e) Any other items as set forth in the Statement of Work, Project Plan, Ac-
ceptance Test Plan and/or Cutover Plan and any other items as MIL may reasonably request 
of Vendor. 

Vendor shall include in the Progress Reports any delays by, or Issues or Risks related to, MIL, 
Vendor, Originating Networks, County 911 Authorities, PSAPs and other Third Parties.  Vendor 
shall include in the next Progress Report any delays, Issues or Risks reported by MIL.  MIL shall 
have the right to assume that Vendor is not aware of any Issues or Risks or delays unless Vendor 
specifically identifies them in the Progress Report.

No Issue or Risk shall be deleted or removed from a Progress Report, until such Issue or Risk has 
been resolved to MIL’s reasonable satisfaction and MIL agrees to remove the Issue or Risk from 
the Progress Report. 

2.6 Critical Milestones.   

2.6.1 General.  A Critical Milestone will be achieved successfully when MIL verifies in 
writing that the activities, events and/or Deliverables that comprise such Critical Milestone have met 
all applicable acceptance criteria.  If a failure to meet a Critical Milestone on or before the applicable 
date is caused by Vendor or a Vendor subcontractor, then:  (a) at MIL's option, Vendor shall provide 
to MIL, at no additional cost, additional Vendor personnel required or necessary to complete the Crit-
ical Milestone as soon as practicable; and (b) MIL shall be entitled to receive credits of $10,000/day 
for each day that Vendor fails to timely achieve each Critical Milestone ("Delay Credits") up to an 
aggregate maximum of $500,000 for all Delay Credits in total, as liquidated damages and not as a 
penalty.  MIL's acceptance of additional personnel or Delay Credits as provided in this Section shall 
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not be construed or implied to limit or constitute a waiver of any of MIL's rights as provided in Article 
6.  Vendor shall not be obligated to provide additional personnel at no additional cost or to provide 
Delay Credits to MIL to the extent Vendor’s failure to achieve any Critical Milestone is caused by 
MIL, or a delay by an Originating Network, PSAP or other Third Party (other than a Vendor subcon-
tractor), but only in the event such delay was timely disclosed to MIL in a Progress Report, or in 
writing if subsequent to the delivery of the last Progress Report, or a Force Majeure Event that was 
not capable of being mitigated.  If a failure to achieve any Critical Milestone is caused by MIL, or a 
delay by an Originating Network, PSAP or other Third Party (other than a Vendor subcontractor) or 
a or a Force Majeure Event that was not capable of being mitigated, and Vendor fails to timely dis-
close such item on a Progress Report, or in writing if subsequent to the delivery of the last Progress 
Report, such failure shall constitute a Vendor-caused failure to meet a Critical Milestone.   

2.6.2 Critical Milestones.  The following are Critical Milestones: 

Critical Milestone #1 – PSAP Go-Live has occurred for a total of seventeen (17) or more 
mutually-agreed PSAPs on or before 11/1/2017. 

Critical Milestone #2 – PSAP Go-Live has occurred for a total of thirty-four (34) or more 
mutually-agreed PSAPs on or before 2/1/2018. 

Critical Milestone #3 – PSAP Go-Live has occurred for a total of fifty-one (51) or more 
mutually-agreed PSAPs on or before 4/1/2018. 

Critical Milestone #4 – PSAP Go-Live has occurred for all PSAPs on or before 7/1/2018. 

If a Critical Milestone due date is reset following the written agreement of the parties, such 
reset due date shall not operate or be construed to automatically waive any Delay Credits unless MIL 
specifically agrees in writing in connection with such reset due date that MIL waives the applicable 
Delay Credits.   

2.6.3 Earn-Back Rights.  Vendor shall earn back the Delay Credits associated with failing 
to meet Critical Milestones #1, 2 and/or 3 if Critical Milestone #4 is met on its applicable due date.  
Vendor shall not have the right to earn back the Delay Credits associated with failing to meet Critical 
Milestone #4. 

2.6.4 Offset.  To the extent that a court of competent jurisdiction renders a judgment against Vendor 
for a failure to meet a Critical Milestone, MIL agrees to offset any Delay Credits provided by Vendor 
for a failure to meet the same Critical Milestone from any damages awarded to MIL by such court. 

2.7 Comprehensiveness of Statement of Work, Project Plan, Acceptance Test Plan 
and Cutover Plan and Sufficiency of Due Diligence.  Vendor represents and warrants to MIL 
that:  (a) Vendor identified in the Statement of Work, Project Plan, Acceptance Test Plan and 
Cutover Plan all the equipment, software, services and other items required to: (i) test, implement, 
cutover to and provide the ESInet Services; and (ii) achieve the MIL ESInet Requirements, and 
the Service Level Agreements; (b) all such equipment, software, services and other items are in-
cluded in the Statement of Work, Project Plan, Acceptance Test Plan and Cutover Plan; and (c) 
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there are no other products, services and/or equipment that are required to meet the MIL ESInet 
Requirements or Service Level Agreements.  Vendor further represents and warrants to MIL that 
the Acceptance Test Plan sets forth the information that is necessary or advisable to fully test all 
features, functions and components comprising the ESInet Services and Location Services.  Ven-
dor further represents and warrants to MIL that it has properly sized the amount of personnel and 
other resources required to complete its obligations under this Contract, including the ESInet Ser-
vices, Statement of Work, Project Plan, Acceptance Test Plan and Cutover Plan for the fees stated 
in Schedule 4.1.1; the ESInet Services to be provided by Vendor are the only services required to 
meet the MIL ESInet Requirements; and there are no other services (i.e., optional or needed addi-
tional services) that are omitted from the Contract but necessary to meet such requirements. 

ARTICLE 3 
ESINET SERVICES

3.1 ESInet Services. 

3.1.1 Delivery of ESInet Services.  Vendor shall provide ESInet Services to fa-
cilitate making 9-1-1 calls (including through wireline, wireless or VOIP) throughout the 
State including all calls routed to the WHITCOM 911 PSAP.  Vendor shall deliver and 
provide ESInet Services in accordance with the MIL ESInet Requirements and in accord-
ance with the Service Level Agreements set forth in Schedule 3.1.1.  If Vendor fails to 
perform or provide the ESInet Services in accordance with the Service Level Agreements, 
Vendor shall provide the Service Level Credits to MIL as set forth in Schedule 3.1.1.   

3.1.2 Location Services.  The ESInet Services shall include the geographic infor-
mation system and related Services described in the MIL ESInet Requirements (collec-
tively, the "Location Services").   

3.1.3 Conflicts in Content of Location Data.  To the extent that there is any con-
flict related to the content of Location Data of between and among the sources of such 
Location Data (e.g., Vendor believes that a data subject’s location is 123 Main Street and

the County 911 Authority believes that the data subject’s location is 456 Main Street),

Vendor shall notify MIL of the conflict in writing and MIL shall, in its sole discretion, 
resolve such conflict and confirm the Location Data that shall be used by Vendor and the 
County 911 Authority. 

3.2 Facilities. 

3.2.1 Identification Credentials.  Each party shall have the right to require the 
other party’s employees, agents, representatives and subcontractors to exhibit identifica-

tion credentials issued by such party in order to access the other party’s facilities.

3.2.2 Facility Rules.  All Vendor employees, agents, representatives and subcon-
tractors shall, while on MIL's and PSAP premises comply with all MIL Policies, County 
911 Authority and PSAP policies, as applicable, copies of which shall be made available 
to Vendor by MIL or the County 911 Authority/PSAP, as applicable, upon request.  Vendor 
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shall ensure that any of its personnel performing work on MIL's and PSAP's premises do 
so with MIL's and the County 911 Authority/PSAP's, as applicable, advance permission.  
Requests for permission of the PSAP will be coordinated with, and communicated to Ven-
dor by, MIL.  Vendor shall not stop, delay or interfere with MIL's or a PSAP's day-to-day 
operations without the prior written consent of an authorized MIL or County 911 Author-
ity/PSAP representative(s), as applicable.

3.2.3 Damage to Buildings, Grounds or Other Furnishings.  Vendor shall be 
responsible for any damage or injury to the buildings, grounds, physical property or other 
furnishings of MIL or a PSAP by Vendor’s (and its subcontractors') employees, represent-
atives and/or agents.  Vendor shall immediately report the occurrence of any such damages 
or injuries to MIL and the PSAP building/facilities manager.   

3.2.4 Process for Accessing PSAP Locations.  Vendor shall arrange all non-
emergency, on-site visits to PSAPs through MIL and the applicable County 911 Author-
ity/PSAP.  With respect to any Vendor (or subcontractor) personnel requiring on-site ac-
cess to a PSAP, Vendor shall submit such personnel names (and other requested infor-
mation) to MIL at least thirty (30) days in advance of such access.  MIL will provide the 
submitted personnel names (and other requested information) to the applicable PSAP.  The 
applicable PSAP (or a subcontractor) may conduct a background or other check on such 
personnel.  The PSAP will communicate to MIL whether such personnel are acceptable to 
access the PSAP location, if such personnel may access the PSAP location on the requested 
date and if there are any restrictions or conditions on such access permission.  MIL will 
notify the Vendor of the PSAP’s decisions.  All visits to PSAP locations shall be during 
the time designated by the applicable PSAP.  In the event of an emergency, Vendor may 
communicate directly with the PSAP regarding access to the PSAP location.  At all times, 
the Vendor shall comply with the requirements of MIL and the applicable PSAP with re-
spect on-site access to a PSAP.     

3.3 Covenant of Cooperation.  Vendor shall reasonably cooperate with MIL, County 
911 Authority/PSAPs and any Third Party designated by MIL, and Originating Network providers, 
and their agents and subcontractors, and shall disclose such information to MIL, County 911 Au-
thority/PSAPs and any Third Parties designated by them relating to the Services as may be rea-
sonably necessary to facilitate MIL's receipt of the Services.  Vendor shall be required to cooperate 
with any Third Party designated by MIL, which may include disclosing Vendor Confidential In-
formation, subject to the terms of Article 8. 

3.4 Deliverables; Ownership; Change Orders; Personnel.  Unless otherwise stated 
herein, the terms related to Deliverables, ownership of Deliverables, change orders and personnel 
as set forth in Schedule 3.4 shall apply to the provision of Deliverables and Services under this 
Contract.

3.5 Disclaimer of Tariffs.  Notwithstanding anything to the contrary set forth in this 
Contract or in any tariff filed, submitted or provided to MIL, the WUTC or any other Agency prior 
to or following the Effective Date in connection with or applicable to the Services provided by 
Vendor or an approved subcontractor, neither MIL nor the State are bound by any such tariff, or 
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any term, condition, restriction or limitation in such tariff, and Vendor disclaims the right to assert 
otherwise. 

3.6 ESInet Reports.  As part of the ESInet Services, Vendor shall provide MIL with 
the reports, including the types of information and frequency, as set forth in Schedule 3.6.  If, 
following the Effective Date, MIL wants Vendor to provide additional reports, the change order 
procedures set forth in Schedule 3.4 shall be used.   

3.7 Optional Services.  MIL has the option to expand the ESInet Services or other Ser-
vices provided by Vendor to include the Services set forth on Schedule 3.7 for the applicable fees 
set forth on Schedule 3.7.  As part of exercising the option(s) below, Vendor will develop (for 
MIL's review and acceptance) a Statement of Work (including an Acceptance Test Plan and Cut-
over Plan, as applicable) and Project Plan to implement such Services, all of which shall contain 
the level of detail, form and format similar to those documents attached to the Contract as of the 
Effective Date.   

3.8 No Exclusivity.  The Contract is nonexclusive and does not grant Vendor an exclu-
sive right to provide MIL with any services, deliverables or products.  Similarly, Vendor may 
provide the same or similar services, deliverables or products to other customers, provided, that 
Vendor does not breach any of its representations, warranties or covenants in the Contract, includ-
ing related to Confidential Information, in providing services, deliverables or products to other 
customers.   

ARTICLE 4 
SERVICES FEES AND PAYMENT TERMS

4.1 Services Fees.   

4.1.1 General.  Fees and charges for the ESInet Services and other Services are 
set forth in Schedule 4.1.1.  Unless expressly set forth in Schedule 4.1.1 or otherwise 
agreed in writing, there are no other charges, fees, expenses or other amounts payable to 
Vendor for the any Services or otherwise related to this Contract, including any document 
retention, collection or production.   

4.1.2 Renewal Terms.  In consideration of any exercise of a Renewal Term by 
MIL, the fees during any Renewal Term shall be the fees set forth in Schedule 4.1.1 less 
five percent (5%).  To the extent that:  (a) MIL purchases new Services from Vendor during 
a Renewal Term, the fees for such new Services shall be mutually agreed in writing; and 
(b) MIL reduces the Services purchased from Vendor during a Renewal Term, the fees will 
be reduced by the amount mutually agreed in writing.  

4.1.3 No Payment for Location Data.  Vendor will not charge MIL, the State, 
any county, other governmental, inter-governmental or quasi-governmental entity in the 
State for access to, the use of, or copies of, the Location Data.   

4.2 Payment of Invoices. 
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4.2.1 General.  Vendor shall issue all invoices based on the fees set forth in 
Schedule 4.1.1, and all such invoices shall be directed to MIL or its designee for payment.  
The initial form of invoice to be used by Vendor and submitted to MIL is set forth in 
Schedule 4.2.1.  In order for MIL to process invoices from Vendor for payment, each in-
voice from Vendor must include the items listed below, as applicable to the services being 
invoiced.  Failure to provide each of the items below, as applicable, on the invoice shall be 
grounds for rejecting the invoice and requiring Vendor to resubmit with such information.  
Receipt of the invoice by MIL shall be deemed to occur only when all of the applicable 
information below is set forth on the invoice.  Vendor invoices shall include the following 
items, as applicable:  The SECO Technology Contract number; Vendor's name, address, 
phone number and Federal Tax Identification Number; a reasonably detailed description 
of the Services performed; Vendor's charges for the Services; and applicable taxes.  By 
submitting an invoice, Vendor certifies that the amount billed is accurate with respect to 
the fees and charges set forth therein and that such fees, charges and expenses are allowed 
pursuant to the Contract.  All invoices shall be issued in U.S. Dollars, and payment shall 
be made by MIL in U.S. Dollars.   

4.2.2 MIL Billing Practices and Payment Structures.  Vendor shall comply with 
MIL's standard billing practices, including providing supporting documentation as may be 
reasonably required to substantiate invoice amounts and the other requirements of this Sec-
tion, including detailing the fees and charges for each PSAP.  MIL shall not be required to 
make any payments to Vendor in advance for any Services.  Modifications to payment 
terms shall require an amendment to the Contract or a duly authorized change order, as 
determined by MIL. 

4.2.3 Timeliness and Accuracy of Invoices.  Vendor acknowledges that timeli-
ness and accuracy of invoicing is a critical MIL business requirement, as Vendor’s failure

to do so may adversely impact MIL's ability to encumber funds within the proper fiscal 
year.  Accordingly, and without limiting the generality of the terms set forth in Sections 
4.2.1 or 4.2.2, Vendor shall issue each invoice hereunder promptly, but not more than sixty 
(60) days after the date on which Vendor was authorized by the terms of the Contract to 
issue such invoice to MIL (for each such invoice, the "Invoicing Deadline") and such in-
voice shall be accurate and correct.  MIL shall notify Vendor of any inaccurate invoice, 
and Vendor shall re-submit an accurate invoice.  MIL is not obligated to pay or partially 
pay any inaccurate invoices.   

4.2.4 Payment and Disputes.  Within sixty (60) days following its receipt of the 
applicable invoice, MIL shall pay the invoice, provided that: (a) it was accurately and 
timely issued as provided in Sections 4.2.1 through 4.2.3; and (b) such invoice is not dis-
puted by MIL in accordance with the further terms of this Section.  Vendor shall accept 
electronic funds transfers as the form of payment.  If an invoiced amount is disputed in 
good faith by MIL, then MIL promptly shall notify Vendor of the dispute and, until reso-
lution of the dispute by the Executive Sponsors, or failing resolution by the Executive 
Sponsors, then resolution pursuant to Article 10, MIL shall have the right to withhold and 
suspend disputed payments.  All of Vendor's obligations under the Contract, including the 
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provision of uninterrupted ESInet Services, shall continue unabated during the duration of 
the dispute resolution.  If MIL claims that it has been inappropriately billed but it has al-
ready paid the disputed amount, the parties shall work to resolve the matter within ninety 
(90) days from the date of MIL's written notice of such overpayment, and each party shall 
provide the other with all relevant documentation in an effort to resolve the matter as 
quickly as possible.  If Vendor determines that MIL was billed improperly, it promptly 
shall issue to MIL a credit memo so that MIL can deduct the overpayment on the next 
invoice billed.   

4.3 Travel and Out-of-Pocket Expenses.  The fees chargeable to MIL include all travel 
and out-of-pocket expenses, and therefore MIL will not reimburse Vendor for any staffing accom-
modation, living, travel, out-of-pocket or other expenses related to this Contract or the Services.   

4.4 Set-Off Rights.  Vendor shall comply with MIL's billing practices relating to the 
issuance of credit notes and/or memoranda relating to amounts due to MIL under the Contract, 
including any Delay Credits, Service Level Credits or unresolved disputed amounts as described 
in Section 4.2.4.  If Vendor fails to issue to MIL a credit note or memorandum on its next invoice 
to MIL for any undisputed Delay Credits or Service Level Credits, then MIL shall have the right 
to set off such amounts against any amounts then due or that become due to Vendor under the 
Contract.  If MIL cannot effectuate a complete set-off of such undisputed amounts due to insuffi-
cient amounts owed by MIL to Vendor, Vendor promptly shall refund unrealized set off amounts 
to MIL no later than sixty (60) days following its receipt of written notice from MIL requiring it 
to do so.  

4.5 Taxes.  MIL shall pay all sales and use taxes required under applicable Law. Ven-
dor must pay all other taxes, including the Washington Business and Occupation Tax, other taxes 
based on Vendor's income or gross receipts, and personal property taxes levied or assessed on 
Vendor's personal property.  Vendor shall include on each invoice a separate line item specifying 
the tax for the Service.  Vendor shall work with MIL to ensure that MIL is properly determining 
the amount of taxes under applicable Law associated with the Services.  MIL shall not be charged 
for any taxes levied or assessed on the income of Vendor’s employees such as IRS compensatory

taxes.  Vendor shall complete registration with the Washington State Department of Revenue and 
be responsible for payment of all taxes due on payments made under the Contract.  All payments 
accrued on account of payroll taxes, unemployment contributions, any other taxes, insurance, com-
pensatory or other expenses for Vendor or Vendor's personnel shall be Vendor's sole responsibil-
ity.  MIL reserves the right to require evidence of payment of such taxes. 

ARTICLE 5 
REPRESENTATIONS, WARRANTIES AND COVENANTS 

5.1 Functionality and Performance Warranties.

5.1.1 ESInet Services Functionality.  Vendor represents and warrants to MIL 
that the ESInet Services shall operate in accordance with the MIL ESInet Requirements. 
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5.1.2 ESInet Services Performance.  Vendor represents and warrants to MIL that 
the ESInet Services shall meet or exceed the Service Level Agreements set forth in the 
Schedule 3.1.1.

5.1.3 ESInet Design Limitations.  Vendor represents and warrants to MIL that 
there are no design limitations relating to the ESInet Services, including number of PSAPs, 
number of 9-1-1 calls, modality of 9-1-1 calls (e.g., wireless, wireline, VOIP, etc.) that 
would or may limit the use of the ESInet Services or its connections to or interoperability 
with the Originating Networks or PSAPs. 

5.1.4 Disabling Codes.  Vendor represents and warrants that the ESInet Services, 
other Services and any Deliverable provided by Vendor do not contain, and MIL shall not 
receive from any Vendor transmission (including any Vendor web-site or bulletin board), 
any virus, worm, trap door, back door, timer, clock, counter or other limiting routine, in-
struction or design that would erase data or programming or otherwise cause the ESInet 
Services, the NG 9-1-1 System or any component thereof to become inoperable or incapa-
ble of being used in the full manner for which it was designed and created (a "Disabling 
Code").  If Vendor introduces a Disabling Code, at its sole cost and expense, Vendor shall, 
as applicable:  (a) take all steps necessary to test for the presence of Disabling Codes; (b) 
correct the ESInet Service, Deliverable or other Service so that it is provided without the 
presence of Disabling Codes; and (c) restore any and all data and programming lost by 
MIL as a result of such Disabling Code. 

5.2 Services Warranty.  Vendor represents and warrants to MIL that it shall perform 
all Services in accordance with industry practices and standards generally applicable to such Ser-
vices; provided, however, that where the Contract specifies a particular standard or criteria for 
performance, this warranty does not diminish that standard or criteria for performance. 

5.3 Third Party.  Vendor represents and warrants to MIL that it has tested or shall have 
tested at the time of installation all Third Party components of the ESInet Services and determined 
that such Third Party components meets the representations and warranties set forth in the Con-
tract. 

5.4 Intellectual Property Warranty.  Vendor represents and warrants to MIL that, as 
of the Effective Date, the ESInet Services and other Services, and MIL's use of the ESInet Services 
and other Services in accordance with the terms of the Contract do not infringe upon any patent, 
trademark, copyright, trade secret or other intellectual property or proprietary right of any Third 
Party.  Vendor further represents and warrants to MIL that, as of the Effective Date, there are no 
actual or threatened suits against Vendor by any Third Party based on an alleged violation of any 
right specified in the preceding sentence.  This representation and warranty shall survive the expi-
ration or termination of the Contract. 

5.5 Warranty of Authority.  Each party represents and warrants to the other that it has 
the right to enter into the Contract and, in the case of Vendor, as of the Effective Date, there are 
not any outstanding assignments, grants, licenses, encumbrances, obligations or agreements that 
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relate to the ESInet Services and other Services (whether written, oral or implied) that are incon-
sistent with the Contract and the rights granted or transferred herein.  This representation and war-
ranty shall survive the expiration or termination of the Contract. 

5.6 Warranty of Title.  Vendor represents and warrants to MIL that it has the full au-
thority to provide the ESInet Services and other Services to MIL.  This representation and warranty 
shall survive the expiration or termination of the Contract. 

5.7 Pending Litigation Warranty.  Vendor represents and warrants to MIL that, as of 
the Effective Date, there is no action, suit, claim, investigation or proceeding pending, or the basis 
for any action, suit, investigation or proceeding, and to the best of Vendor’s knowledge, there is

no action, suit, claim, investigation or proceeding, or the basis for any action, suit, investigation or 
proceeding, threatened against, by or affecting Vendor, its affiliates or the ESInet Services in any 
court, or by or before any federal, state, municipal or other governmental department, commission, 
board, bureau, agency or instrumentality, domestic or foreign, or before any arbitrator of any kind 
that, if adversely determined, might affect Vendor’s ability to enter into the Contract and perform 
all of its obligations herein. 

5.8 Offshoring. Vendor represents, warrants and covenants to MIL that Vendor shall 
not: (a) perform any of its obligations under the Contract from locations, or using employees, 
contractors and/or agents, situated outside the United States; or (b) directly or indirectly (including 
through the use of subcontractors) transmit any MIL Data or Location Data outside the United 
States; or (c) allow any MIL Data or Location Data to be accessed by Vendor employees, contrac-
tors and/or agents from locations outside the United States.   

5.9 Data Collection.  Vendor represents and warrants to MIL that it shall not collect, 
use, compile, aggregate, data mine, store, display and/or transmit MIL Data or Location Data (in-
cluding in a summary, extracted, redacted or de-identified form) other than as necessary to fulfill 
its obligations under the Contract.

5.10 Conflicts of Interest.  Vendor represents and warrants to MIL that neither Vendor, 
any of its affiliates or authorized subcontractors, nor any employee of either, has, shall have, or 
shall:

(a) Acquire, any contractual, financial, business or other interest, direct or in-
direct, that would conflict in any manner or degree with Vendor’s performance of its duties

and responsibilities to MIL under the Contract or otherwise create an appearance of impro-
priety with respect to the Contract. 

(b) Use the authority provided or to be provided under the Contract to improp-
erly obtain financial gain for Vendor, any of its affiliates, any of their employees, or any 
member of the immediate family of any such employee. 

(c) Use any MIL Data or Location Data acquired in connection with the Con-
tract to obtain financial gain for Vendor, any of its affiliates, any of their employees, or any 
member of the immediate family of any such employee. 
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(d) Accept anything of value based on an understanding that the actions of Ven-
dor, any such affiliates or any such employees on behalf of MIL would be influenced 
thereby; and neither Vendor nor any of its affiliates shall attempt to influence any MIL 
employee by the direct or indirect offer of anything of value. 

(e) Pay or agree to pay any person, other than bona fide employees working 
solely for Vendor or such affiliates or any of Vendor’s subcontractors, any fee, commis-

sion, percentage, brokerage fee, contingent fee, gift or any other consideration, that is con-
tingent upon or resulting from the award or execution of the Contract.  If Vendor fails to 
comply with this Section, MIL shall have the right to either cancel the Contract without 
liability to MIL or, in MIL's discretion, deduct from payments due to Vendor, or otherwise 
recover from Vendor, the full amount of such commission, percentage, brokerage fee, con-
tingent fee, gift or other consideration. 

5.11 Compliance with Federal and State Programs.  With respect to Vendor and Ven-
dor's employees providing Services to MIL:

(a) Vendor represents and warrants that neither Vendor nor any of its employ-
ees is currently ineligible to participate in federal or state procurement or non-procurement 
programs because of being excluded, debarred, suspended or otherwise declared ineligible 
to participate. 

(b) Vendor shall immediately disclose to MIL if it or any of its employees is 
debarred, suspended, excluded or otherwise declared ineligible to participate in federal or 
state procurement or non-procurement programs. 

(c) Vendor shall immediately disclose to MIL if Vendor or any of its employees 
is proposed for exclusion, debarment or suspension from participation in any federal or 
state procurement or non-procurement program. 

(d) MIL has the right to immediately terminate the Contract for cause and with-
out further liability to MIL if Vendor becomes ineligible to participate in federal or state 
procurement or non-procurement programs because of being excluded, debarred, sus-
pended or otherwise declared ineligible to participate. 

(e) If any of the occurrences described above, Vendor shall provide written no-
tice immediately to MIL in accordance with Section 11.1. 

5.12 Open System Warranty.  Vendor represents and warrants to MIL that the use of the 
ESInet Services (including in accordance with the Service Level Agreements) and connection of 
the ESInet Services to Originating Networks and PSAPs are not subject to using the equipment or 
hardware of Vendor (or subcontractors). 
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5.13 Material Misstatements or Omissions.  No representation or warranty by a party 
that is contained in the Contract or any Schedule, Exhibit or Attachment contains any untrue state-
ment of a material fact or omits to state a material fact necessary to make the statements and facts 
contained herein or therein not materially misleading. 

5.14 Disclaimer of Warranties.  THE WARRANTIES SET FORTH IN THE CON-
TRACT, SCHEDULE, EXHIBIT OR ATTACHMENT CONSTITUTE THE ONLY WAR-
RANTIES OF THE PARTIES AND ARE IN LIEU OF ALL OTHER WARRANTIES, EX-
PRESSED OR IMPLIED, INCLUDING THE IMPLIED WARRANTIES OF MER-
CHANTABILITY AND FITNESS FOR A PARTICULAR PURPOSE.

ARTICLE 6 
TERM AND TERMINATION

6.1 Term.   

6.1.1 Term of Contract.  The initial term of the Contract shall commence on 
the Effective Date and continue until the date five (5) years following the final PSAP Go-
Live Date ("Initial Term").  Following the Initial Term, MIL shall have the option to renew 
the Contract for periods of two (2) years (each, a "Renewal Term") for a total of five (5) 
separate Renewal Terms by providing written notice to Vendor (the Initial Term, all Re-
newal Terms and any Transition Period are collectively referred to as the "Term"). 

6.1.2 Termination – General.  The Contract shall remain in effect until: (a) the 
Term expires as set forth in Section 6.1.1; (b) the parties mutually agree in writing to ter-
minate the Contract; (c) MIL terminates the Contract pursuant to Section 5.11(d), 6.1.3, 
6.1.4, 7.5 or 11.15(c); (d) Vendor terminates the Contract pursuant to Section 6.1.4 or 7.4; 
or (e) a party elects to terminate the Contract following the occurrence for an Event of 
Default or under the circumstances described in Section 11.5.   

6.1.3 Termination for Convenience.  MIL shall have the right to terminate the 
Contract in whole or terminate the provision of ESInet Services to one (1) or more PSAPs, 
without cause and for its convenience and without further liability (except as provided in 
this Section) upon thirty (30) days prior written notice to Vendor.  Following any such 
termination, MIL will only be responsible for the applicable amount set forth in Schedule 
6.1.3, which represents Vendor's un-recouped (un-amortized) costs to provide the Services.  
Vendor acknowledges and agrees that MIL is prohibited by Law for paying for any Ser-
vices in advance or paying for any Service not rendered by Vendor and Vendor will not 
charge MIL any fees for Services in advance or not rendered, including Services terminated 
under this Section.  MIL agrees that Vendor is entering into multi-year contracts with Third 
Parties for circuits and that fees in Schedule 6.1.3 include Vendor costs to pay such Third 
Party circuit fees prior to the expiration of such multi-year contracts which do not constitute 
payments in advance or payments for Services not rendered.  Upon Vendor's receipt of 
written notice of termination pursuant to this Section, to the extent not previously delivered, 
Vendor shall deliver to MIL all Deliverables developed by Vendor and the Location Data.   
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6.1.4 Termination Due to Funding.   

(a) Insufficient Funding.  If MIL does not receive sufficient funding from 
the State or other sources after the Effective Date of the Contract, the parties will negotiate 
in good faith for a period of up to ninety (90) days (or longer by mutual agreement) to 
attempt to restructure the provision of ESInet Services within MIL’s available funding op-

tions.  If, at the end of such agreed ninety (90) day period, the parties have reached mutually 
acceptable terms, such terms will be memorialized in a written amendment to the Contract.  
If the parties have not reached mutually agreeable terms, MIL may terminate the Contract 
without further liability or penalty and Vendor may terminate the Contract without further 
liability or penalty (but subject to MIL's right to receive transition Services as set forth in 
Section 6.6). 

(b) No State Budget.  If, during the Term, the State has not passed a budget 
resulting in MIL's inability (or lack of authorization) to pay Vendor any fees or charges 
under the Contract:  (i) MIL shall have the right, upon written notice to Vendor and in 
MIL's sole discretion, to terminate the Contract in its entirety or suspend MIL's obligation 
to pay fees and expenses under the Contact, without liability or penalty for such termination 
or suspension (except as otherwise set forth in this subsection (b)); and (ii) Vendor shall 
have the right to terminate the Contract in its entirety upon written notice to MIL, subject 
to MIL's right to receive transition Services as set forth in Section 6.6.  If MIL suspends 
its obligation to pay Vendor any fees or charges under the Contract and Vendor does not 
terminate the Contract under subsection (ii), when the State passes a budget resulting in 
MIL's ability (or authorization) to pay Vendor fees and charges under the Contract, MIL 
shall pay Vendor for Services rendered during the period in which MIL suspended its ob-
ligation to pay Vendor plus interest as permitted by applicable Law for such suspended 
payments.  For clarity, for purposes of calculating interest permitted by applicable Law on 
any payments suspended pursuant to this Section, suspended payments shall be deemed to 
be overdue and not timely made from the date such payments originally would have been 
due (pursuant to Section 4.2.4) if MIL had not suspended its obligation to pay Vendor 
under subsection (i). 

6.1.5 Survival.  Any terms of the Contract that would, by their nature or through 
the express terms of the Contract, survive the expiration or termination of the Contract shall 
so survive, including the terms of Sections 3.2.3, 4.1.1, 4.2, 4.3, 4.4, 4.5, 6.1.2, 6.1.5, 6.3, 
6.4, 6.6, Articles 7 through 11 and Section 1.2 of Schedule 3.4.   

6.2 Events of Default.  The following events shall constitute "Events of Default," and 
the occurrence of any one (1) or more of such Events of Default shall constitute a material breach 
of the Contract that shall afford the non-breaching party the rights and remedies set forth in this 
Article: 

(a) The failure to achieve any Critical Milestone by the applicable Critical 
Milestone due date, which failure was caused by Vendor (or a Vendor subcontractor or 
other party under Vendor's control) shall constitute a Vendor Event of Default unless such 
failure: (i) was caused by MIL, a MIL Third Party, an Originating Network or PSAP delay 
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or a Force Majeure Event that was not capable of being mitigated; or (ii) is cured by Vendor 
within thirty (30) days after its receipt of written notice of such breach; 

(b) A Chronic Service Level Agreement Failure as described in Schedule 3.1.1;  

(c) A party’s material breach of any other representation, warranty, obligation

or covenant set forth in the Contract, which material breach shall constitute an Event of 
Default by the non-performing party, unless such material breach is:  (i) cured within the 
applicable time frames, if any, set forth in the Contract (including timeframes set forth in 
the Service Level Agreements); or (ii) if no time frame for curing such breach is specified, 
then cured promptly (but in no event longer than thirty (30) days following the non-per-
forming party’s receipt of written notice of such failure; provided, however, that if the 
breach reasonably cannot be cured within such thirty (30) day period, the non-performing 
party shall provide the other party with a written plan to cure such failure that is acceptable 
to such other party in its reasonable discretion within an additional ten (10) day period (i.e., 
forty (40) days from the original notice of material breach); 

(d) Vendor’s failure to maintain insurance coverage as specified in Section 
11.3, provided that such failure is not cured by Vendor within thirty (30) days following 
receipt of written notice of such failure, which failure shall constitute a Vendor Event of 
Default; 

(e) Vendor's failure to obtain MIL's consent prior to any assignment of the Con-
tract by Vendor as required under Section 11.11, which failure shall constitute a Vendor 
Event of Default;  

(f) A party's breach of its confidentiality obligations set forth in Section 8.2, 
which shall constitute an Event of Default by the breaching party; or 

(g) The institution of bankruptcy, receivership, insolvency, reorganization or 
other similar proceedings by or against Vendor under any law if such proceedings have not 
been dismissed or discharged within twenty (20) days after they are instituted; the insol-
vency or making of an assignment for the benefit of creditors or the admittance by Vendor 
of any involuntary debts as they mature; the institution of any reorganization arrangement 
or other readjustment of debt plan of Vendor; any corporate action taken by the Board of 
Directors of Vendor in furtherance of any of the above actions; or if Vendor makes an 
assignment of all or substantially all of its assets for the benefit of creditors, or Vendor’s

Board of Directors takes any corporate action by in furtherance of the above action, each 
of which shall constitute a Vendor Event of Default.  

6.3 Rights and Remedies of Vendor Upon Default of MIL.  Upon the occurrence of a 
MIL Event of Default, Vendor shall be entitled to all of the remedies described below in this Section.  
In addition, if one (1) or more events as described in Section 6.2 occur that would give rise to a MIL 
Event of Default but MIL has effected a cure within the applicable time frames set forth in Section 
6.2, if any, or thereafter, then Vendor nonetheless shall be entitled to recover damages from MIL, 
subject to the terms of Article 7. 
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(a) Subject to MIL's rights as set forth below, fully or partially terminate the Con-
tract; and/or 

(b) Recover damages from MIL. 

6.4 Rights and Remedies of MIL Upon Default of Vendor.  Upon the occurrence of a 
Vendor Event of Default, MIL shall be entitled to all of the remedies described below in this Section.  
In addition, if one (1) or more events as described in Section 6.2 occur that would give rise to a 
Vendor Event of Default but Vendor has effected a cure within the applicable time frames set forth 
in Section 6.2, if any, or thereafter, then MIL nonetheless shall be entitled to recover damages from 
Vendor, subject to the terms of Article 7.  

(a) Fully or partially terminate the Contract; and/or 

(b) Recover damages from Vendor; and/or 

(c) Obtain from Vendor transition Services in accordance with Section 6.6. 

6.5 No Interruption of Services.  Notwithstanding anything that may be contained in 
the Contract to the contrary, and regardless of whether or not the parties have availed themselves 
of the dispute resolution procedures described in Article 10, in no event shall Vendor suspend, 
terminate, interrupt or restrict provision or receipt of the ESInet Services (including any transition 
Services), disable any hardware or software used to provide ESInet Services, or perform, or omit 
to perform, any other action that has the effect of interfering in any way with the provision of 
ESInet Services or MIL's and/or the public’s ability to use the NG 9-1-1 System, unless:  (a) ex-
press judicial authority to do so is conferred by a court of competent jurisdiction; or (b) the Term 
has ended and a Transition Period satisfactory to MIL has been completed. 

6.6 Transition Services.  Upon an expiration or a complete or partial termination of the 
Contract for any reason, MIL shall have the right, at MIL's option, for up to eighteen (18) months 
(the "Transition Period"), to all or any combination of the following:   

(a)  Continue to receive from Vendor all ESInet Services; and 

(b)  If MIL will be transitioning to a successor provider, receive from Vendor 
all Services, information and data reasonably necessary to effectuate an orderly and seam-
less transition to such successor provider and to ensure that there is no interruption of 9-1-
1 service in the State or any other location where ESInet Services are being provided, in-
cluding: 

(i) Providing assistance to MIL in transferring ESInet Service-
related data files (including MIL Data and Location Data) 
to an industry-standard format designated by MIL; 
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(ii) Meeting with the successor provider, either in person or by 
telephone, as requested by MIL, including to discuss tran-
sitioning the ESInet Services, cutover planning, data trans-
fers, and the like;  

(iii) Providing all data formats, data definition file layouts and 
schematics, functional and technical specifications, includ-
ing requirements specification, platform specification, 
functions specification, interface control document, data 
dictionary, test plan, and user manuals and interface source 
codes for the ESInet Services as may be necessary in MIL’s

reasonable determination to transfer the ESInet services to 
the successor provider; 

(iv) Providing all knowledge transfer as needed for MIL and the 
replacement provider to have a working knowledge of the 
ESInet Services (including the Location Database) as may 
be necessary in MIL’s reasonable determination to transfer

the ESInet services to the successor provider; and 

(v) Providing to MIL such other materials and information as 
may be needed or required by MIL to effectuate the 
transition to a successor provider. 

The ESInet Services, other Services, information and data provided by Vendor during the Transi-
tion Period shall be provided at the applicable rates set forth in the Contract, provided, however, 
that if the Contract is completely or partially terminated due to the occurrence of a Vendor Event 
of Default, Vendor shall provide such transition Services under subsection 6.6(b) at no cost to MIL 
for a nine (9) consecutive month period of MIL's choosing during the Transition Period.  MIL shall 
provide Vendor advance written notice of the commencement of such nine (9) consecutive month 
period. 

6.7 Decommissioning.  Subject to the terms of this Contract, at such time as Vendor is 
permitted to cease providing the Services (including ESInet Services), including following any 
Transition Period, Vendor shall decommission the ESInet Services as set forth herein.     

(a)  Vendor shall not remove any equipment, hardware or software, or cease 
providing the ESInet Services, until MIL confirms in writing that successor ESInet services 
are cutover and fully operational.  Vendor acknowledges that cutovers of the PSAPs to the 
successor provider may be implemented in waves, phases and/or on a PSAP-by-PSAP ba-
sis, and that the terms of this Section apply on such wave, phased or individual PSAP basis.  
Fees and charges for the ESInet Services shall be reduced as the ESInet services for a PSAP 
is cutover to the successor provider in an amount equal to the fees and charges associated 
with such PSAP;  
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(b) Once MIL confirms in writing that the successor ESInet services are cutover 
at a PSAP, Vendor shall promptly (but not more than 10 days following such written no-
tice) remove and decommission all equipment at the applicable PSAP.   All MIL, County 
911 Authority/PSAP or other Washington State data residing on any such equipment shall 
be deleted and sanitized in accordance with NIST Special Publication 800-80 Revision 1, 
Guidelines for Media Sanitization, located at: http://nvlpubs.nist.gov/nistpubs/Special-
Publications/NIST.SP.800-88r1.pdf (or successor standard); and 

(c) Vendor shall provide a copy of the Location Services database and Location 
Data to MIL in the industry standard format requested by MIL.  Additionally, Vendor shall 
provide data schemas, data dictionary information and other information needed or neces-
sary for MIL and the successor provider to use and re-use such data.   

The Services, information and data provided by Vendor pursuant to this Section shall be 
provided at no cost to MIL. 

ARTICLE 7 
LIMITATION ON LIABILITY

7.1 Limitations Upon Types Of Recoverable Damages.  EXCEPT AS OTHERWISE 
PROVIDED IN SECTION 7.3, NO PARTY SHALL BE LIABLE FOR ANY CONSEQUEN-
TIAL, INCIDENTAL, INDIRECT, EXEMPLARY, SPECIAL OR PUNITIVE DAMAGES, 
REGARDLESS OF WHETHER THE CLAIM GIVING RISE TO SUCH DAMAGES IS 
BASED UPON BREACH OF WARRANTY, BREACH OF CONTRACT, NEGLIGENCE, 
TORT OR OTHER THEORY OF LIABILITY, AND EVEN IF A PARTY HAS BEEN AD-
VISED OF THE POSSIBILITY THEREOF.

7.2 Cap on Damages.  EXCEPT AS SET FORTH IN SECTION 7.3, AND RE-
GARDLESS OF WHETHER THE CLAIM GIVING RISE TO ANY DAMAGES IS BASED 
UPON BREACH OF WARRANTY, BREACH OF CONTRACT, NEGLIGENCE, TORT OR 
OTHER THEORY OF LIABILITY, EACH PARTY'S CUMULATIVE LIABILITY TO THE 
OTHER FOR ANY AND ALL CAUSES OF ACTION ARISING OUT OF OR RELATING 
TO THIS CONTRACT SHALL NOT EXCEED THE FOLLOWING (THE "CAP"): (A) FOR 
ANY EVENT OR SERIES OF EVENTS GIVING RISE TO LIABILITY THAT OCCURS 
PRIOR TO THE PSAP GO-LIVE DATE FOR THE FIRST PSAP GO-LIVE, FIVE MILLION 
DOLLARS ($5,000,000); AND (B) FOR ANY EVENT OR SERIES OF EVENTS GIVING 
RISE TO LIABILITY THAT OCCURS ON OR AFTER THE PSAP GO-LIVE DATE FOR 
THE FIRST PSAP GO-LIVE, FIFTEEN MILLION DOLLARS ($15,000,000).  FOR CLAR-
ITY, EXCEPT AS SET FORTH IN SECTION 7.3, AS TO EACH PARTY, THE CAP AP-
PLIES TO ALL LIABILITIES IN THE AGGREGATE AND ANY AMOUNTS A PARTY 
PAYS TO THE OTHER PARTY AS A RESULT OF ANY LIABILITY UNDER THE CON-
TRACT SHALL REDUCE THE REMAINING BALANCE AVAILABLE UNDER THE CAP 
APPLICABLE TO THE PARTY HAVING PAID SUCH AMOUNTS; PROVIDED, HOW-
EVER, THIS SENTENCE IS SUBJECT TO AND SHALL NOT LIMIT THE TERMS OF 
SECTION 7.6 BELOW.   
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7.3 Exclusions from Limitations on Liability.  The limitations on liability set forth 
in Sections 7.1 and 7.2 shall not apply:  (a) to claims arising as a result of bodily or personal injury, 
including death, to the extent caused by a party or its employees, agents and/or subcontractors; (b) 
to fines or penalties assessed by the FCC, WUTC or other federal, state or local governmental 
bodies against a party to the extent arising out of or related to the acts and omissions of the other 
party under this Contract; (c) to claims arising as a result of damage to real property or tangible 
personal property (including loss of MIL Data and Location Data) to the extent caused by a party 
or its employees, agents and/or subcontractors; (d) to a party's failure to comply with its obligations 
under Article 9; (e) to amounts payable by MIL to Vendor under the Contract; and (f) to any gross 
negligence or willful misconduct on the part of either party. 

7.4 RCW 38.52.550.  Notwithstanding anything to the contrary in the Contract, includ-
ing in Sections 3.5 and 9.1, the parties acknowledge and agree that:  (a) RCW 38.52.550 constitutes 
certain applicable Law as of the Effective Date; (b) MIL, the State and/or Vendor may use RCW 
38.52.550 to defend against any Third Party claim (and damages resulting therefrom) including 
related to a party's indemnification obligations in the Contract; and (c) RCW 38.52.550 does not 
preclude, limit or restrict any breach of contract claims (or damages resulting therefrom) with 
respect to the Contract as between MIL (including the State) and Vendor.  Except with regard to 
Section 7.4(c), no provision of this Contract shall be construed as affecting or negating the stand-
ards or limitations for liability set forth in any applicable Law limiting the liability of any party 
providing or assisting in providing any 911-related products or services.   

Furthermore, MIL:  (d) represents that neither MIL nor any of its officials have, prior to the Effec-
tive Date, in any way waived, for itself or any of its vendors or agents providing or assisting in 
providing any 911-related products or services, any limitation of liability that is available under 
applicable Law; and (e) warrants that that neither MIL nor any of its officials will in any way 
waive, for itself or any of its vendors or agents providing or assisting in providing any 911-related 
products or services, any limitation of liability that is available under applicable Law.  The parties 
acknowledge and agree that, under the Contract, MIL (and the State) is engaging Vendor to design, 
develop, install, maintain and provide a consolidated enhanced 911 emergency communications 
system and related services (including, as applicable, providing and/or maintaining certain data-
base information), that as between MIL, the State and the Vendor, the Vendor shall be responsible 
for such system and services, and that, subject to Section 7.4(c), the parties acknowledge that, to 
the fullest extent permitted by Law, the limitation of liability under RCW 38.52.550 (and any other 
applicable Law protecting providers of 911-related products or services) is intended to apply to 
Vendor (and its employees, agents, representatives or subcontractors that are providing 911-related 
products or services).  In the event that, at any time during the Term, RCW 38.52.550 (or any 
successor statute) is amended or otherwise changed in any manner that increases the potential 
liability of Vendor (or its employees, agents, representatives or subcontractors that are providing 
911-related products or services) as a provider of 911-related products or services, Vendor shall 
have the right to terminate the Contract without cause by delivering a written notice of termination 
to MIL; subject to MIL's right to receive transition Services as set forth in Section 6.6.  Any ter-
mination pursuant to this Section shall not constitute a termination under any other provision of 
the Contract. 
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To the extent that an Indemnified Party waives any limitation of liability that is available to such 
Indemnified Party under applicable Law which would have limited Vendor's liability for a Third 
Party claim for which Vendor is obligated to indemnify, defend and hold harmless such Indemni-
fied Party under Section 9.1, Vendor's obligation to indemnify, defend and hold harmless such 
Indemnified Party shall be similarly waived. 

7.5 Restoration of Liability Cap.  If, at any time during the Term: (a) (i) the total ag-
gregate, undisputed liability of Vendor to MIL under or in connection with the Contract exceeds 
sixty percent (60%) of the Cap; and (ii) Vendor does not agree in writing to increase the Cap by 
the amount required to restore the full value of the Cap within thirty (30) days following its receipt 
of a written request from MIL that it do so; or (b) the total aggregate, undisputed liability of Vendor 
to MIL under or in connection with the Contract equals or exceeds the Cap, then MIL shall have 
the right to terminate the Contract under this Section without cause by delivering a written notice 
of termination to Vendor.  Any termination pursuant to this Section shall not constitute a termina-
tion under any other provision of the Contract and MIL will not incur any liability, fee or expense 
to Vendor as a result of terminating the Contract pursuant to this Section (e.g., pursuant to Sched-
ule 6.1.3); provided, however, that MIL shall be liable for any fees for transition Services rendered 
by Vendor as set forth in Section 6.6. 

7.6 Costs of Cure.  If a party elects to cure any failure by it to comply with its obliga-
tions under the Contract, all costs and expenses associated with such cure shall be borne solely by 
the curing party and shall in no event count toward satisfaction of the Cap; provided, however, that 
if a non-breaching party sends a breaching party a written notice (pursuant to Section 11.1) of the 
breaching party's Event of Default, the breaching party may count its costs and expenses to cure 
such Event of Default toward satisfaction of the Cap if the breaching party provides the non-
breaching party with a full and complete description of the actions taken to cure the Event of 
Default and the associated costs and expenses for such actions, within thirty (30) days of the 
breaching party's cure of such Event of Default. 

7.7 No Limitation of Remedies.  The specific remedies set forth in the Contract, in-
cluding any Service Level Credits, Delay Credits, other credits, liquidated damages, or agreements 
to fix/correct various defects, issues, or provide additional personnel shall not constitute a limita-
tion of any rights and remedies that may be available to MIL and do not foreclose MIL, the State 
or any of its or their officials from pursuing other remedies; provided, however, that this Section 
shall not alter or amend the limitations of liability set forth in Sections 7.1 – 7.4.  Notwithstanding 
the forgoing, the parties acknowledge and agree that applicable Service Level Credits shall be 
MIL's exclusive remedy with respect to a Service Level Agreement Failure except:  (a) to the 
extent that a Service Level Agreement Failure(s) constitutes a Chronic Service Level Agreement 
Failure; and (b) Service Level Credits shall not limit Vendor's obligations under Section 9.1.     

ARTICLE 8 
DATA RIGHTS AND CONFIDENTIALITY

8.1 Ownership of Data.  Each party is and shall remain the owner of all right, title and 
interest in and to any data that it owned prior to the Effective Date, and subject to the following, 
in and to any data to which it may hereafter acquire ownership.  Except as otherwise provided in 
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the Contract, no party shall be obligated to convey any right, title and/or interest in any data to the 
other.  Each party, upon request of the other, promptly shall return to the other any data owned by 
the other that may have been disclosed hereunder (including MIL Data and Location Data).   

Without limiting the generality of the foregoing, MIL shall own all right, title and interest in and 
to MIL Data and Location Data.  The Location Services database, including any and all data and 
information that Vendor, its affiliates and/or subcontractors receive, generate, collect, store, main-
tain or process in connection with the performance of the Location Services, including any Data 
Protected by Law, ALI data and GIS data therein (collectively, "Location Data"), without limiting 
the ownership rights of the data subjects themselves, is and shall be owned exclusively by MIL.  
MIL shall own all right, title and interest in such aggregations, compilations, derivative works 
and/or other assemblage of MIL Data and Location Data (collectively, "Derivative Works") by 
Vendor, its affiliates and/or subcontractors.  Vendor shall not claim or assert any ownership rights 
in the Location Data, MIL Data or Derivative Works.  The parties agree that such ownership of 
MIL Data, Location Data and Derivative Works shall inure to the benefit of MIL from the date of 
the conception, creation or fixation of such data in a tangible medium of expression, as applicable, 
and that all newly created copyright aspects of such data shall be considered "works-made-for-
hire" within the meaning of the Copyright Act of 1976, as amended.  If and to the extent such data, 
or any part thereof, are not considered "works-made-for-hire" within the meaning of the Copyright 
Act of 1976, as amended, Vendor shall be deemed to have expressly assigned to MIL all exclusive 
right, title and interest in and to such data without further consideration, and Vendor agrees to 
promptly execute all such documents as may be requested by MIL to evidence and/or perfect 
MIL’s intellectual property rights therein. Upon MIL’s request, Vendor shall provide a copy of

the Location Services database and Location Data to MIL in the industry standard format requested 
by MIL.  If Vendor fails to provide a copy of the a copy of the Location Services database and all 
related Location Data to MIL in the industry standard format requested by MIL within fifteen (15) 
days of MIL’s request, then MIL shall be entitled to a credit equal to $5,000 per day until Vendor 
provides such complete database and data to MIL. 

8.2 Confidential Information.  Each party acknowledges that it may acquire or be ex-
posed to Confidential Information of the other party.  Having acknowledged the foregoing, the 
party that has received Confidential Information ("Receiving Party") agrees:  (a) to exercise the 
same degree of care and protection with respect to the Confidential Information of the party that 
has disclosed Confidential Information ("Disclosing Party") that it exercises with respect to its 
own Confidential Information, but in no event less than a reasonable degree of care; (b) not to use 
the Disclosing Party’s Confidential Information except as permitted or contemplated hereunder; 
and (c) not to directly or indirectly disclose, distribute, republish or allow any Third Party to have 
access to any Confidential Information of the Disclosing Party without such Third Party executing:  
(i) with respect to disclosure of Vendor Confidential Information, the Third Party Confidentiality 
and Non-Disclosure Contract set forth in Exhibit 2, provided that for Third Parties that have a 
signed confidentiality agreement with MIL as of the Effective Date with no less protective confi-
dentiality provisions as set forth in the Contract, such Third Parties shall not be required to execute 
the Third Party Confidentiality and Non-Disclosure Contract; and (ii) with respect to disclosure of 
MIL Data or Location Data, a confidentiality and non-disclosure agreement with no less protective 
confidentiality provisions than those set forth in the Contract.  Notwithstanding the above, but 
subject to the further requirements of the Contract, as applicable:  (d) MIL may disclose Vendor 
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Confidential Information to MIL's employees and authorized agents who have a need to know; (e) 
Vendor may disclose MIL Data and Location Data to its employees and authorized agents who 
have a need to know; and (f) a party may disclose Confidential Information if so required by Law 
(including court order or subpoena), provided that such disclosure is made in accordance with 
Section 8.5.  With respect to Confidential Information, such information shall not include infor-
mation that is:  (g) publicly available or later becomes available other than through a breach of the 
Contract; (h) known to the Receiving Party or its employees, agents or representatives prior to 
disclosure by the Disclosing Party or is independently developed by the Receiving Party or its 
employees, agents or representatives subsequent to such disclosure; or (i) subsequently lawfully 
obtained by the Receiving Party or its employees, agents or representatives from a Third Party 
without obligations of confidentiality.  Notwithstanding anything to the contrary herein, MIL Data 
and Location Data constitute MIL Confidential Information. 

8.3 Confidentiality of Personnel.  Vendor shall cause all of its employees and any au-
thorized subcontractor employees who have access to MIL's Confidential Information to be bound 
by a confidentiality agreement with confidentiality provisions no less protective than the confi-
dentiality terms contained herein.  MIL shall cause all of its employees and any authorized sub-
contractor employees who have access to Vendor's Confidential Information to be bound by a 
confidentiality agreement with confidentiality provisions no less protective than the confidentiality 
terms contained herein. 

8.4 Notification Obligation.  If the Receiving Party becomes aware of any unauthor-
ized use or disclosure of the Confidential Information of the Disclosing Party, the Receiving Party 
promptly and fully shall notify the Disclosing Party of all facts known to it concerning such unau-
thorized use or disclosure.  In addition, if the Receiving Party or any of its employees or agents 
are requested or required (by oral questions, interrogatories, requests for information or documents 
in legal proceedings, subpoena, civil investigative demand or other similar process) to disclose any 
of the Confidential Information of the Disclosing Party, the Receiving Party shall not disclose the 
Confidential Information without providing the Disclosing Party with reasonable prior written no-
tice of any such request or requirement so that the Disclosing Party may seek a protective order or 
other appropriate remedy and/or waive compliance with the provisions of the Contract.  If, in the 
absence of a protective order or other remedy or the receipt of a waiver by the Disclosing Party, 
the Receiving Party or any of its employees are nonetheless, in the written opinion of the Receiving 
Party’s counsel (a copy of which opinion shall be delivered to the Disclosing Party), legally com-
pelled to disclose Confidential Information to any tribunal or otherwise stand liable for contempt 
or suffer other censure or penalty, the Receiving Party or its employees may, without liability 
hereunder, disclose to such tribunal only that portion of the Confidential Information that such 
counsel advises the Receiving Party that it is legally required to disclose.  Notwithstanding the 
foregoing, the Receiving Party shall exercise its best efforts to preserve the confidentiality of the 
Confidential Information, including by cooperating with the Disclosing Party to obtain an appro-
priate protective order or other reliable assurance that confidential treatment shall be accorded the 
Confidential Information by such tribunal. 

8.5 Records Disclosures.  Notwithstanding anything contained in the Contract to the 
contrary, including those terms set forth in Section 8.2 or 8.3, Vendor acknowledges that MIL is 
a public agency and that the terms and conditions of the Contract and other Vendor information 
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including Vendor Confidential Information and Deliverables may be subject to disclosure or dis-
covery under the applicable Law, including Washington State's Public Records Act (RCW 42.56).  
If such a disclosure or discovery request is made of MIL, MIL will, generally within ten (10) 
business days prior to release, notify Vendor of any such request, in order to provide Vendor time 
to seek judicial relief if it believes such information should not be released.  Subject to a court of 
competent jurisdiction issuing an order prohibiting such release or the requesting party notifying 
MIL in writing prior to MIL's planned release that it has rescinded its request for disclosure, MIL 
will release and disclose all requested information without liability therefore.  Vendor agrees to 
comply with any court order to provide records in the possession of the Vendor to MIL for an in 
camera review by the court or release, at no additional charge to MIL. 

8.6 Security. 

8.6.1 Data Security Program. Vendor shall maintain in effect at all times a com-
prehensive data security program that includes reasonable and appropriate administrative, 
technical and physical security measures designed to detect, prevent and mitigate the risk 
of identity theft and protect against the destruction, loss, unauthorized access, disclosure, 
use and/or alteration of data (whether or not encrypted), including MIL Confidential Infor-
mation, MIL Data and Location Data, in Vendor's possession or under Vendor's control, 
and which shall be no less rigorous than those measures that are required to be maintained 
by Vendor or MIL to comply with applicable Law.  Vendor will provide the data security 
program to MIL for its review, and MIL shall have the right to provide feedback and com-
ment on Vendor's data security program.  If Vendor recommends certain security features 
that MIL does not approve, the matter will be escalated to the Executive Sponsors for final 
resolution.   

8.6.2 Security Breaches.  If Vendor discovers or is notified of the destruction, 
loss and/or unauthorized access, disclosure, use and/or alteration of MIL Confidential In-
formation, MIL Data or Location Data or any attempt to access MIL Confidential Infor-
mation, MIL Data and/or Location Data that is reasonably likely to result in the destruction, 
loss and/or unauthorized access, disclosure, use and/or alteration of MIL Confidential In-
formation, MIL Data and/or Location Data (each such event, a "Security Event"), Vendor 
shall:  (a) promptly notify MIL of the Security Event; (b) investigate the Security Event 
and provide reasonable cooperation with MIL's investigation of the Security Event, includ-
ing periodic updates with respect to Vendor's investigation of the Security Event; (c) if the 
source of the Security Event is not within the control of Vendor personnel, provide reason-
able cooperation with MIL's development of a risk assessment, root cause analysis and 
corrective action plan, including MIL's mitigation and remediation activities; and (d) com-
ply to the extent applicable to Vendor personnel, and provide reasonable cooperation with 
MIL in complying, with the requirements of all applicable Personal Information Laws and 
other applicable Laws.  If the source of the Security Event is within the control of Vendor 
personnel, Vendor shall:  (e) promptly provide a written report to MIL that sets forth Ven-
dor's risk assessment, root cause analysis and corrective action plan; (f) implement the 
corrective action plan and mitigate the effects of the Security Event as soon as practicable; 
and (g) provide MIL periodic updates with respect to Vendor's mitigation and corrective 
action efforts.   
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8.6.3 Personal Information Laws. Vendor acknowledges that MIL Confidential 
Information, MIL Data and/or Location Data may include Personal Information pertaining 
to residents in the State and other states that have enacted Personal Information Laws.  
Having acknowledged the foregoing, in addition to its obligations set forth in Section 8.6.2, 
Vendor shall comply with the requirements of all applicable Personal Information Laws.  
If and to the extent any unauthorized access, disclosure or use of MIL Confidential Infor-
mation, MIL Data and/or Location Data:  (a) is attributable to a breach by Vendor of its 
obligations under the Contract, including the failure of Vendor to comply with the MIL 
Security Policies and Procedures; and (b) triggers notice or other requirements under a 
Personal Information Law, Vendor shall bear the costs incurred by MIL and any Agency 
in complying with its or their legal obligations relating to such unauthorized access, dis-
closure or use of MIL Confidential Information, including the reasonable costs of provid-
ing notices, a toll-free call center / help desk, credit monitoring (if applicable) and restora-
tion services and identity theft insurance to affected individuals for up to two (2) years.  
Nothing contained herein shall be deemed to release Vendor from its indemnification ob-
ligations as set forth in Article 9. 

8.7 Survival.  The terms of this Article 8 shall survive the expiration or termination of 
the Contract. 

ARTICLE 9 
INDEMNIFICATION

9.1 General.  Subject to the further terms of this Article, Vendor (the "Indemnifying 
Party") shall indemnify, defend and hold harmless the State, MIL, all counties within the State and 
their respective officers, employees, officials, and agents (collectively, the "Indemnified Parties") 
from and against all claims, demands, suits, actions, recoveries, judgments and actual costs and 
expenses (including all reasonable attorneys’, advisors and consultant fees and costs) in connection 
therewith with respect to any Third Party claim based upon:  (a) bodily injury, including death, 
and real property and tangible personal property damage to the extent resulting from the ESInet 
Services, any Services or work and/or materials supplied under the Contract by Vendor or its em-
ployees, agents or representatives and/or otherwise resulting from Vendor’s or its employees’,

agents’ or representatives’ negligent acts or omissions; (b) Vendor’s or its employees’, agents’ or

representatives’ failure to comply with the terms of Sections 8.2 and/or 8.6; (c) a breach of Ven-
dor's obligations under the Contract which results in a fine or penalty to an Indemnified Party 
assessed by the FCC, WUTC or other federal, state or local governmental body; or (d) Vendor’s
gross negligence or willful misconduct in its performance under the Contract.  The indemnity pro-
visions in this Section shall not be limited by reason of any insurance coverage required under the 
Contract.  For clarity:  (e) Vendor’s indemnity obligations under this Section shall be reduced to 
the extent an Indemnified Party is found to have been contributorily negligent; (f) this Section does 
not require the Vendor to indemnify, defend or hold harmless an Indemnified Party against claims, 
demands, suits, actions, recoveries, judgments and actual costs and expenses to the extent arising 
from the acts or omissions of an Indemnified Party; and (g) MIL will reimburse Vendor for any 
costs and expenses reasonably incurred by Vendor to indemnify, defend or hold harmless an In-
demnified Party to the extent of MIL's contributory negligence or acts or omissions. 
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9.2 Infringement.  Subject to the further terms of this Article, Vendor shall indemnify, 
defend and hold harmless the Indemnified Parties from and against any claim asserted or any claim, 
suit or proceeding brought by a Third Party against the Indemnified Parties alleging that the De-
liverables, ESInet Services and other Services, or any part thereof, or MIL's use of the Deliverables 
or ESInet Services and other Services constitutes a misappropriation of any proprietary or trade 
secret information or an infringement of any patent, copyright, trademark or other Intellectual 
Property Right enforceable in the United States. Vendor shall pay all damages awarded or agreed 
to settlement payments, and any actual costs and expenses, including reasonable attorneys’ fees,

litigation costs (including the costs and expenses of any appellate bonds) arising from any such 
claim and incurred by the Indemnified Parties; provided, however, that the Indemnified Parties, 
after receiving notice thereof, promptly shall advise Vendor of any such claim, suit or proceeding 
and, at Vendor’s expense, cooperate with Vendor in the defense thereof.  If Vendor reasonably 
believes that any such claim, suit or proceeding may be successful, Vendor shall, at no additional 
cost to the Indemnified Parties, either:  (a) procure for the Indemnified Parties the right to continue 
using the portion of the Deliverables and/or ESInet Services and other Services subject to such 
claim, suit or proceeding; or (b) replace or modify the Deliverables and/or ESInet Services and 
other Services so that they are no longer is subject to any such claim, suit or proceeding while 
maintaining equivalent or better functionality and performance capabilities.  No undertaking of 
Vendor under this Section shall extend to any alleged infringement or violation to the extent that 
such infringement or violation arises from or relates to:  (c) adherence to design modifications, 
specifications, drawings, or written instructions that Vendor is specifically directed by MIL to 
follow; (d) use of the Deliverables and/or ESInet Services or other Services in combination with 
other systems, furnished either by Vendor or others, which combination was not recommended or 
otherwise approved by Vendor, where the lack of the combination would not, in and of itself, be 
infringing; or (e) alteration of the Deliverables and/or ESInet Services or other Services by some-
one other than Vendor or its employees, agents or representatives or someone acting based on the 
instructions of Vendor or its employees, agents or representatives, if such claim would have been 
avoided by the absence of such alteration; or (f) an Indemnified Party’s unauthorized use, negligent

use, or misuse of the Deliverables and/or ESInet Services or other Services. 

9.3 Industrial Insurance Immunity Waiver.  Vendor waives its immunity under Title 
51 RCW (Industrial Insurance) to the extent required to indemnify, defend and hold the Indemni-
fied Parties harmless under the Contract. 

9.4 Procedures for Indemnification. 

9.4.1 General.  Promptly after becoming aware of same, the Indemnified Par-
ties shall notify Vendor of any Third Party claim covered under the terms of Sections 9.1
or 9.2, as applicable, for which the Indemnified Parties seeks indemnification. 

9.4.2 Defense.  The defense counsel selected by the Indemnifying Party shall 
be reasonably acceptable to the Indemnified Parties.  Vendor acknowledges that, as a State 
entity, MIL is represented by the Attorney General’s Office of the State:  (a) which must 
approve of and appoint the Indemnified Parties' defense counsel as special assistant Attor-
neys General of the State; and (b) which must work with Vendor's defense counsel in the 
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defense, though Vendor's defense counsel will primarily lead the Indemnified Parties' de-
fense.   

9.4.3 Settlement of Claims.  Neither Vendor nor any Indemnified Party shall 
settle any claim, suit or action that is subject to indemnity and/or defense under Article 9, 
without the prior written consent of Vendor, MIL and the office of the Attorney General of 
the State, as required.

9.4.4 MIL's Reasonable Assistance.  At Vendor's request, MIL will provide 
reasonable assistance to Vendor in the Indemnified Parties' defense, at Vendor's cost.

9.5 Survival.  The terms of this Article shall survive any expiration or termination of 
the Contract.   

ARTICLE 10 
DISPUTE RESOLUTION

10.1 Administrative-Level Performance Review.  If a dispute relating to the Contract 
arises between the parties, the Vendor Services Manager and the MIL personnel may, but shall not 
be obligated to, meet and attempt to resolve the dispute.  If the parties are unable to resolve the 
dispute within ten (10) days after the initial request for a meeting, or if the parties do not agree to 
invoke this level of dispute resolution, then the parties may seek to resolve the dispute through an 
executive-level performance review as provided in Section 10.2. 

10.2 Executive-Level Performance Review.  For disputes that are not resolved at the 
Vendor Services Manager and MIL personnel level, the Executive Sponsors may, but shall not be 
obligated to, meet and attempt to resolve the dispute.  If such representatives are unable to resolve 
the dispute within five (5) business days after the parties have commenced negotiations, or ten (10) 
days have passed since the initial request for negotiations at this level, or if the parties do not agree 
to invoke this level if dispute resolution, then the parties may seek to resolve the dispute through 
mediation as hereinafter provided or, if the parties do not agree to submit the dispute to mediation, 
to seek any and all rights and remedies that may be available to them as provided in the Contract. 

10.3 Voluntary, Non-Binding Mediation.  If the prior levels of dispute resolution are 
not invoked or are unsuccessful, the parties may, but shall not be obligated to, mutually agree in 
writing to submit the dispute to non-binding mediation.  Mediation must occur within thirty (30) 
days after the parties agree to submit the dispute to mediation.  The parties mutually shall select 
an independent mediator experienced in information systems of the type in dispute, and each shall 
designate a representative(s) to meet with the mediator in good faith in an effort to resolve the 
dispute.  The specific format for the mediation shall be left to the discretion of the mediator and 
the designated party representatives and may include the preparation of agreed-upon statements of 
fact or written statements of position furnished to the other party.   

10.4 Redress in Court.  Informal dispute resolution under this Article shall not be a pre-
condition to any action by a party to enforce its rights under the Contract.   
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10.5 Continued Performance; No Tolling of Cure Periods.  Except where clearly pre-
vented by the area in dispute, the parties shall continue performing their obligations under the 
Contract while the dispute is being resolved as provided in this Article, unless and until the dispute 
is resolved or until the Contract is terminated.  The time frame for a party to cure any breach of 
the terms of the Contract shall not be tolled by the pendency of any dispute resolution procedures. 

ARTICLE 11 
MISCELLANEOUS

11.1 Notices.  Any written notice required or permitted to be delivered pursuant to the 
Contract (other than project-related notices that may be sent by email) shall be in writing and shall 
be deemed delivered:  (a) upon delivery if delivered in person; (b) three (3) business days after 
deposit in the United States mail, certified mail, return receipt requested, postage prepaid; (c) upon 
transmission if sent via e-mail or fax, with a confirmation copy sent via overnight mail; or (d) one 
(1) business day after deposit with a national overnight courier, in each case addressed to the fol-
lowing address: 

If to MIL: If to Vendor: 

Washington State Military Department TeleCommunication Systems, Inc. 
State Enhanced 911 Coordinator's Office, 2401 Elliott Avenue 
 Emergency Management Division Seattle, WA 98121  
20 Aviation Drive, MS20 Attention:  Lynne Houserman, President, 
Camp Murray, WA  98430-5020   Safety and Security Technologies 
Attention:  William A. Leneweaver Phone:  (800) 562-6108  
Phone:  (206) 792-2000  Fax:  (206) 792-2001 
Fax:  (253) 512-7207 E-mail: 
E-mail:  e911technicalservices@mil.wa.gov Lynne.Houserman@comtechtel.com

For notices related to legal processes 
with a copy to: with a copy to: 

Washington State Attorney General TeleCommunication Systems, Inc. 
PO Box 108 275 West Street, Suite 400 
Olympia, WA  98504-0108 Annapolis, Maryland 21401 
Attention:  Dawn Cortez Attention:  Contracts 
Phone:  (360) 586-2436 Phone:  (410) 263-7616 
Fax:  (360) 586-3593 Fax:  (410) 280-4903 
E-mail:  dawnc@atg.wa.gov E-mail:  contracts@telecomsys.com 

or to such other addresses as may be specified by a party upon notice given to the other. 

11.2 Audits and Requests for Records. 

11.2.1 Financial Audits.  At any time up to and including six (6) years following 
the expiration or termination of the Contract, MIL (itself or through a nationally-recognized 
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Third Party auditor or a State auditor) shall have the right, to fully audit the books and 
records of Vendor to the extent reasonably necessary to confirm the accuracy and appro-
priateness of all invoices issued under the Contract, including all supporting details, and to 
verify compliance with applicable Laws.  All such audits shall be conducted between the 
hours of 8:00 a.m. and 5:00 p.m. Pacific Time.  If any audit demonstrates that Vendor has 
overcharged or undercharged MIL, then either: (a) Vendor promptly shall refund the over-
charges to MIL; or (b) following receipt of Vendor’s invoice, and subject to the terms of 
Section 4.2.4, MIL shall pay the undercharge to Vendor.  Further, if any overcharge is in 
excess of five percent (5%) of the aggregate charges incurred during the period to which 
the audit relates, then Vendor shall reimburse MIL for the reasonable costs and expenses 
incurred to conduct such audit. 

11.2.2 Operational, Vulnerability and Security Audits by MIL.  MIL (itself or 
through a nationally-recognized Third Party auditor or a State auditor) shall (at MIL's ex-
pense) have the right to audit and inspect the operations, vulnerabilities and security of the 
ESInet Services and the Vendor systems that provide the ESInet Services.  Vendor shall 
make available to MIL and its nationally-recognized auditors and inspectors (including 
internal and external personnel) for the purpose of performing such audits or inspections 
access at all reasonable times to:  (a) the data and records relating to the ESInet Services 
and other Services and Vendor's other obligations under the Contract; (b) the security and 
vulnerability of the ESInet Services and the Vendor systems that provide the ESInet Ser-
vices; and (c) Vendor's internal controls and systems as may be reasonably necessary to 
examine Vendor's performance of the ESInet Services and other Services and compliance 
with its duties, responsibilities and obligations under the Contract including the safeguard-
ing of MIL Data and Location Data and compliance with the Security Policies and Proce-
dures and the terms set forth in Section 1.1.5.  Vendor shall provide to such auditors such 
assistance and support as they may reasonably request.  If any audit reveals deficiencies, 
Vendor shall review the findings with MIL and Vendor shall promptly deliver to MIL a 
detailed plan reasonably acceptable to MIL to correct all deficiencies and, when all such 
deficiencies are corrected, Vendor shall certify to MIL in writing that all deficiencies have 
been corrected.   

11.2.3 Additional Terms of MIL Audits.  With respect to MIL's right to perform 
audits under Sections 11.2.1 and 11.2.2, unless otherwise agreed by the parties in writing:  
(a) Vendor shall not be required to disclose confidential information of Vendor's other cus-
tomers; (b) the parties shall cooperate in good faith to minimize the disruption to the Ven-
dor's ability to provide the ESInet Services, without compromising the audit; (c) MIL will 
provide Vendor with notice of the audit at least five (5) days prior to the commencement 
of the audit; (d) unless MIL has a reasonable suspicion related to a financial issue (or MIL 
seeks confirmation that issues or deficiencies with an earlier financial audit have been cor-
rected), MIL shall not perform an audit under Section 11.2.1 more than once in any 12-
month period; and (e) unless MIL has a reasonable suspicion related to security, vulnera-
bility, confidentiality, reliability or other similar item (or MIL seeks confirmation that is-
sues or deficiencies with an earlier security, vulnerability, confidentiality, reliability or 
other similar audit have been corrected), MIL shall not perform an audit under Section 
11.2.2 more than once in any 12-month period. 

TCS Contract # 0040



SECO Technology Services Contract No. E16-224 

14850 -35- 

11.2.4 Washington State Audits.  Any audits permitted by Law or permitted under 
Section 11.2 may be conducted by the State or a nationally-recognized Third Party auditor 
on its behalf.  Vendor shall provide to the State (or to MIL, as required) such assistance 
and support as reasonably requested.  If any audit reveals deficiencies, Vendor shall review 
the findings with the State and MIL and Vendor shall promptly prepare and deliver to the 
State and MIL a detailed plan that is reasonably acceptable to the State and MIL to correct 
all such deficiencies and, when all such deficiencies are corrected, Vendor shall certify to 
MIL in writing to the State and MIL that all deficiencies have been corrected.  Vendor 
acknowledges and agrees that MIL does not control and cannot restrict the State's ability 
to audit MIL or Vendor, and therefore that any terms in the Contract restricting audits, 
including in Section 11.2.3, shall not apply to audits initiated by the State. 

11.2.5  Resolutions of Disagreements with Audits.  If MIL and Vendor do not 
agree with the results of any audit, the Executive Sponsors shall meet to attempt to resolve 
the matter.  If the Executive Sponsors cannot resolve the matter, either party may require 
that the matter be submitted to an independent, nationally-recognized, reputable auditing 
firm ("Independent Auditor") to review the results of the audit and whether the deficien-
cies in dispute exist.  The cost of the Independent Auditor shall be shared equally by the 
parties.  If requested by such Independent Auditor, each party shall permit such firm to 
conduct interviews of applicable personnel and engage in such other due diligence activi-
ties to verify whether such deficiencies exist and/or the audit findings can be confirmed.  
The Independent Auditor shall be tasked by the parties to issue a written opinion on its 
findings and such written opinion shall be binding on the parties with respect to the defi-
ciencies cited therein.  If the written opinion of the Independent Auditor confirms deficien-
cies with respect to Vendor, Vendor shall prepare and deliver to MIL a detailed plan that 
is reasonably acceptable to MIL for correcting all such deficiencies.  Vendor shall imple-
ment all such corrections within the time frame(s) set forth in the plan.  Vendor shall bear 
all costs and expenses associated with correcting all deficiencies.  Any audits shall be con-
ducted so as to be non-disruptive to a parties operations and business.   

11.2.6 Maintenance of Records.  Vendor and its subcontractors shall maintain 
books, records, documents and other evidence relating to the Contract, including Vendor 
performance, Minority and Women’s Business Enterprise participation, protection and use

of MIL Data, Location Data and MIL's Confidential Information, and accounting proce-
dures and practices which sufficiently and properly reflect all direct and indirect costs of 
any nature invoiced in the performance of the Contract.  Vendor shall retain all such records 
for six (6) years after the expiration or termination of the Contract.  Records involving 
matters in litigation related to the Contract shall be kept for either one (1) year following 
the termination of litigation, including all appeals, or six (6) years from the date of expira-
tion or termination of the Contract, whichever is later.  Where Vendor ordinarily and reg-
ularly in the course of business creates and maintains its books, records, documents and 
other evidence relating to the Contract electronically, Vendor shall retain such electroni-
cally stored information in an electronic format that remains usable, searchable, retrievable 
and authentic for the periods set out herein, unless the parties specifically agree in writing 
to an alternative.  Vendor shall incorporate in its subcontracts with subcontractors the terms 
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and conditions of this Section.  Books, records, documents, and other evidence of account-
ing procedures and practices related to Vendor’s cost structure, including overhead, general

and administrative expenses, and profit factors shall be excluded from MIL's or its auditors’

review unless the cost or any other material issue under the Contract is calculated or derived 
from these factors. 

11.2.7 Cost of Compliance.  Vendor shall not charge any fee for retention or pro-
duction of originals or copies of books, records, documents and other evidence required in 
this Section, for cooperating in audits or report writing or for any other obligation in com-
plying with this Section. 

11.3 Insurance.   

11.3.1 Required Coverages.  At Vendor's sole cost and expense, Vendor shall pro-
cure and maintain in effect from the date of MIL's execution and delivery of a copy of the 
Contract to Vendor (as described in the last sentence of Section 11.16) and for the subse-
quent duration of the Contract the insurance coverages described in the attached Schedule 
11.3.1. The insurance policy must meet the terms and conditions set forth in this Section 
11.3 and be in a form acceptable to MIL.  Insurance may be maintained with one or more 
carriers, each of which must: (a) be authorized to do business in the State or be eligible 
surplus lines insurers acceptable to MIL and having agents in the State upon which service 
of process may be made; and (b) have a financial strength rating of A- or better and a 
financial size category of A-XIII or better, each as reported in the most recent edition of 
Best's Insurance Reports (or any successor or replacement rating agency).  Any insurance 
or self-insurance available to MIL shall be in excess of, and non-contributing with, any 
insurance that Vendor is required to procure and maintain.  Vendor's insurance policies 
shall apply on a primary basis.  During any time periods in which Vendor fails to provide 
the insurance coverage required in this Section or fails to provide policy terms and condi-
tions that are acceptable to MIL, MIL shall be permitted to withhold any and all sums due 
and payable to Vendor, provided that such withheld amounts shall be promptly paid to 
Vendor when Vendor complies with the terms of this Section.   

11.3.2 Additional Insureds and Evidence of Coverage.  By endorsement to all 
liability policies except for the Auto Liability, Workers’ Compensation (Industrial Insur-
ance), Professional Liability/Errors & Omissions and Cyber Liability insurance, MIL, the 
State and its Agencies shall be named as an additional insured for all liability arising from 
the Contract.  On or before the Effective Date, and thereafter upon each insurance policy 
renewal, and otherwise promptly following MIL's request from time-to-time, Vendor shall 
provide MIL with certificates of insurance, together with copies of all applicable endorse-
ments (by endorsement cross-liability of all insureds), evidencing Vendor's compliance 
with the requirements set forth in this Section 11.3.  If at any time during the period when 
insurance is required by the Contract, an insurer fails to comply with the requirements of 
the Contract, as soon as Vendor has knowledge of any such failure, Vendor shall immedi-
ately notify MIL and immediately replace such insurance with insurance meeting the Con-
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tract requirements set forth herein.  Within ten (10) business days following Vendor's re-
ceipt of MIL's written request, Vendor shall provide (or cause to be provided) to MIL a 
certified copy of any insurance policies that are required under this Section 11.3. 

11.3.3 Claims-Made Coverage.  If and to the extent any insurance coverage re-
quired under the Contract is purchased on a "claims-made" basis, such insurance must:  (a) 
cover the acts or omissions of Vendor and any subcontractors, as applicable, up through 
and including the date that the Contract has terminated and any Transition Periods have 
expired; and (b) be continuously maintained by Vendor, with full prior acts coverage, for 
at least six (6) years beyond the date that the Contract has terminated and any Transition 
Periods have expired. 

11.3.4 Notice of Cancellation.  Vendor shall procure (or cause to be procured) 
endorsement(s) to its insurance policies that identify MIL as a scheduled party to receive 
written notice thirty (30) days in advance of the cancellation of any insurance required 
hereunder.

11.3.5 Subcontractor Insurance.  If Vendor elects to have an approved subcon-
tractor provide any Services to MIL, then prior to providing any such Services, Vendor 
must furnish to MIL a certified copy of the applicable insurance policy or policies reflect-
ing coverages of the type and amount agreed upon by Vendor and MIL pursuant to Section 
11.3.  Additionally, if an approved subcontractor provides network services or back office 
services or has access to MIL Data or Location Data such subcontractor must have com-
mercial general liability insurance, professional liability/errors & omissions and cyber lia-
bility insurance, ID theft and cyber extortion insurance and umbrella or excess liability 
insurance, all in the amounts acceptable to MIL.   

11.4 Approval of Service Subcontractors.  Vendor shall obtain MIL's prior written con-
sent, which MIL may withhold in its sole discretion, before entering into an agreement with any 
subcontractor who may be retained by Vendor to provide any component of the ESInet Services 
or any other Services under the Contract.  As of the Effective Date, MIL agrees that Vendor may 
subcontract the Services specifically identified on Schedule 11.4 to the applicable Vendor sub-
contractor specifically identified on Schedule 11.4.  If Vendor wants to change or expand the 
scope of Services that may be subcontracted to a subcontractor specifically identified on Schedule 
11.4, MIL's prior written consent is required.  MIL may condition the approval of any subcontrac-
tor on the receipt of the proposed subcontract between Vendor and the subcontractor, with fees 
redacted, to ensure that the subcontracted Services or other items are adequately covered.  If MIL 
determines, in its sole discretion, that any previously-approved Vendor subcontractor is not satis-
factorily performing its obligations, MIL reserves the right to require Vendor to replace such sub-
contractor with another subcontractor or for Vendor to directly perform such obligations.  Vendor 
shall use its commercially reasonable efforts to ensure that all such subcontractor agreements in-
clude provisions naming MIL as a direct and intended third party beneficiary or otherwise granting 
MIL the right to directly enforce Vendor’s rights against such subcontractor and provisions sub-

stantially the same as those set forth in Article 8 of the Contract.  MIL shall not be bound by the 
terms of such agreements entered into by Vendor, and such agreements shall not contain any ob-
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ligations with respect to MIL, including a guarantee of payments to such subcontractor.  Any ap-
proval by MIL of Vendor’s right to use a subcontractor shall be conditioned upon the following:  
(a) the agreement between Vendor and subcontractor not imposing or seeking to impose any lia-
bilities or obligations on MIL, including the pass through of any termination fees, damages or costs 
in the event Vendor is required to replace the subcontractor; (b) all employees of the subcontractor 
providing Services to MIL being subject to the terms and restrictions of Schedule 3.4; (c) Vendor 
being responsible for managing all subcontractor relationships; (d) Vendor being liable for the acts 
and omissions of any subcontractor under the Contract; (e) MIL and Vendor agreeing to the level 
and types of insurance to be obtained by subcontractor, given the type, scope and nature of the 
subcontracted Services; (f) Vendor and subcontractor incorporating the terms required by Section 
11.3.5 into their agreement; and (g) subcontractor executing and delivering to MIL the Subcon-
tractor Confidentiality and Non-Disclosure Contract, the form of which is set forth in Exhibit 1.  
Vendor further agrees that it is responsible to the Indemnified Parties for the actions and omissions 
of its subcontractors to the same extent if such action or omission was committed by Vendor. 

11.5 Force Majeure.  Except as provided below, each party may be excused from per-
forming any of its obligations hereunder, in whole or in part, to the extent that the inability to 
perform is caused by an act of God, war, riot, civil commotion, explosion, fire, government action, 
court order, epidemic, MIL-related labor activities or other similar circumstance beyond its rea-
sonable control (each, a "Force Majeure Event").  Vendor’s labor and union-related activities, the 
non-performance of Vendor or any Vendor subcontractor, and the inability or failure of Vendor to 
obtain permits or other governmental authorizations for its personnel, regardless of cause, shall 
not constitute a Force Majeure Event.  Notwithstanding anything to the contrary herein, a Force 
Majeure Event shall not excuse Vendor from performing any obligation hereunder to the extent 
that Vendor's adherence to applicable redundancy requirements (including in the MIL ESInet Re-
quirements) would have mitigated or avoided the impact of such Force Majeure Event, unless 
Vendor's failure to adhere to such requirements was directed by MIL.  As described in the MIL 
ESInet Requirements, Vendor shall design and provide the ESInet Services in a manner that en-
sures that there will be no single point of failure (i.e., if any single part of the ESInet Services or 
supporting platform is unavailable, including as a result of a Force Majeure Event, the ESInet 
Services will continue to operate as set forth in this Contract); consequently, and notwithstanding 
anything herein to the contrary, if a Force Majeure Event results in a failure of the ESInet Services 
because of a single point of failure in the ESInet Services, Vendor’s performance of the ESInet 
Services as set forth in this Contract shall not be excused and such event shall not constitute a 
Force Majeure Event under the Contract.  If a Force Majeure Event prevents, hinders or delays 
performance of either party’s obligations hereunder for more than ten (10) days at any time during 
the term, the party not prevented from performing shall have the right to terminate the affected 
portion of the Contract as of the date specified by such party in a written notice of termination to 
the other party; provided that during such ten (10) day period the party whose performance is not 
prevented, hindered or delayed shall have the right to take all commercially reasonable actions that 
may be necessary to mitigate the impact of the other party’s non-performance, and the party claim-
ing a Force Majeure Event shall take all commercially reasonable actions that may be necessary 
to mitigate the impact of its non-performance. 

11.6 Notice of Financial Impacts.  Vendor shall provide written notice to MIL within 
five (5) business days following the occurrence of any event that will or may be likely to have a 
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material adverse impact upon Vendor’s ability to perform its obligations hereunder, including

Vendor’s breach of any significant contract, default of any credit agreement, denial of significant 
funding requests and/or the filing of a significant lawsuit against Vendor, and promptly (but in no 
event longer than ten (10) business days) thereafter shall meet with MIL to discuss Vendor’s ability

to continue to perform its obligations under the Contract in light of such event. 

11.7 Agency.  No party shall make any representations or warranties or incur any liabil-
ity on behalf of the other.  No party is the agent, representative or partner of the other party.  The 
parties agree that Vendor is an independent contractor, that neither Vendor nor its employees, 
subcontractors and/or agents are employees of MIL and that MIL shall, on their behalf: withhold 
income or other taxes; provide workers’ compensation insurance (industrial insurance); participate 
in group insurance plans which may be available to employees of MIL; participate or contribute 
or any public employees retirement system; accumulate vacation leave or sick leave; or provide 
unemployment compensation coverage.  Neither Vendor nor its employees, subcontractors and/or 
agents are employees of MIL, and accordingly, none of them are entitled to any of the compensa-
tion, benefits, rights, or privileges of employees of MIL. 

11.8 Severability.  If any provision of the Contract is determined by a court of competent 
jurisdiction to be invalid or unenforceable, such determination shall not affect the validity or en-
forceability of any other part or provision of the Contract. 

11.9 Waiver; Waiver of Non-Competition.  No delay or omission by a party to exercise 
any right occurring upon any non-compliance or default by the other party with respect to any of 
the terms of the Contract shall impair any such right or power or be construed to be a waiver 
thereof.  A waiver by any of the parties of any of the covenants, conditions or agreements to be 
performed by the other shall not be construed to be a waiver of any succeeding breach thereof or 
of any covenant, condition or agreement herein contained.  Additionally, Vendor irrevocably 
waives any rights which it may have, by contract or otherwise, to require another person or entity 
to refrain from submitting a bid or proposal to, or providing products or services to, MIL or the 
State, and Vendor further agrees that it will not in the future, directly or indirectly, induce or solicit 
any person or entity to refrain from submitting a bid or proposal to, or providing products or ser-
vices to, MIL or the State. 

11.10 Governing Law; Exclusive Jurisdiction.  The Contract, and all the rights and duties 
of the parties arising from or relating in any way to the subject matter of the Contract or the trans-
action(s) contemplated by it, shall be governed by, construed and enforced only in accordance with 
the Laws of the State of Washington (excluding any conflict of laws provisions that would refer 
to and apply the substantive laws of another jurisdiction).  Any suit or proceeding relating to the 
Contract shall be brought only in State courts located in Thurston County, Washington.  THE 
PARTIES EACH CONSENT TO THE SOLE AND EXCLUSIVE PERSONAL JURISDIC-
TION AND VENUE OF WASHINGTON STATE COURTS LOCATED IN THURSTON 
COUNTY, WASHINGTON.

11.11 Binding Nature and No Assignment. Neither the Contract nor any of its provisions 
shall be assigned, delegated or transferred, including upon a Change of Control of Vendor or a 
subcontractor that provides a substantial or critical part or component of the ESInet Services which 
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shall be deemed to be a transfer, in whole or in part, by either party without the prior written 
consent of the other party, which consent shall not be unreasonably withheld.  The Contract shall 
be binding on the parties and their successors and permitted assigns.   

11.12 Counterparts.  The Contract may be executed in one (1) or more duplicate origi-
nals, all of which together shall be deemed one and the same instrument. 

11.13 Public Announcements.  Without the prior written consent of MIL, which consent 
may be withheld in MIL's sole discretion, or except as required by applicable Law, Vendor shall 
not make or publish, directly or indirectly, any statements, articles, public or private announce-
ments (including any announcement made via e-mail or any posting on the Internet or any Vendor 
website), media releases, press conferences, advertising or similar publicity in any form relating 
to the fact that the parties have entered into the Contract, the name, image or logo of MIL or any 
Agency (or any variation or combination of such name, image or logo), as well as the name or 
image of any MIL employee or contractor of MIL.  Without limiting the generality of the forego-
ing, and except as required by applicable Law, Vendor shall not, without MIL's prior written ap-
proval:  (a) make any references to Third Parties that MIL or the State is a customer of Vendor; 
(b) include or make any reference to MIL or MIL's (or the State's) name in any proposals to Third 
Parties; or (c) provide MIL or the State contact information to existing or prospective customers 
of Vendor. 

11.14 MIL Policies.  Vendor, its employees, agents and permitted subcontractors shall 
comply with all MIL policies, procedures, orders and directives (collectively, the "MIL Policies")

provided to Vendor in writing.  As of the Effective Date, there are no MIL Policies (other than the 
MIL Security Policies and Procedures).  If, following the Effective Date there are MIL Policies 
that apply to Vendor, MIL will notify Vendor of such policies in writing and Vendor shall comply 
with such policies within a reasonable time. If such MIL Policies materially increase Vendor’s

costs to provide Services under the Contract, the Vendor Executive Sponsor may raise the issue in 
the executive briefings and, if raised by the Vendor Executive Sponsor, MIL shall:  (a) negotiate 
an amendment to the Contract to increase applicable fees (in an amount not to exceed Vendor's 
actual costs to comply) in good faith; or (b) waive Vendor's obligation to comply with such new 
MIL Policies. 

11.15 Compliance with Laws; Compliance with Civil Rights; Conflict of Interest.   

(a) General.  With respect to its obligations under the Contract, including the 
provision of ESInet Services and Location Services, Vendor shall at all times comply with 
all applicable Laws, including MIL Data and Location Data breach notice statutes, rules, 
guidelines, regulations and policies of the WUTC, RCW 19.255.010 and RCW 42.56.590, 
federal and applicable state nondiscrimination Laws, including Title VII of the Civil Rights 
Act, 42 U.S.C. §12101 et seq., the Americans with Disabilities Act ("ADA") and Title 
49.60 RCW, Washington Law Against Discrimination, the Gramm-Leach-Bliley Act 
("GLB"), HIPAA, and all rules, regulations and policies promulgated thereunder, including 
the commitment to negotiate in good faith any sub-agreements that may be required to be 
entered into by the parties pursuant to such Laws, and any and all obligations to obtain 
similar protections in or institute safeguards with respect to any Third Party agreements 
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and/or arrangements.  Vendor shall comply with all Laws governing the importation, ex-
portation or transfer of technology across national boundaries, shall obtain all necessary 
permits and governmental authorizations and approvals necessary to the performance of 
the Contract.  Vendor’s noncompliance, or refusal to comply, with any applicable Law

shall constitute an Event of Default pursuant to Section 10.2(b) and MIL shall have the 
rights and remedies set forth in Section 10.4, additionally Vendor may be declared ineligi-
ble for further contracts with MIL or the State.   

(b) Regulatory Modifications.  Vendor shall provide all Regulatory Modifica-
tions to MIL, and include such Regulatory Modifications in the ESInet Services or other 
Services whenever such modifications are mandated or required to meet any Regulatory 
Requirements and are related generally to the then-existing features or functionality of the 
ESInet Services and other Services.  MIL shall notify Vendor of any new state or local 
Regulatory Requirements affecting MIL after becoming aware of such Regulatory Re-
quirements.  Regulatory Modifications shall be at no additional cost to MIL.  Except as 
provided below, Vendor shall provide to MIL fully-tested Regulatory Modifications within 
the time frames required by Law.  If MIL wants Vendor to comply with such Regulatory 
Requirement in a different manner or using different technology than Vendor (and both 
methods would result in compliance with such Regulatory Requirement) and MIL's re-
quested manner of compliance would materially increase Vendor’s costs to provide ESInet

Services, the Vendor Executive Sponsor may raise the issue in the executive briefings and, 
if raised by the Vendor Executive Sponsor, MIL shall:  (a) negotiate an amendment to the 
Contract to increase applicable fees (in an amount not to exceed Vendor's actual costs to 
comply) in good faith; or (b) waive the requirement that Vendor comply with such Regu-
latory Requirement in the manner specified by MIL. 

(c) Conflict of Interest.  Notwithstanding any determination by the Washing-
ton State Executive Ethics Board or other tribunal, MIL may, in its sole discretion, by 
written notice to the Vendor, terminate this Contract if it is found after due notice and 
examination by MIL that there is a violation of the Ethics in Public Service Act, Chapter 
42.52 RCW; or any similar statute involving the Vendor in the procurement of, or perfor-
mance under this Contract, which shall constitute a Vendor Event of Default.  Following a 
Vendor Event of Default as set forth herein, MIL shall have the rights and remedies set 
forth in Section 6.4.  The rights and remedies of MIL provided for in this Section shall not 
be exclusive and are in addition to any other rights and remedies provided by law.  The 
existence of facts upon which MIL makes any determination under this Section shall be an 
issue and may be reviewed as provided in the Article 10 of this Contract. 

11.16 Binding, Irrevocable Offer.  In consideration of MIL agreeing to continue evalu-
ating Vendor as its service provider, Vendor agrees that the signed Contract by Vendor constitutes 
a binding, irrevocable offer to MIL on the terms and conditions set forth herein which shall remain 
in full force and effect through and including September 30, 2016, or such later date as may be 
agreed to in writing by the parties.  The Contract shall only become an effective and binding agree-
ment upon MIL's execution and delivery of a copy of the Contract to Vendor. 

TCS Contract # 0047



SECO Technology Services Contract No. E16-224 

14850 -42- 

11.17 No Construction Against Drafter.  The parties agree that any principle of construc-
tion or rule of law that provides that an agreement shall be construed against the drafter of the 
agreement in the event of any inconsistency or ambiguity in such agreement shall not apply to the 
terms and conditions of the Contract. 

11.18 Attorneys' Fees.  In the event of litigation or other action brought to enforce con-
tract terms, each party agrees to bear its own attorney’s fees and costs.

11.19 Entire Contract; Modifications.  The Contract, together with all of its Schedules, 
Exhibits and Attachments, constitutes the final, complete and exclusive statement of the agreement 
of the parties relative to the subject matter hereof and supersedes all previous or contemporaneous 
oral or written proposals, negotiations, representations or understandings concerning such subject 
matter.  The Contract may be modified only pursuant to a writing executed by Vendor and the MIL 
Executive Sponsor, or his or her designee, in order to be effective against MIL.  The parties ex-
pressly disclaim the right to claim the enforceability or effectiveness of any oral modifications to 
the Contract or any amendments based on course of dealing, waiver, reliance, estoppel or other 
similar legal theory. 
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IN WITNESS WHEREOF, the parties have executed this Technology Services Contract 
as of the Effective Date. 

Approved: Approved:

Washington State Military  
Department  

 TeleCommunication Systems, Inc. 

Sigfred "Ziggy" Dahl, Washington State  Stanton D. Sloane, President 
  E911 Coordinator 

Approved as to Form: Approved:

State of Washington Washington State Military  
Department  

Office of the Attorney General 

Dawn Cortez, Assistant Attorney General  Dan Swisher, Chief Financial Officer 

TeleCommunication Systems, Inc.  

UBI Number: 602134718 
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SCHEDULE 1.3 

DEFINITIONS

"Acceptance Test Plan" is defined in Section 2.3.1. 

"ADA" is defined in Section 11.15(a). 

"Agency" means any agency, office, institution, board, commission or department of the State.  

"APCO" means the Association of Public Safety Commissions. 

"At Risk Amount" is defined in Section 3.3 of Schedule 3.1.1. 

"Cap" is defined in Section 7.2. 

"Change of Control" means:  (a) any transaction or combination of transactions as a result of 
which either a person, an entity or a group of persons and/or entities that customarily has acted in 
concert and that presently is in control of a party ceases to be in control of such party; or (b) the 
sale, transfer, exchange or other disposition (including disposition in full or partial dissolution) of 
fifty percent (50%) or more of the beneficial ownership (as defined in Rule 13(d) of the Securities 
Exchange Act of 1934) of the voting power of a party, or of the assets of such party that constitute 
a substantial or material business segment of such party; or (c) the divestiture, in whole or in part, 
of the business unit or division of:  (i) Vendor that has provided the ESInet Services; or (ii) a 
subcontractor that has provided a substantial or critical component of the ESInet Services. 

"Chronic Service Level Agreements Failure" and "Chronic Service Level Agreements Fail-
ure(s)" are defined in Section 5 of Schedule 3.1.1. 

"Confidential Information" shall mean:  (a) information concerning the other party's business 
affairs, property and methods of "confidential" and/or "proprietary"; and (b) in the case of MIL, 
regardless of whether such information is marked confidential or proprietary:  (i) MIL Data and 
Location Data; (ii) any information and materials relating to Third Party vendors that have pro-
vided any part of MIL's, any County 911 Authority/PSAPs' and/or any Agencies' information or 
communications infrastructure; and/or (iii) any information of MIL, a County 911 Authority/PSAP 
and/or any Agency that is maintained or stored by or through the ESInet Services. 

"Contract" and "Technology Services Contract" means this Technology Services Contract, en-
tered into by and between MIL and Vendor, effective as of the Effective Date, inclusive of all 
Schedules, Exhibits and Attachments. 

"County 911 Authority" means the individual responsible for 911 in the applicable county.   

"Critical Milestone" means those key Deliverables and key events, to be identified in the Contract, 
as significant project-related milestones deliverables and events. 
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"CSRIC" is defined in Section 1.1.5(a). 

"Cutover Plan" is defined in Section 2.3.1. 

"Data Protected by Law" refers to data regulated and/or protected by Law, and includes all Per-
sonal Information. 

"Delay Credits" is defined in Section 2.6.1. 

"Deliverables" means the procedures manual, documentation, designs, diagrams, functional spec-
ifications, technical specifications, schematics, architectural renderings and other documents and 
materials developed or prepared by Vendor, either alone or jointly with MIL.  

"Derivative Works" is defined in Section 8.1. 

"Disabling Code" is defined in Section 5.1.4. 

"Disclosing Party" is defined in Section 8.2. 

"Effective Date" means the date, if any, on which the Contract is counter-signed by MIL. 

"ESInet" is defined in the Recitals. 

"ESInet RFP Response" is defined in the Recitals, and is incorporated into and made a part of the 
Contract.  

"ESInet Services" means the ESInet services that Vendor provides under this Contract, including 
the features and functionalities set forth in the MIL ESInet Requirements. 

"Events of Default" is defined in Section 6.2. 

"Executive Sponsor" is defined in Section 1.1.2. 

"FCC" is defined in Section 1.1.5(a). 

"Force Majeure Event" is defined in Section 11.5. 

"GLB" is defined in Section 11.15(a). 

"HIPAA" means the Health Insurance Portability and Accountability Act of 1996, as amended. 

"Holidays" means those days on which MIL observes a holiday in a particular calendar year as 
published from time-to-time by MIL. 

"Indemnified Parties" and "Indemnifying Party" are defined in Section 9.1. 
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"Independent Auditor" is defined in Section 11.2.5. 

"Information Security Officer" is defined in Section 1.1.5(b). 

"Initial Term" is defined in Section 6.1.1. 

"Intellectual Property Rights" means any and all rights in and to all copyrights, inventions, pa-
tents, trademarks, trade secrets and any other proprietary rights in or to tangible or intangible prop-
erty recognized in any jurisdiction in the world, whether or not registered or registerable. 

"Invoicing Deadline" is defined in Section 4.2.3. 

"Issue" means any of the following: (a) any presently identified event, circumstance or problem 
that adversely affects the ability to meet a Deliverable or milestone (including any Critical Mile-
stone) due date, whether by Vendor, MIL or a Third Party; or (b) any event, problem, difficulty or 
circumstance which affects or may affect the ESInet Services or other Services, including the fail-
ure to meet the Service Level Agreements.   

"Key Personnel" is defined in Section 3 of Schedule 3.4. 

"Law" or "Laws" means all existing and future laws, statutes, regulations, rules, administrative 
codes, ordinances, executive orders, polices, judicial opinions and/or decrees and other decisions 
having the effect of law (and any amendments thereto) by any federal, state or local government, 
authority, department or agency in any location that MIL, PSAP or an Agency conducts business.   

"Location Data" is defined in Section 8.1. 

"Location Services" is defined in Section 3.1.2. 

"MIL" is referenced in the Recitals and means the Washington State Military Department and any 
successors and assigns.   

"MIL Data" means any and all data:  (a) within MIL's possession, custody, or control; or (b) re-
ceived, generated, collected, stored, maintained or processed in connection with the performance 
of the Services (including ESInet Services) or Vendor's other obligations under the Contract, in-
cluding Data Protected by Law, and all information that supports any reports, findings, conclusions 
and recommendations by Vendor to MIL.  For the purposes of the Contract, MIL Data does not 
cease to be MIL Data solely because it is transferred or transmitted beyond MIL's immediate pos-
session, custody, or control.   

"MIL Executive Sponsor" is defined in Section 1.1.2. 

"MIL Policies" is defined in Section 11.14. 
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"MIL ESInet Requirements" means the features, functionalities and requirements set forth in Sec-
tion 7 of the Statement of Work.   

"MIL Security Policies and Procedures" means the MIL, Washington State Office of the CIO 
(OCIO) and other applicable State security policies and procedures.  As of the Effective Date, the 
only MIL Security Policies and Procedures are:  OCIO Policy 141.10 (Securing Information Tech-
nology Asset Standards). 

"MRC" means monthly resource charge set forth in Schedule 4.1.1. 

"NENA" is defined in Section 1.1.5(a), and any successor organization. 

"NG 9-1-1 System" is defined in Section 2.1. 

"Originating Networks" is defined in Section 2.1. 

"Personal Information" means:  (a) MIL Data or Location Data from which a natural person can 
be identified by reference to an identification number, including an individual's Social security 
number, driver's license number or Washington identification card number, or an account number 
or credit or debit card number, in combination with any required security code, access code, or 
password that would permit access to an individual's financial account; or (b) such other definition 
as may be set forth in Personal Information Laws. 

"Personal Information Law(s)" mean any law that regulates the disclosure, handling and/or secu-
rity of Personal Information, including Washington Revised Statutes Section 19.255.010 et seq. 
and 42.56.590 et seq., or any similar federal or state statute or regulation that exists as of the Ef-
fective Date or may be enacted in the future. 

"Production Baselining Period" is defined in Section 4.3 of Schedule 3.1.1. 

"Progress Report" is defined in Section 2.5. 

"Project Plan" is defined in Section 2.3.2. 

"PSAP" means public safety answering point. 

"PSAP Cutover" is defined in Section 2.4.2. 

"PSAP Go-Live" is defined in Section 2.4.3. 

"PSAP Go-Live Date" is defined in Section 2.4.3. 

"RCW" means the Revised Code of Washington. 

"Ready for Cutover" is defined in Section 2.3.4. 
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"Ready for Go-Live" is defined in Section 2.4.2.  

"Receiving Party" is defined in Section 8.2. 

"Regulatory Modifications" are modifications to the ESInet Services that enable the ESInet Ser-
vices to comply with applicable Regulatory Requirements. 

"Regulatory Requirements" means governmental and quasi-governmental Laws, regulatory require-
ments, ordinances, policies, administrative codes, edicts, rules, guidelines and standards in effect as 
of the Effective Date or at any time thereafter and shall include, for purposes of the Contract all Laws 
and regulations related to the use and functions of the ESInet Services by MIL and the general public, 
and all other standards or guidelines established by committees, agencies or other standards-setting 
organizations implementing Regulatory Requirements. 

"Renewal Term" is defined in Section 6.1.1. 

"RFP" is referenced in the Recitals, and includes all updates and supplements to the originally-
issued RFP, along with all clarifications and additional information provided by MIL. 

"Risk" means any potential event that could adversely affect the success (scope, resources, effort, 
quality, or schedule) at a future point in time.   

"Security Event" is defined in Section 8.6.2. 

"Security Policies and Procedures" is defined in Section 1.1.5(a). 

"Service Level Agreements" means the level of performance, as stated in Section 5 of Schedule 
3.1.1, at which Valid is required to perform a particular function, service or subset of the ESInet 
Services. 

"Service Level Agreement(s) Failure(s)" means the failure of the ESInet Services, or any compo-
nent thereof, to operate at a level equal to or greater than the highest level of performance with 
respect to the applicable Service Level Agreement as set forth in Schedule 3.1.1. 

"Service Level Credit" means a credit deducted from the fees paid to Vendor in connection with 
Service Level Agreement Failures, as described in Schedule 3.1.1.   

"Services" means any and all services acquired by or provided to MIL from Vendor, including any 
and all ESInet Services, acceptance services, cutover services and transition services. 

"State" means the state of Washington. 

"Statement of Work" is defined in Section 2.3.1. 

"Subcontractor" is defined in Exhibit 1. 
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"Subcontract Agreement" is defined in Exhibit 1. 

"Subcontractor NDA Contract" is defined in Exhibit 1. 

"Term" is defined in Section 6.1.1. 

"Third Party" or "Third Parties" means persons, corporations and entities other than Vendor or 
MIL. 

"Third Party NDA Contract" is defined in Exhibit 2. 

"Transition Period" is defined in Section 6.6. 

"Vendor" means TeleCommunication Systems, Inc. and any successors and permitted assigns. 

"Vendor Executive Sponsor" is defined in Section 1.1.2. 

"Vendor Project Director" is defined in Section 2.2. 

"Vendor Services Manager" is defined in Section 1.1.4. 

"WUTC" means the Washington State Utilities and Transportation Commission, or any successor 
commission, Agency or other governmental entity. 
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SCHEDULE 2.1 

HIGH-LEVEL SCHEMATIC OF NG 9-1-1 NETWORK
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SCHEDULE 3.1.1 

SERVICE LEVEL AGREEMENTS

1. Commencement of Service Level Agreements Obligations. 

The obligation to meet Service Level Agreements, and MIL's right to receive, and Vendor’s obli-

gation to pay, any Service Level Credits shall commence upon the PSAP Go-Live Date for each 
PSAP.  

2. Service Level Agreement Measurement and Reporting. 

Vendor shall be responsible for monitoring, tracking and reporting on compliance with all Service 
Level Agreements and providing the Service Level Credits for the month or months (or events) in 
which there is a Service Level Agreement Failure. 

Within five (5) business days after the end of each month, Vendor shall report to MIL Vendor's 
compliance with the Service Level Agreements for the prior month.  The SLA compliance report 
must:   

(a)  set forth each Service Level Agreement as stated in this Schedule and the data for 
the prior month reflecting (in numerical values) the actual performance with respect 
to the applicable Service Level Agreement;  

(b)  for any Service Level Agreements that were not met at the highest stated level of 
required performance, a description of the failure, and complete details on the re-
sulting root cause analysis performed with respect to the failure;  

(c)  set forth the Service Level Credit to which MIL is entitled, including how such 
Service Level Credits were calculated;  

(d)  the remediation efforts planned or taken with respect to the failure; and 

(e)  a credit memorandum reflecting the Service Level Credit authorizing the Service 
Level Credit to be creditable on the next invoice.    

The form of the SLA compliance report is attached as Attachment A to this Schedule.   

Unless otherwise indicated, all of the Service Level Agreements shall be measured and reported 
as an average on a monthly basis.   
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3. Service Level Credits. 

3.1 Overview of Service Level Credit Process for Service Level Agreement Failures. 

A. Single Service Level Agreement Failures.  If a Service Level Agreement 
Failure occurs in any calendar month, then Vendor shall provide Service 
Level Credits to MIL equal to the amount of fees paid to Vendor in the 
applicable month times the percentage referenced in the applicable Service 
Level Agreement.       

B. Multiple Service Level Agreement Failures.  If more than one Service 
Level Agreement Failure occurs in a single month, irrespective of whether 
there is a single or multiple causes for such multiple Service Level Agree-
ment Failures, the Service Level Credits corresponding to all Service Level 
Agreement Failures will all be credited to MIL. 

3.2 Invoicing Related to Service Level Agreement Failures.

Vendor shall issue a credit memorandum during each month in which a Service Level 
Agreement Failure has occurred.  If MIL is eligible to receive Service Level Credits in the 
final month of the Term, Vendor shall pay to MIL the amount of such Service Level Credit 
within thirty (30) days after the final day of such month.  

3.3 Service Level Credit At Risk Amount Cap. 

The aggregate maximum amount of Service Level Credits that MIL may receive for all 
Service Level Agreement Failures in any single calendar month shall not exceed fifty per-
cent (50%) of the MRC paid to Vendor in such calendar month (prior to deduction of any 
Service Level Credits) (the "At Risk Amount").   

3.4 Excused Service Level Agreements Failures. 

Vendor will be excused from meeting the Service Level Agreements that are actually and 
adversely affected by any of the conditions or events described below, but only for the 
duration of the time period that any such conditions or events are in effect.  Excused Service 
Level Agreements Failures are:  

(a) those caused by network changes or failures in the Originating Network or 
PSAP for which Vendor is not responsible; and 

(b) those caused by a Force Majeure Event which involves more than one (1) 
point of failure. 
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3.5 Root-Cause Analysis. 

Vendor shall commence performing a root-cause analysis to identify the cause of a Service 
Level Agreement Failure within one (1) hour of the occurrence of such failure, and shall 
complete such root-cause analysis within ten (10) days of the occurrence of such failure.  
In addition to reporting the root cause analysis as part of Vendor's monthly reporting obli-
gations, immediately upon completing the root-cause analysis, Vendor shall provide MIL 
a detailed report concerning the failure and its root cause, and shall take corrective action 
to immediately cure the Service Level Agreement Failure.  Notwithstanding any root cause 
analysis or efforts undertaken by Vendor herein, additional Service Level Agreement Fail-
ures of the same or similar type shall continue to generate Service Level Credits under the 
terms herein. 

4. Additions and Deletions of Service Level Agreements. 

4.1 Additional Service Level Agreements. 

MIL shall have the right to add one (1) or more Service Level Agreements by written notice 
to Vendor not more than twice a year.  The new Service Level Agreements will be estab-
lished in one of the following ways:  

(a) Where Vendor has measured the data underlying the new Service Level 
Agreement, including as part of Section 4.3 of this Schedule, for a period 
of at least three (3) months immediately preceding MIL's request for a new 
Service Level Agreement, MIL can elect to establish a new Service Level 
Agreement at the data point equal to the average monthly performance 
achieved during that three (3) month period, or such other level of perfor-
mance as may be as mutually agreed to by the parties; or 

(b) Where Vendor has not measured the data underlying the new Service Level 
Agreement for a period of least three (3) months immediately preceding 
MIL's request for a new Service Level Agreement, the parties will follow 
the procedures defined in Section 4.3 of this Schedule to develop a baseline 
upon which to establish a new Service Level Agreement.  

Service Level Credits for new Service Level Agreements shall be mutually agreed by the 
parties. 

If Vendor is required to measure a new Service Level Agreement in a manner that would 
materially increase Vendor’s costs, the Vendor Executive Sponsor may raise the issue in 
the executive briefings and, if raised by the Vendor Executive Sponsor, MIL shall:  (c) 
negotiate a change order to increase applicable fees (in an amount not to exceed Vendor's 
actual costs to measure such new Service Level Agreement) in good faith; or (d) waive the 
requirement that Vendor measure such new Service Level Agreement in a manner that 
would materially increase Vendor's costs. 
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4.2 Deletion of Service Level Agreements. 

MIL may request the deletion of any Service Level Agreement upon written notice to Ven-
dor, which notice shall be delivered at least thirty (30) days prior to the date on which such 
deletions to the Service Level Agreement is to be effective. 

4.3 Baseline Period for Proposed New Service Level Agreements.  

For any new Service Level Agreement proposed by MIL to which Section 4.1(b) applies 
(i.e., three (3) months of performance data does not exist for the proposed new Service 
Level Agreement), Vendor shall measure and report the actual performance of the ESInet 
Services in production against the new proposed Service Level Agreement for a period of 
three (3) consecutive months for the purpose of establishing such Service Level Agreement 
(the "Production Baselining Period").     

The new Service Level Agreement established at the end of such Production Baselining 
Period will be equal to the average of the documented monthly performance measured 
during the Production Baseline Period, or such other level of performance as may be as 
mutually agreed to by the parties.  MIL is not entitled to receive, and Vendor is not obli-
gated to pay, Service Level Credits for the applicable new Service Level Agreement until 
the conclusion of the Production Baselining Period. 

5. Event of Default and Termination for Chronic Service Level Agreements Failures. 

A Vendor Event of Default shall be deemed to occur when:   

(a) A Service Level Agreement Failure occurs for the same Service Level Agreement 
set forth below in three (3) consecutive months or for any four (4) months during 
any rolling twelve (12) month period: 

! Ingress-to-Egress Call Delivery; 
! Vulnerability to Single Point-of-Failure; 
! Emergency Call Delivery Accuracy; 
! Continuous Monitoring of Critical Functions; or 
! Alarm to Trouble Ticket Interval. 

(b) The ESInet Service Unavailability Service Level Agreement exceeded 30 minutes 
in any calendar month. 

(c) Service Level Agreement Failure occurs for the ESInet Service Unavailability Ser-
vice Level Agreement in three (3) consecutive months or for any four (4) months 
during any rolling twelve (12) month period. 

(d) MIL is entitled to one hundred percent (100%) of the At Risk Amount in Service 
Level Credits during any three (3) months during any twelve (12) month period.  
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Subsections (a) through (c) are individually referred to as a "Chronic Service Level Agreements 
Failure" and collectively referred to as "Chronic Service Level Agreements Failures".   

6. Service Level Agreements.   

6.1 ESInet Service Unavailability 

6.1.1    Description  

This SLA measures whether the ESInet Service is meeting the Availability requirement of 99.999% (5-9’s) by way of
measuring the period(s) of unavailability (i.e., the ESInet Service is available to receive, process, and deliver (to 
PSAP) a 911 call 99.999 percent of the time, computed monthly). It applies even if no 911 calls are presented to the 
system during any period of unavailability. 

Any failure of all instances of a critical function (i.e., LNG, BCF( inc. SBC if provided), ESRP and ECRF) or infrastruc-
ture such that if any call was presented to that function during the failure would not be processed  or forwarded to any 
destination (i.e., PSAP), is a charge against System Unavailability.  

6.1.2    SLA 

Vendor guarantees ESInet Service Unavailability will not exceed thirty (30) seconds per calendar month. 

6.1.3 Measurement 

ESInet Service Unavailability is measured from the time of either an alarm that provides notification of the outage 
event and/or the report of same by MIL, County 911 Authority and PSAP, until the time that the ESInet Service is re-
stored or operating in accordance with agreed upon specifications and on condition that the Vendor and the MIL 
agree to close the associated trouble ticket(s).  

6.1.4 Credits 

1)  Service restored within 31 to 60 seconds – 10% of MRC  

2)  Service restored within 61 to 300 seconds – 25% of MRC 

3)  Service restoral greater than 300 seconds – 50% of MRC 

If the nature of the outage(s) is partial (i.e., not all PSAPs impacted), the above credits will be prorated on a per af-
fected PSAP basis. 

6.2 Ingress-to-Egress Call Delivery 

6.2.1 Description 

This SLA measures whether 99.999 percent of all calls actually received by the ESInet Service are delivered to an 
egress point (i.e., PSAP) such that they can be properly presented to the PSAP CPE for terminating treatment (e.g., 
answer, announcement, busy signal, etc.). This does not include 1) calls in the setup stage of call processing and 
which are abandoned (by the caller) before the call setup processing has completed, or 2) calls which encounter a 
“ring, no answer” condition, or 3) calls to legacy PSAPs for which all CAMA trunks are currently occupied.

6.2.2 SLA 

Vendor guarantees that no more than 1 call in 100,000, presented to the ESInet, will encounter a condition in which 
the caller is left “high and dry”.
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6.2.3 Measurement 

Comparison of LNG/Originating BCF call logs with PGM/Terminating BCF call logs. 

6.2.4 Credits 

1)  2 to 10 calls in 100,000 – 15% of applicable MRC 

2)  11 to 20 calls in 100,000 – 25% of applicable MRC 

3)  Greater than 20 calls in 100,000 – 50% of applicable MRC 

Note:  Applicable MRC is a prorated calculation based on PSAP impacted versus total PSAPs served. 

6.3 Log Processing 

6.3.1 Description 

This SLA complements the Raw Logging Facility SLA by placing requirements upon the consolidation function. 

6.3.2 SLA 

Vendor guarantees that any failure or impairment of the log consolidation function(s) shall be repaired within 8 hours. 
In the event of a failure of log consolidation, if data can be reasonably derived from other sources that will be deemed 
acceptable and not trigger the need for any credits under this SLA. 

6.3.3  Measurement 

Inspection of the consolidated log files for gaps in the raw updates. (See Section 6.2.21.3). 

6.3.4 Credits 

1)  Loss of consolidation functionality for 8 to 16 hours – 5% of MRC 

2)  Loss of consolidation function for 16 to 48 hours – 10% of MRC 

3)  Loss of consolidation function for more than 48 hours – 15% of MRC 

6.4 Vulnerability to Single Point-of-Failure 

6.4.1 Description 

By design, a highly redundant system can experience failures within the system that have no noticeable impact on 
the service that the system renders. However, when operating with failures present, the system has reduced or lost 
redundancy, and is therefore vulnerable to a service effecting outage in the event of further failures. This SLA is in-
tended to assure full redundancy is restored promptly to reduce and control the risk of a serious service affecting out-
age. 

6.4.2 SLA 

The Vendor shall restore any failed element within the core system that causes a loss of redundancy in the system 
within 4 hours of time that the redundant element failed. For clarity, the system is designed with both local and geo-
graphic redundancy, providing quad redundancy.  Redundancy will be considered lost only when 3 of the 4 redundant 
elements have failed. 
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6.4.3 Measurement 

The Vulnerability clock starts any time a critical component within the core system losses all redundancy. 

Violations will be detected by inspection of the operational logs. 

6.4.4 Credits 

1)  Restoration within twice the SLA limit – 5% of MRC 

2)  Restoration within 10 times the SLA limit – 10% of MRC 

3)  Restoration greater than 10 times the SLA limit – 15% of MRC 

If the loss of redundancy only impacts connectivity to a PSAP(s), the credit will only apply to the MRC for connectivity 
to that PSAP(s).Policy Based Routing as defined in the i3 standard provides a valid form of redundancy for delivery of 
calls to the  PSAP.  If calls cannot be delivered to a PSAP and Policy Based Routing delivers per the established poli-
cies, that will not be considered an outage and will not be subject to SLA penalties. 

The Vendor has 4 hours to restore (at least) some level of redundancy to stop the Vulnerability clock. Failure to re-
store some level of redundancy within the interval is a violation of this SLA. 

6.5 Emergency Call Delivery Accuracy 

6.5.1 Description 

This SLA effectively measures whether the ESInet Service for call routing functions (i.e., ESRP, PRF, and ECRF) is 
functioning correctly. It includes only calls that are misrouted is due to incorrect application processing or provisioning 
and not any calls which are alternate routed (i.e., routed according to a ECRF/PRF rule specified by the 911 Author-
ity. 

6.5.2 SLA 

Vendor guarantees that 99.99 percent of all emergency calls, on a calendar month basis, shall be routed in accord-
ance with the supplied data. 

6.5.3  Measurement 

Violations will be determined by monthly analysis of the consolidated transaction log database.  Calls will be consid-
ered misrouted only to the extent the misroute differs from the authoritative sources: MIL, County 911 authority or 
PSAP. 

6.5.4 Credits  

1)  for misrouting of up to 1 call per 1000 – 10% of applicable MRC 

2)  for misrouting of up to 1 call per 100 – 15% of applicable MRC 

3)  for misrouting more than 1 call per 100 – 20% of applicable MRC 

Note:  Applicable MRC is a prorated calculation based on PSAP impacted versus total PSAPs served 

6.6 Call Quality 

6.6.1 Description 

This SLA measures whether the quality of the call(s) being delivered to the PSAP(s) is the same as that which was 
received by the ESInet Service. 
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6.6.2 SLA 

Vendor guarantees that 99.9 percent of all voice calls shall be delivered with a MOS that is within 0.5 as that which 
was received from the Originating Network.  

6.6.3 Measurement 

Measured by automated voice quality measurement tools on a calendar month basis. 

6.6.4 Credits 

For each calendar month in which calls with reduced MOS exceed 1 per 1000 – 3% of MRC.   

For clarity, call quality will be considered reduced only if the MOS of the call transmitted through the system is re-
duced more than 0.5 as compared to the MOS of the call when received by the system. 

6.7 Scheduled Downtime 

6.7.1 Description 

This SLA imposes a requirement for the prompt update(s) of equipment, components, or processes in the 911 call 
path, but which due to redundancy, are not service effecting. 

6.7.2 SLA 

Vendor shall restore any out-of-service redundant element within 8 hours of being placed in an out-of-service state 
and is single point of failure, unless a greater time is approved by MIL as part of the applicable Method and Proce-
dures (MOP).  A redundant element will be considered lost only when 3 of the 4 redundant elements have failed. 

6.7.3 Measurement 

Measurement will be by log inspection and monitoring system alarms. 

6.7.4 Credits 

1)  Element restoral 8:01 to 12:00 hours – 1% of MRC 

2)  Element restoral 12:01 to 16:00 hours – 3% of MRC 

3)  Element restoral greater than 16:01 hours – 5% of MRC 

6.8 Continuous Monitoring of Critical Functions 

6.8.1 Description 

This SLA reflects that the critical functions within the ESInet Service must be monitored on a continuous (i.e., 
365X24X7) basis.  

6.8.2 SLA 

Vendor guarantees that loss of monitoring capabilities to all, or any portion, of the ESInet shall not exceed 30, cumu-
lative, minutes per calendar month. For further clarity, monitoring may include remote access to the system for and 
the use of remote monitoring will not constitute a loss of monitoring. 
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6.8.3 Measurement 

Inspection of Operational logs. 

6.8.4 Credits 

1)  Loss of monitoring for up to 60 minutes – 5% of MRC 

2)  Loss of monitoring for up to 360 minutes – 10% of MRC 

3)  Loss of monitoring over 360 minutes – 20% of MRC 

6.9 LVF Public Portals 

6.9.1 Description 

If the Vendor has elected to provide the optional LVF and any associated Public Portal, it is important that outside 
entities be able to access these resources regularly. This SLA measures LVF/Public Portal unavailability.  

6.9.2 SLA 

Vendor guarantees that the LVF and any associated Public Portal shall be available for all but eight (8) hours, cumu-
lative, per calendar month. 

6.9.3 Measurement 

Inspection of the operational logs. 

6.9.4 Credits 

1)  Unavailable for 8:01 hours to 16 hours per calendar month – 3% of the applicable MRC 

2)  Unavailable for 16:01 hours to 32 hours per calendar month – 5% of the applicable MRC 

3)  Unavailable for  more than 32:01hours per calendar month – 10% of the applicable MRC 

6.10 Alarm to Trouble Ticket Interval 

6.10.1 Description 

This SLA is intended to ensure that corrective measures are initiated in accordance with the critical nature of the 
ESInet Service. 

6.10.2 SLA 

An automated system or a NOC employee shall create a trouble ticket within fifteen (15) minutes of detection for a 
Critical or Major alarm. The list of alarms applicable to this SLA will be identified in the mutually agreed upon NOC-to-
NOC Operations Guide. 

6.10.3  Measurement 

Measurement is by comparing trouble ticket creation time with the acknowledgment time from the monitoring system 
alarm log, plus the time required to validate the condition. 
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6.10.4 Credits 

For critical and major alarms, if greater than 25% of the alarms: 

1)  Within 30 minutes of alarm – 3 % of MRC 

2)  Within 60 minutes of alarm – 5% of MRC 

3)  Greater than 30 minutes of alarm – 10% of MRC 

6.11 Trouble Ticket to Dispatch Interval 

6.11.1 Description 

This SLA ensures that the Vendor shall dispatch resources, to take the necessary corrective measures, either on-site 
or via remote access, in accordance with the trouble ticket information. For clarity, dispatch means to take measures 
to address the issue identified in the trouble ticket, including trouble shooting or corrective measures taken by tier 1 or 
2 technicians. 

6.11.2 SLA 

Vendor guarantees that for Critical and Major trouble tickets that resources will be dispatched within 30 minutes of the 
trouble ticket creation. While for Minor trouble tickets resources will be dispatched with two hours of the trouble ticket 
creation. 

6.11.3 Measurement 

By comparison of the operational and/or transactional logs and the time the resource arrives on-site (not including 
travel time) or the log-in time of the remote access. 

6.11.4 Credits 

For critical and major trouble tickets, if greater than 25% of the tickets: 

1)  Within 31 minutes to 1 hour of trouble ticket creation – 10 % of MRC 

2)  Within 1:01 to 4 hours of trouble ticket creation – 20% of MRC 

3)  Greater 4:01 hours of trouble ticket creation – 40% of MRC 

6.12 Notifications 

6.12.1 Description 

This SLA ensures that MIL, County 911 Authority and the PSAPs are notified of events that are affecting, or could 
potentially, adversely impact (e.g., loss of connectivity to a particular PSAP) their operations, immediately while mak-
ing allowance for Vendor personnel to address the over-head of initiating remedial action(s).  

6.12.2 SLA 

Vendor guarantees that MIL and any impacted PSAP(s), including the County 911 Authority, will be notified of the 
situation within 30 minutes of the creation of a Critical or Major trouble ticket.   The Critical and Major tickets applica-
ble to this SLA will be identified in the mutually agreed upon NOC-to-NOC Operations Guide.  Any credits applicable 
are to be pro-rated based on the number of affected PSAPs. 
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6.12.3 Measurement 

This SLA shall be measured by comparing the time the trouble is identified with the time that MIL, County 911 Author-
ity and PSAP(s) Management Information System records the call and/or email. SLA is applicable if greater three (3) 
or more incidents occur within any calendar month, wherein the longest response will determine the credit  that ap-
plies. 

6.12.4 Credits 

Critical and Major Notifications: 

1)  Within 15:01 to 30 minutes of trouble ticket creation – 10% of MRC 

2)  Within 30:01 minutes to 1 hour trouble ticket creation – 20% of MRC 

3)  Greater than 1:01 hour of trouble ticket creation – 40% of MRC 

4)  Failure to notify – 100% of MRC 

6.13 Database Updates 

6.13.1 Description 

Updates received from authorized parties ( e.g., MIL,911 Authorities) for GIS, Policy, or ALI databases shall be re-
viewed (as required) and either uploaded into the production system or returned to the originator with notification of 
exceptions that must be resolved before the updates can be processed. It is left to the Vendor’s discretion whether to 
process valid data (incremental) or wait until exceptions/error have been corrected. 

6.13.2 SLA 

Vendor guarantees that data, necessary for proper ESInet operation, received from authorized parties, shall be up-
loaded or returned within: 

For daily activity ALI or GIS data (e.g., MSAG changes, ALI data discrepancies, GIS updates): two (2) business days 

For ESInet-scale data changes (e.g., ESN, NPA/NXX updates): five (5) business days 

For policy updates (e.g., PRF rules): five (5) business days (change control process preferred) 

For pANI steering updates (unless expedited by the CSP): ten (10) business days 

For ALI system changes (such as ALI format to the PSAP) the change will occur via a change control process and is 
not subject to SLA penalties. Initial data loading during the transition period to the new ALI service also is exempt 
from SLA penalties due to the large scale of the change. 

6.13.3 Measurement 

From the time the change was submitted to 1) the change taking effect, or 2) the data being returned for revision. 

6.13.4 Credits 

1)  Up to 2 business days exceeding allowance – 3% of MRC 

2)  From 3 to 5 business days exceeding allowance – 5% of MRC 

3)  Greater than 5 business days exceeding allowance – 10% of MRC 
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SCHEDULE 3.4 

DELIVERABLES, OWNERSHIP, CHANGE ORDERS AND PERSONNEL

1. Deliverables. 

1.1 General.  Vendor shall develop and deliver to MIL the Deliverables identified in 
this Contract, including the Statement of Work, Project Plan, Acceptance Test Plan, Cutover Plan 
and reports related to the ESInet Services.  Following its receipt, MIL will review the Deliverable, 
and if the Deliverable does not conform to its requirements, MIL promptly will notify Vendor of 
the deficiencies, and Vendor promptly will modify the Deliverable and resubmit it to MIL for its 
review.  The process described herein will repeat until the Deliverable conforms to its requirements 
and MIL accepts such Deliverable in writing. 

1.2 Ownership.  Each party (and/or its Third Party licensors) is and shall remain the 
owner of all right, title and interest in and to those of that party's intellectual property rights that 
either existed prior to the Effective Date or that are independently developed by such party on or 
after the Effective Date.  Non-software Deliverables, such as design documents, functional speci-
fications, technical specifications, schematics, reports and architectural renderings developed by 
Vendor for or on behalf of MIL shall be and remain the sole and exclusive property of MIL.  Soft-
ware-based Deliverables shall be and remain, as between Vendor and MIL, the sole and exclusive 
property of Vendor.  Each copyrightable aspect of a MIL-owned Deliverable shall be considered 
a "work-made-for-hire".  Vendor shall not be obligated to deliver any software code (whether in 
object, source or other format) to MIL as part of the provision of ESInet Services; provided, how-
ever, that this shall not change or limit Vendor's obligations to provide MIL Data and/or Location 
Data to MIL as set forth in the Contract. 

2. Change Orders.  If either party believes that a change in the Contract or in the Services or 
Deliverables is necessary or desirable, such party shall submit a written change order to the other 
in the form and format provided by MIL.  With respect to change orders submitted to Vendor by 
MIL, Vendor shall provide its response within three (3) business days (for a simple change request) 
and within ten (10) business days (for a complex change request).  Vendor will comply with MIL’

procedures and methodologies pertaining to the processing of change orders.  The parties shall 
finalize a change order by signing it.  If a change order is not signed by both parties, Vendor shall 
continue to fulfill its obligations as set forth in the Contract. 

3. Vendor Personnel.  Vendor shall provide a sufficient number of qualified personnel to 
perform Vendor's obligations, including such key personnel as may be designated in the Contract 
or otherwise (collectively, the "Key Personnel").  MIL shall have the right to approve all personnel 
assigned to provide Services.  If there are Issues or problems with personnel assigned by Vendor, 
MIL shall bring such Issues or problems to the attention of Vendor to attempt to resolve the situa-
tion.  If Vendor is unable to promptly resolve the situation to MIL's satisfaction, upon MIL's re-
quest, Vendor will remove such personnel and replace such person with another qualified resource.  
Except upon MIL’s prior written consent, Vendor shall not remove or temporarily reassign any 
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Vendor personnel to another account until such time as such personnel have completed all of their 
assigned responsibilities under the Contract. 
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ble MIL ESInet Require-
ments are met and ESInet is 
available for live use. 

2. 
GIS Service 
Available 

GIS service has been 
tested, meets all applicable 
MIL ESInet Requirements, 
all errors, Issues and de-
fects have been cor-
rected/resolved and is 
available for live use. 

$53,788 

3. 
Logging Service 
Available 

Logging service (ECATS) 
has been tested, meets all 
applicable MIL ESInet Re-
quirements, all errors, Is-
sues and defects have been 
corrected/resolved and is 
available for live use. 

$17,610 

4. 
LVF Service 
Available 

LVF service has been 
tested, meets all applicable 
MIL ESInet Requirements, 
all errors, Issues and de-
fects have been cor-
rected/resolved and is 
available for live use. 

$36,233 

5. 
Temporary  
Administration 
Fee*** 

$5,417 Aug-16 

* When Vendor has completed and delivered all tasks, activities and Deliverables for a Payment 
Milestone, Vendor shall provide MIL a Payment Milestone Certification.  MIL shall notify Vendor 

in writing whether Vendor has achieved such Payment Milestone within a fifteen (15) business 

day Payment Milestone Acceptance Period.   

If MIL reasonably believes that Vendor has not completed and delivered all tasks, activities and 
Deliverables for a Payment Milestone, MIL shall provide Vendor with a Payment Milestone No-

tice of Non-Compliance in writing.  Upon receipt of a Payment Milestone Notice of Non-Compli-

ance, Vendor shall resubmit or re-perform the applicable tasks, activities and Deliverables for such 
Payment Milestone as soon as commercially practicable, and the approval process described herein 

shall be repeated until the Payment Milestone is approved by MIL as set forth below.   

If MIL reasonably believes that Vendor has completed and delivered all tasks, activities and De-

liverables for a Payment Milestone, MIL shall notify Vendor in writing that MIL has approved 

such Payment Milestone and Vendor may invoice MIL for the applicable fee.  In the event that the 

Payment Milestone Acceptance Period for a Payment Milestone has expired without MIL provid-

ing a Payment Milestone Notice of Non-Compliance or MIL notifying Vendor in writing that it 

[12a]
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EXHIBIT 1 

SUBCONTRACTOR CONFIDENTIALITY AND NON-DISCLOSURE CONTRACT

This Subcontractor Confidentiality and Non-Disclosure Contract ("Subcontractor NDA Contract") is executed this ____ day of 
__________, 20__, by __________________________________ ("Subcontractor"). 

W I T N E S S E T H: 

WHEREAS, Vendor, a Maryland corporation with a 
place of business at 275 West Street, Annapolis, Maryland 21401 
("Vendor"), and The Washington State Military Department, an 
agency of the state of Washington, with a principal place of business 
at 20 Aviation Drive, Camp Murray, WA 98430-5020  ("MIL"), en-
tered into that certain Technology Services Contract, dated June 24, 
2016 ("Technology Services Contract"); 

WHEREAS, with MIL's prior written consent, Vendor 
and Subcontractor entered into an agreement ("Subcontract Con-
tract") under which, among other things, Subcontractor will provide 
certain of the services and/or deliverables that Vendor is obligated 
to provide to MIL under the Technology Services Contract; and 

WHEREAS, Subcontractor may have access to certain 
confidential and proprietary information of MIL, and Vendor and 
MIL want to protect the confidentiality of any such confidential and 
proprietary information that may be disclosed by Vendor or MIL to 
Subcontractor. 

NOW, THEREFORE, in consideration of the forego-
ing recitals and the mutual covenants contained herein, and for other 
good and valuable consideration, the receipt and sufficiency of 
which are hereby acknowledged, Subcontractor agrees to the fore-
going and as follows: 

1. CONFIDENTIAL INFORMATION

The following terms shall have the meaning as described 
in the Technology Services Contract:  Law(s) and MIL Confidential 
Information. 

2. NON-DISCLOSURE AND RESTRICTED USE OF 
CONFIDENTIAL INFORMATION

2.1 Nondisclosure and Restricted Use.  At all 
times during and after Subcontractor's access to the Confidential In-
formation, Subcontractor will hold the Confidential Information in 
confidence and, except as is required in connection with Subcon-
tractor's performance of its obligations to Vendor, Subcontractor:  
(a) shall not use, copy, disclose or otherwise make the Confidential 
Information available to any other person or entity without the prior 
written consent of MIL; and (b) shall not remove or permit to be 
removed from the Confidential Information any notice placed 
thereon by Vendor or MIL indicating the confidential nature of, or 
the proprietary right of MIL in, the Confidential Information. 

2.2 Data Security.   Subcontractor shall comply 
with MIL's security policies and procedures. 

2.3 Notification Obligation.  If Subcontractor 
becomes aware of any unauthorized use or disclosure of the Confi-
dential Information by any person or entity, Subcontractor promptly 
and fully shall advise Vendor and MIL of all facts known to Sub-
contractor concerning such unauthorized use or disclosure. 

2.4 Return of Confidential Information.  Upon 
the termination of Subcontractor's obligations to Vendor, or at any 

time upon Vendor's or MIL's request, Subcontractor shall promptly 
return to MIL (or destroy provided a written certification of such 
destruction is provided to MIL) all of the Confidential Information 
in Subcontractor's possession, custody or control.  In connection 
with any such return, upon Vendor's or MIL's request, Subcontractor 
shall provide MIL with an affidavit stating that:  (a) Subcontractor 
has returned to MIL all Confidential Information to which Subcon-
tractor had access; (b) Subcontractor does not have any Confidential 
Information, or copies thereof, in Subcontractor's possession, cus-
tody or control; and (c) Subcontractor has not made the Confidential 
Information, or any part thereof, available to any other person or 
entity without the prior written consent of Vendor and MIL.  If Sub-
contractor has made the Confidential Information available to an-
other person or entity without the prior written consent of Vendor 
and MIL, Subcontractor agrees to promptly document the extent and 
nature of such dissemination, including, without limitation, identi-
fying:  (d) what Confidential Information was disclosed; (e) to 
whom the Confidential Information was disclosed; (f) the manner 
and means by which the Confidential Information was disclosed; 
and (g) the date(s) on which such disclosure occurred. 

3. GENERAL PROVISIONS

3.1 Injunctive Relief.  Because of the unique and 
highly confidential nature of the Confidential Information, Subcon-
tractor acknowledges and agrees that MIL may suffer irreparable 
harm if Subcontractor breaches any of Subcontractor's obligations 
under this Subcontractor NDA Contract and that monetary damages 
may be inadequate to compensate for such breach.  Accordingly, in 
addition to any other rights and remedies that may be available to 
Vendor and MIL at law and in equity, Vendor and/or MIL shall be 
entitled to seek enforcement of the provisions of this Subcontractor 
NDA Contract by seeking injunctive relief. 

3.2 Severability.  If any provision of this Subcon-
tractor NDA Contract is determined by a court of competent juris-
diction to be invalid or unenforceable, such determination shall not 
affect the validity or enforceability of any other part or provision of 
this Subcontractor NDA Contract. 

3.3 Waiver.  No delay or omission by Vendor or 
MIL to exercise any right occurring upon Subcontractor's non-com-
pliance or default with respect to any of the terms of this Subcon-
tractor NDA Contract shall impair any such right or power or be 
construed to be a waiver thereof.  A waiver by Vendor or MIL of 
any of the covenants, conditions or agreements to be performed by 
Subcontractor shall not be construed to be a waiver of any succeed-
ing breach thereof or of any other covenant, condition or agreement 
herein contained. 

3.4 Public Disclosures.  Without the prior writ-
ten consent of MIL, which consent may be withheld in MIL's sole 
discretion, Subcontractor shall not make or publish, directly or indi-
rectly, any statements, articles, public or private announcements (in-
cluding, without limitation, any announcement made via e-mail or 
any posting on the Internet or any Vendor website), media releases, 
press conferences, advertising or similar publicity in any form relat-
ing to the fact that the parties have entered into this Subcontractor 
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NDA Contract or that MIL and Vendor have a contractual relation-
ship, the name, image or logo of MIL or any department of the State 
(or any variation or combination of such name, image or logo), as 
well as the name or image of any MIL employee or contractor of 
MIL.  Without limiting the generality of the foregoing, Subcontrac-
tor shall not, without MIL's prior written approval:  (a) make any 
references to third parties that MIL is a customer of Subcontractor 
or Vendor; (b) include or make any reference to MIL or MIL's name 
in any proposals to third parties; or (c) provide MIL contact infor-
mation to existing or prospective customers of Subcontractor or 
Vendor. 

3.5 Governing Law; Jurisdiction.  The Subcon-
tractor NDA Contract, and all the rights and duties of Subcontractor 
arising from or relating in any way to the subject matter of the Sub-
contractor NDA Contract or the transaction(s) contemplated by it, 
shall be governed by, construed and enforced only in accordance 
with the laws of the state of Washington (excluding any conflict of 
laws provisions that would refer to and apply the substantive laws 
of another jurisdiction).  SUBCONTRACTOR AGREES AND 
CONSENTS TO THE SOLE AND EXCLUSIVE PERSONAL 
JURISDICTION AND VENUE OF THE STATE COURTS OF 
WASHINGTON LOCATED IN THURSTON COUNTY.

3.6 Third Party Beneficiary.  MIL and the Agen-
cies of the State which MIL serves are direct and intended third-
party beneficiaries of the terms of this Subcontractor NDA Contract.  
If Subcontractor receives conflicting requests and/or instructions 
from Vendor and MIL with respect to the terms of this Subcontrac-
tor NDA Contract, Subcontractor shall comply with MIL's requests 
and/or instructions. 

3.7 Assignment; Subcontracting.  Subcontractor 
shall not assign the Subcontract Contract or this Subcontractor NDA 
Contract, nor subcontract or delegate any of its obligations under the 
Subcontract Contract or this Subcontractor NDA Contract, without 
the prior written consent of Vendor and MIL. 

3.8 Conflicts of Interpretation.  In the event of 
any conflicts between the terms of this Subcontractor NDA Contract 
and the terms of the Subcontract Contract, the terms of this Subcon-
tractor NDA Contract shall control. 

3.9 Scope of Contract.  The terms and conditions 
of this Subcontractor NDA Contract shall apply to MIL and the 
Agencies of the State which MIL serves, but only as to Confidential 
Information that is disclosed under the Technology Services Con-
tract to Subcontractor hereunder. 

3.10 Exclusive Contract; Modifications.  This 
Subcontractor NDA Contract constitutes the complete and exclusive 
statement of the agreement of the parties with respect to the subject 
matter of this Subcontractor NDA Contract and supersedes all prior 
oral and written proposals, negotiations, representations, promises, 
agreements, warranties or understandings concerning such subject 
matter.  All provisions that by their nature require survival shall sur-
vive after any termination of this Subcontractor NDA Contract or 
Subcontractor's access to the Confidential Information.  This Sub-
contractor NDA Contract may be modified only pursuant to a writ-
ing executed by MIL, Vendor and Subcontractor. 

IN WITNESS WHEREOF, this Subcontractor Confi-
dentiality and Non-Disclosure Contract has been executed on the 
date and year first above written. 

[SUBCONTRACTOR]

By:   

Printed Name:   

Title:    
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EXHIBIT 2 

THIRD PARTY CONFIDENTIALITY AND NON-DISCLOSURE CONTRACT

This Third Party Confidentiality and Non-Disclosure Contract ("Third Party NDA Contract") is executed this ____ day of ________, 
20__, by __________________________________ ("Third Party"). 

W I T N E S S E T H: 

WHEREAS, Vendor, a Maryland corporation with a 
place of business at 275 West Street, Annapolis, Maryland 21401 
("Vendor"), and The Washington State Military Department, an 
agency of the state of Washington, with a principal place of business 
at 20 Aviation Drive, Camp Murray, WA 98430-5020   ("MIL"), 
entered into that certain Technology Services Contract, dated June 
24, 2016 ("Technology Services Contract"); 

WHEREAS, Third Party has obligations to MIL that 
will require Third Party to be granted access to the ESInet Services, 
as such term is defined in the Technology Services Contract and 
such user will be exposed to and has a need to know certain confi-
dential and proprietary information of Vendor; and 

WHEREAS, MIL and Vendor want to protect the con-
fidentiality of any such confidential and proprietary information that 
may be disclosed by Vendor or MIL to Third Party. 

NOW, THEREFORE, in consideration of the forego-
ing recitals and the mutual covenants contained herein, and for other 
good and valuable consideration, the receipt and sufficiency of 
which are hereby acknowledged, Third Party agrees to the foregoing 
and as follows: 

1. CONFIDENTIAL INFORMATION

Vendor Confidential Information shall have the meaning 
as described in the Technology Services Contract. 

2. NON-DISCLOSURE AND RESTRICTED USE OF 
CONFIDENTIAL INFORMATION

2.1 Nondisclosure and Restricted Use.  Third 
Party acknowledges and agrees that Vendor owns all right, title and 
interest in and to the Vendor Confidential Information, and in and 
to all copies thereof, and in and to all of the related trade secrets, 
copyrights, patents and other proprietary rights.  Accordingly, at all 
times during and after Third Party's access to the Vendor Confiden-
tial Information, Third Party will hold the Vendor Confidential In-
formation in confidence and, except as is required in connection 
with Third Party's performance of its obligations to MIL, Third 
Party:  (a) shall not use, copy, disclose or otherwise make the Ven-
dor Confidential Information available to any other person or entity 
without the prior written consent of MIL and Vendor; and (b) shall 
not remove or permit to be removed from the Vendor Confidential 
Information any notice placed thereon by MIL or Vendor indicating 
the confidential nature of, or the proprietary right of Vendor in, the 
Vendor Confidential Information.  The furnishing of the Vendor 
Confidential Information for the limited purposes set forth herein 
does not constitute the grant, option, license, sublicense, assign-
ment, or other form of transfer to Third Party of any rights, title or 
interest in or to such Vendor Confidential Information.  Third Party 
shall not copy, translate, disassemble or decompile, nor create or at-
tempt to create the ESInet Services provided hereunder or use it to 
create a derivative work, unless authorized in writing by Vendor. 

2.2 Notification Obligation.  If Third Party be-
comes aware of any unauthorized use or disclosure of the Vendor 
Confidential Information by any person or entity, Third Party 
promptly and fully shall advise MIL and Vendor of all facts known 
to Third Party concerning such unauthorized use or disclosure. 

2.3 Return of Proprietary Information.  Upon 
the termination of Third Party's access to the ESInet Services, or at 
any time upon Vendor's or MIL's request, Third Party shall return to 
Vendor all of the Vendor Confidential Information in Third Party's 
possession, custody or control.  In connection with any such return, 
upon Vendor's or MIL's request, Third Party shall provide Vendor 
with an affidavit stating that:  (a) Third Party has returned to Vendor 
all Vendor Confidential Information to which Third Party had ac-
cess; (b) Third Party does not have any Vendor Confidential Infor-
mation, or copies thereof, in Third Party's possession, custody or 
control; and (c) Third Party has not made the Vendor Confidential 
Information, or any part thereof, available to any other person or 
entity without the prior written consent of Vendor and MIL.  If Third 
Party has made the Vendor Confidential Information available to 
another person or entity without the prior written consent of Vendor 
and MIL, Third Party agrees to promptly document the extent and 
nature of such dissemination, including, without limitation, identi-
fying:  (d) what Vendor Confidential Information was disclosed; 
(e) to whom the Vendor Confidential Information was disclosed; 
(f) the manner and means by which the Vendor Confidential Infor-
mation was disclosed; and (g) the date(s) on which such disclosure 
occurred. 

3. GENERAL PROVISIONS

3.1 Injunctive Relief.  Because of the unique and 
highly confidential nature of the Vendor Confidential Information, 
Third Party acknowledges and agrees that Vendor may suffer irrep-
arable harm if Third Party breaches any of Third Party's obligations 
under this Third Party NDA Contract and that monetary damages 
may be inadequate to compensate for such breach.  Accordingly, in 
addition to any other rights and remedies that may be available to 
Vendor and MIL at law and in equity, Vendor and/or MIL shall be 
entitled to seek enforcement of the provisions of this Third Party 
NDA Contract by seeking injunctive relief. 

3.2 Severability.  If any provision of this Third 
Party NDA Contract is determined by a court of competent jurisdic-
tion to be invalid or unenforceable, such determination shall not af-
fect the validity or enforceability of any other part or provision of 
this Third Party NDA Contract. 

3.3 Waiver.  No delay or omission by Vendor or 
MIL to exercise any right occurring upon Third Party's non-compli-
ance or default with respect to any of the terms of this Third Party 
NDA Contract shall impair any such right or power or be construed 
to be a waiver thereof.  A waiver by Vendor or MIL of any of the 
covenants, conditions or agreements to be performed by Third Party 
shall not be construed to be a waiver of any succeeding breach 
thereof or of any other covenant, condition or agreement herein con-
tained. 
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3.4 Governing Law; Jurisdiction.  The Third 
Party NDA Contract, and all the rights and duties of Third Party 
arising from or relating in any way to the subject matter of the Third 
Party NDA Contract or the transaction(s) contemplated by it, shall 
be governed by, construed and enforced only in accordance with the 
laws of the state of Washington (excluding any conflict of laws pro-
visions that would refer to and apply the substantive laws of another 
jurisdiction).  THIRD PARTY AGREES AND CONSENTS TO 
THE SOLE AND EXCLUSIVE PERSONAL JURISDICTION 
AND VENUE OF THE STATE COURTS OF WASHINGTON 
LOCATED IN THURSTON COUNTY.

3.5 Third Party Beneficiary.  Vendor is a direct 
and intended third-party beneficiary of the terms of this Third Party 
NDA Contract.  If Third Party receives conflicting requests and/or 
instructions from Vendor and MIL with respect to the terms of this 
Third Party NDA Contract, Third Party shall comply with Vendor's 
requests and/or instructions. 

3.6 Assignment; Subcontracting.  Third Party 
shall not assign, subcontract or delegate any of its obligations under 
the Third Party NDA Contract, without the prior written consent of 
Vendor and MIL. 

3.7 Exclusive Contract; Modifications.  This 
Third Party NDA Contract constitutes the complete and exclusive 
statement of the agreement of the parties with respect to the subject 
matter of this Third Party NDA Contract and supersedes all prior 
oral and written proposals, negotiations, representations, promises, 
agreements, warranties or understandings concerning such subject 
matter.  All provisions that by their nature require survival shall sur-
vive after any termination of this Third Party NDA Contract or Third 
Party's access to the Vendor Confidential Information.  This Third 
Party NDA Contract may be modified only pursuant to a writing 
executed by MIL, Vendor and Third Party. 

IN WITNESS WHEREOF, this Third Party Confiden-
tiality and Non-Disclosure Contract has been executed on the date 
and year first above written. 

[THIRD PARTY]

By:   

Printed Name:   

Title:__________________________________ 
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