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I. INTRODUCTION 

1. CenturyLink Communications, LLC (“CLC”)—indeed the telecommunications industry writ 

large—understands the critical importance of completing 911 calls.  Numerous regulations 

and standards exist for the specific purpose of designing 911 networks in a manner that limits 

the potential for failed calls to emergency services.  In December 2018, CLC experienced an 

outage on one of its transport networks (its Green Network).  During that outage, thousands 

of 911 calls failed to complete in Washington.  The primary question in this case is “Why did 

those calls fail?”  We know this is the right question because in an earlier case involving 

dropped 911 calls, the Commission said,“we must determine whether the 911 calls at issue in 

this proceeding failed as a result of CenturyLink’s noncompliance with the systemic 

requirements ….”1  

2. Since there were two 911 providers providing service in Washington at the time, the answer 

to this question is actually quite simple.  Comtech (which had recently won the contract to 

provide 911 service in Washington) served 47 Public Service Answering Points (“PSAPs”).  

CenturyLink (which had been Washington’s long time 911 provider), continued to serve 15 

PSAPs.  Even though both CenturyLink and Comtech both used the Green Network for some 

of their signaling links, calls to CenturyLink’s PSAPs completed, while thousands of 911 

calls to Comtech PSAPs failed.  The difference: CenturyLink provisioned its SS7 circuits 

with network and supplier diversity, but Comtech did not.  Comtech’s failure to diversify 

circuits violated the most fundamental tenets of both signaling and 911 architecture; 

specifically, signaling and 911 networks are supposed to be designed to complete during a 

network outage.  Comtech—not CenturyLink—is directly responsible for 911 calls not 

completing.  It is not just CLC who says this.  Shortly after the outage, Public Counsel’s 

expert wrote an article about the outage and concluded: “[T]he root cause of CALL failures, 

which is what we and the FCC really care about, was lack of diversity.  That was foreseeable, 

 
1 Docket UT-190209, Order 03 ¶¶ 24-25 (Initial Order) (footnotes omitted). 
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operating systems.  What is important for our review is to ensure that 

CenturyLink has adequate management and oversight systems in place to 

both reduce the risks of such errors occurring and also to have systems in 

place to provide awareness of outages and to restore 911 service as rapidly 

as possible.  The Commission thus requires the Company to take all 

reasonable steps to reduce the foreseeable risks of a 911 outage and to 

deploy systems that will limit, detect, and immediately remedy whatever 

service interruptions occur.”4 

7. Given that the standard is foreseeability—not strict liability—and the event that led to the 

outage on the Green Network was not reasonably foreseeable, fining CenturyLink for calls 

that failed during the outage would be a departure from both Commission precedent and 

fundamental fairness.  For a myriad of reasons set forth below (and in its response to Public 

Counsel’s Motion for Partial Summary Determination), CLC respectfully requests that the 

Commission deny the Complaint in all respects. 

II. STATEMENT OF FACTS 

8. The record in this case is voluminous and technical.  Complexity aside, there are virtually no 

facts in dispute.  All parties agree on that in December 2018 (a) CenturyLink was 

transitioning Covered 911 Service Provider responsibility to Comtech (a/k/a 

TeleCommunication Systems, Inc. or TSYS); (b) Comtech failed to design its SS7 signaling 

network supporting 911 calling in Washington with network/supplier diversity and instead 

placed all four signaling links on the Green Network (unbeknownst to CenturyLink); (c) the 

Infinera Green transport network experienced an outage involving a packet storm; and (d) 

both 911 networks and SS7 networks are supposed to be designed to complete calls during 

such an outage.  There appears little dispute (at least none that is supported by direct 

evidence rather than mere presumption) that even though both Comtech and CLC used the 

Green Network for at least some of their signaling links, because CenturyLink designed its 

SS7 network with diverse circuits, only 911 calls to Comtech-served PSAPs failed in 

Washington as a result of the December 2018 transport network outage.  In other words, 

what caused 911 calls to fail was a lack of diversity in Comtech’s signaling links; something 

 
4 Docket UT-140597, Order 03 ¶ 25. 
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concisely summarized in the introduction to the 2009 statement of work attached to the 911 

contract between CLC’s predecessor and the Washington Military Department (“WMD”).  

The contract described the emergency network as containing the following: “The Emergency 

Services Internet Protocol Network (ESINet) will also allow the transportation of Automatic 

Location Information (ALI) database information meeting the current National Emergency 

Number Association (NENA) standard 4.xx XML format.  This solution must include, but is 

not limited to, network, transport, PSAP interfaces, 911 trunk support, selective routing and 

ALI interfaces.”5  

12. The third network is the signaling network (steps 7a through 7c), which is a separate network 

parallel to the voice network that is used to transmit messages necessary to set up, break 

down and track critical information about the voice calls.6   

13. There were two active 911 networks in Washington at the time of the December 2018 outage 

as WMD was transitioning from CenturyLink to Comtech.  Each operated an emergency 

services internet protocol network (“ESInet”) (CenturyLink’s was ESInet1; Comtech’s was 

ESInet2), and the ESInets were interconnected via an inter-tandem trunk (“ITT”) (step 7d 

above).  Both CenturyLink and Comtech used SS7 protocol for call set up, breakdown and 

related messaging (for calls destined to a Comtech PSAP, the SS7 network is depicted in 

steps 7a-7c above).  The selection of SS7 interconnection was the joint decision of Comtech, 

 
5 Ex. BR-4 at 15. As discussed in paragraph 29 below, Public Counsel badly misconstrues the breadth 

and import of this simple summary of ESInet functions. Public Counsel argues that this 911 solution 

overview created contract and regulatory liability in the event of a single failed 911 call. There is 

absolutely no support for this notion in the agreement itself (which the Commission lacks jurisdiction 

to enforce) or state statute or rule. CLC spelled out the myriad of problems with these contract 

theories in response to Public Counsel’s Motion for Summary Determination, which CLC 

incorporates by reference here. 
6 Turner, Ex. SET-1TC at 15:17-20. 



 

CENTURYLINK COMMUNICATIONS, LLC’S OPENING POST HEARING BRIEF Page 7 

REDACTED 

Shaded Information is Confidential Per Protective Order in Docket No. UT-181051 

CenturyLink and Intrado (CenturyLink’s 911 vendor), with the support of WMD.7  The 

selection of SS7 interconnection is discussed in detail in paragraphs 30-31 below.  Contrary 

to the protestations of Public Counsel witness Brian Rosen, SS7 is commonly-used and 

industry standard.8  Even Staff agrees, extolling the virtues of SS7 as a “very flexible 

technology that can perform many other functions, including transmitting the geographic 

address of a person dialing 911 to the PSAP receiving an emergency call, in order to speed 

the response time of the appropriate public safety agency.”9 

2. The Critical Importance of Geographic, Network and Supplier 

Diversity 

14. When using SS7, calls do not complete if the signaling network is down.  For that reason, 

SS7 is set up in “mated pairs” to ensure network redundancy.10  As Mr. Turner explained, 

“[n]etwork redundancy is implemented by means of ensuring route diversity.  Route diversity 

does not simply mean geographic diversity of the transport facilities for the network.  Its 

meaning is much broader.  It requires that redundant network components must travel on 

different routes not only using diverse transport facilities, but also with no single points of 

failure either from a physical equipment or software standpoint.”11  

 
7 Exs. SJH-4 (WMD responses to CLC DRs 5 and 6), SJH-5C. All “SJH” exhibits are appended to the 

response testimony of CLC witness Jeanne Stockman, who adopted the response testimony of Stacy 

Hartman.  

 WMD admits that it did not insist on IP-based interconnection. Ex. SJH-4 at 3. Moreover, WMD was 

clear that the parties negotiated and collaborated to choose the interconnection design: “Over the 

course of several months, Comtech, CenturyLink, and CenturyLink’s subcontractor Intrado, worked 

together to further develop and refine the interconnection solution, which culminated in a formal 

presentation by all parties to WMD. At the conclusion of the presentation, WMD accepted the 

solution for implementation. The level of collaboration described above, continued for the most part, 

throughout the transition.” Id. at 3-4. 
8 See Turner, Ex. SET-1TC at 44:4-45:20. 
9 Webber, Ex. JDW-1CT at 35:3-6. 
10 Turner, Ex. SET-1TC at 25:2-27:8; Rosen, Ex. BR-1TC at 20:19-21:1 (“In building 9-1-1 systems, I 

generally advise that supplier diversity be used to guard against the kind of failure that occurred 

here.”). 
11 Turner, Ex. SET-1TC at 25:6-11. 
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manmade disaster on a local, regional, and even nationwide basis.”23  

 

• “A best practice when designing connections into an ESInet is to utilize a 

mix of diverse transport mediums, technologies and service providers as is 

operationally and economically feasible. The emphasis on “no single point 

of failure” in 9-1-1 applies to all ESInets. Some considerations that should 

be addressed include:  … Circuit diversity; Network diversity.”24  

19. Indeed, shortly after the December 2018 outage, Mr. Rosen wrote an article stating: 

“[CenturyLink] is a fine network operator, Infinera is generally well thought of. There is no 

reason to think that any other network operator, or any other vendor would be better at this 

kind of thing. They all are dependent on humans, and humans make mistakes. What is wrong 

is relying entirely on CL, or any other single network operator, for all of your paths.”  ”So, to 

me, the root cause of this particular NETWORK failure was coding bugs in the switch 

complicated by the configuration issue. But the root cause of CALL failures, which is what 

we and the FCC really care about, was lack of diversity. That was foreseeable, that was 

preventable, and that is almost universally a critical design fault of 9-1-1 networks, including 

NG9-1-1 networks today.”25  

B. COMTECH, NOT CENTURYLINK, EXPERIENCED A 911 OUTAGE. 

1. All Failed Calls Attributable to the Green Network Outage Were 

Destined for Comtech-Served PSAPs. 

20. Since well before the complaint was filed in December 2020, Staff has been aware that each 

Washington 911 call that failed as a result of the December 2018 transport outage was 

destined for a Comtech-served PSAP. In the fall of 2020, CenturyLink provided Staff two 

detailed 911 call analyses—one for CenturyLink PSAPs and one for Comtech PSAPs—

which broke down by PSAP and hour each attempted 911 call in the state between midnight 

December 27, 2018 and midnight December 29, 2018.26  

 
23 Ex. JDW-67CX at page 40 of 92. 
24 Id. 
25 See Attachment 2C. 
26 Exs. JDW-27C-30C; Hawkins-Jones, Tr. 90:21-92:8. 
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explains, Mr. Webber fails to put forward evidence that calls destined to a CenturyLink-

served PSAP failed as a result of the outage.33 Indeed, Mr. Webber admits he did not 

evaluate the error codes associated with the calls, which would identify the reason for the 

failure.34 Instead, Mr. Webber speculates that there must have been failed calls to 

CenturyLink PSAPs due to a spike in unsuccessful calls.35 The CDR data presented by 

CenturyLink demonstrates that almost all unsuccessful calls to CenturyLink PSAPs were due 

to the caller hanging up.36 Indeed, the CDR data shows these calls reached the PSAP, which 

per se disproves Staff’s suggestion that calls must have failed to reach those PSAPs.37 If 

there was a spike of calls to 911 during those hours—perhaps because of the emergency alert 

sent to smartphones by the State of Washington late in the evening on December 27, 

201838—it would make sense that an unusual number of “test” calls were made by concerned 

citizens, who then hung up having no actual need for emergency services.   

23. Ms. Hawkins-Jones asserts that CenturyLink PSAPs were affected by the outage based on 

emails between herself and five PSAPs regarding the outage.39 What Staff fails to recognize 

is that none of the concerns identified by the PSAPs related to the failure of end user 911 

calls to the PSAP. The concerns all relate to intermittent long distance service interruptions. 

There is no record evidence that CLC was the long-distance carrier for the subject PSAPs 

and there are no allegations in the complaint that CLC violated state law due to intermittent 

 
33 Klein, Ex. CDK-1TC at 11:5-12:9. 
34 Webber, Tr. 200:16-25. 
35 Webber, Ex. JDW-1TC at 54:1-60:9; Webber, Tr. 198:11-199:23. 
36 Klein, Tr. 435:9-23. 
37 Id. 
38 See https://www.geekwire.com/2018/widespread-911-outage-hits-washington-emergency-alerts-sent-

smartphones-friday-night/ (“A 911 outage affected agencies across Washington state on Thursday and 

continued into the early hours of Friday, as people received emergency alerts on their smartphones 

late Thursday evening with alternatives to 911 phone number * * * People in Washington and parts of 

Oregon had tweeted about receiving the emergency alert on their smartphones just past 11:20 p.m. PT 

Thursday…”).  
39 Hawkins-Jones, Exs. JHJ-1TC at 19:3-20:8, JHJ-15, JHJ-16, JHJ-17CT, at 2:7-3:18, JHJ-18. 
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long distance service issues. 

2. Neither Staff Nor Public Counsel Points to Any Failure on the 

CenturyLink 911 Network During the December 2018 Outage. 

24. While this multi-million dollar complaint is focused on 911 service interruptions, the outage 

did not affect or impair any portion of CenturyLink’s 911 network. Looking at Figure 1, 

CenturyLink’s 911 network at the time consisted of the Intrado gateway (where calls were 

received from OSPs), transport to the Intrado selective router, the Intrado selective router, 

transport to the CenturyLink-PSAPs and transport (in the case of Comtech-destined calls) 

from the Intrado selective router to the Intrado gateway.  

25. Staff has not alleged any failure of any of those component parts of the 911 system, and at 

hearing could not identify any.40 Likewise, Public Counsel admits that there is no evidence of 

911 network impairment.41  

26. Instead, Staff and Public Counsel take aim at CLC solely in its capacity as a wholesale 

transport provider, specifically regarding the provision of interstate transport services used 

by Comtech as signaling links in support of ESInet 1 to ESInet 2 interconnection.  With 

regard to those interstate circuits, CLC was (unknown to it) Comtech’s vendor.  Relevant 

here, those transport circuits were not a component of CenturyLink’s 911 network in 

Washington.  

C. MOST WASHINGTON PSAPS HAD TRANSITIONED TO COMTECH BY DECEMBER 

2018. 

1. Transition Timeline 

27. Prior to WMD putting out a request for proposal (“RFP”) in 2015, CenturyLink (CLC and 

affiliates) and its predecessor had been the exclusive 911 provider in Washington for many 

 
40 Hawkins-Jones, Tr. 104:10-108:12 (“Q. Ms. Hawkins-Jones, you understand that this complaint 

addresses not an outage on CenturyLink’s 911 network, but on an outage affecting one of 

CenturyLink’s national transport networks; is that correct? A. Correct.”). 
41 Exs. BR-46X – 50X. 
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years.  WMD and CenturyLink signed their most recent 911 service contract in 2009.42  The 

2009 contract attached a statement of work (“SOW”).  The Introduction to the SOW 

summarized CenturyLink’s NG911 solution as including “network, transport, PSAP 

interfaces, 911 trunk support, selective routing and ALI interfaces.”43  The 2009 

contract/SOW did not contemplate 911 services being transitioned to a successor provider, as 

would happen beginning in 2016.  To that end, it contains no provisions expressing or even 

suggesting that CenturyLink would remain legally and operationally liable for a successor’s 

network operations should WMD award the contract to another provider in the future. 

28. In responding to the RFP, Comtech promised to deliver a 911 solution that “eliminates all 

single points of failure,” was “highly redundant” and utilized “network” and “carrier 

diversity.”44  WMD awarded the RFP to Comtech in 2016. The WMD-Comtech contract 

required that Comtech avoid single points of failure and provide critical network diversity, 

and held Comtech responsible for outages that occurred due to a single point of failure that 

could have been avoided.45  It even contains a service level agreement (“SLA”) requiring 

Comtech to ensure redundancy and to avoid single points of failure.46  The accompanying 

SOW explicitly reinforced the critical importance of redundancy: “In summary, TCS 

implements local redundancy with separate entrance facilities, redundant local area network 

(LAN) links between functional elements, and redundant hardware and software components. 

TCS implements geographic redundancy by deploying geographically diverse data centers 

and by employing carrier diversity, where available, between the MPLS network that 

 
42 Ex. BR-4. 
43 Id. at 15. 
44 Ex. JDW-75X at 161-163. 
45  Ex. JDW-74X at 38 (§ 11.5); Tr. 141:8-142:5. At hearing, Public Counsel’s witness Mr. Rosen 

admitted that placing all signaling links on the same network created a single point of failure (Rosen, 

Tr. 277:2-278:2), and that Comtech’s decision should have never occurred (Rosen, Tr. 294:9-13). Mr. 

Rosen has made clear that the 911 calls in Washington failed because of this lack of diversity. See 

Attachment 2C. 
46 Ex. JDW-74X at 58-59 (SLA 6.4). 
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provides call and data delivery to PSAPs and the MPLS network that provides the network 

and system monitoring.”47  

29. The transition from CenturyLink to Comtech was a three-phase process.  The December 

2018 outage occurred during Phase 1, when individual PSAPs were migrated one by one 

from CenturyLink to Comtech. During Phase 1, all Washington 911 calls were initially 

routed through CenturyLink’s 911 network, with calls being forwarded to Comtech if the call 

was destined for a Comtech PSAP.48  Figure 1 above provides a simplified summary of the 

Phase 1 call flow.  Mr. Klein provided a more detailed version of Figure 1 that shows the 

redundant connections and circuit-specific information.49  As of December 27, 2018, 47 of 62 

PSAPs had been transitioned to Comtech.50 

2. CenturyLink, Intrado, Comtech and WMD Collaborated and 

Cooperated to Develop the 911 Transition Design. 

30. The transition design was a collaboration among CenturyLink, Intrado, Comtech and WMD. 

Comtech, as successor 911 provider, was the project manager, but all elements of the 

transition were discussed and negotiated.  Contrary to Public Counsel’s unsupported 

narrative that CenturyLink dictated design decisions51—most notably the selection of SS7 

interconnection for the two ESInets—the parties worked collectively.52  WMD confirms that 

design decisions were collective and cooperative. See paragraph 13 above.  WMD’s 

 
47 Ex. JDW-75X at 163. “MPLS” is “multiprotocol layer switching.” 
48 Klein, Ex. CDK-1TC at 5:10-6:12. 
49 Id. at 10:7-12; Ex. CDK-4C.  
50 Ex. JHJ-3C at 10. 
51 See Lobdell, Ex. VL-1TC at 5:12-7:9 (summarizing Public Counsel testimony).  Further confirming 

CenturyLink’s lack of dictatorial authority in this process, CenturyLink initially opposed the three-

phase transition design, and expressed concerns about the implications of being in the call flow for 

Comtech-destined 911 calls. Lobdell, Ex. VL-1TC at 4:1-5:3; Ex. VL-2. Ultimately, the three-phase 

approach was reasonable, but its adoption over the concerns of CenturyLink demonstrates that 

CenturyLink did not unilaterally control the transition process or design. 
52 Lobdell, Ex. VL-1TC at 7:10-9:15. 
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Again, there was no follow-up to Comtech over the next fifteen months.137  

69. Yet another opportunity to explore Comtech’s network design was presented in the months 

preceding the complaint. In response to August 2020 data requests, CenturyLink provided 

granular 911 call logs (derived from CDR data) identifying separately for CenturyLink and 

Comtech PSAPs all attempted, successful and unsuccessful 911 calls by hour and by 

PSAP.138 The logs made plain that each Washington 911 call that failed as a result of the 

Green Network outage was destined for a Comtech (not CenturyLink) PSAP. Yet, once again 

this did not prompt Staff to inquire further of Comtech.139  

70. Had Staff investigated Comtech, it would have found volumes of documents directly 

implicating Comtech’s penny-wise, pound-foolish design decisions as the direct and primary 

cause of the 911 outage. Those include Comtech’s discussions with TNS between late 2017 

and mid 2018 discussed at length in paragraphs 43-45 above.140 Because there was no 

attempt to investigate Comtech, this critical information was missing at the time Staff filed 

this multi-million-dollar complaint against CLC.  

2. Staff’s Investigation Report Attaches Materials Demonstrating 

Comtech’s Central Role in the 911 Outage, Yet the Narrative Report 

Ignores Comtech Altogether. 

71. On the day the complaint was filed, Staff filed its Investigation Report, the narrative portion 

of which is attached to Ms. Hawkins-Jones’s direct testimony141 The ostensible scope of the 

investigation and report focused “on issues concerning the technical functionality of the 

statewide network, as well as CenturyLink’s business practices prior to, during, and 

following the outage.”142 The report states that “Staff undertook this investigation to 

 
137  Hawkins-Jones, Tr. 95:21-96:20. 
138  Exs. JDW-27C-JDW-30C. 
139  Hawkins-Jones, Tr. 90:21-92:18. 
140  Ex. SJH-12C at 8-22. 
141  Ex. JHJ-3C. 
142  Id. at 2. 
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focuses exclusively on CLC and ignores even the possibility of Comtech’s responsibility for 

the failed 911 calls. 

3. Ignoring Comtech and Focusing Solely on CLC Defies Staff’s and 

Public Counsel’s Prior Advocacy. 

74. In Dockets UT-140597 and UT-190209 (both Commission 911 outage complaints against 

CenturyLink), Staff and Public Counsel repeatedly asserted that CenturyLink was 

responsible and liable for the actions of Intrado, its 911 services vendor. Ms. Stockman148 

shares numerous examples of Staff and Public Counsel castigating CenturyLink due to 

Intrado’s network/software outages.  

75. For example, Staff ‘s witness testified: “The adequacy and sufficiency of a company’s 

facilities are only as good as the company’s procedures and its overall commitment to 

quality. CenturyLink’s facilities, through its contractor Intrado, were not adequate nor 

sufficient and failed to provide reliable 911 service to Washington consumers.”149  

76. Even if Staff was correct that the Green Network outage was reasonably foreseeable and 

preventable (which it was not), one would expect Staff to have pursued penalties from the 

Covered 911 Service Provider whose 911 calls failed. Instead, Staff to this day seeks to 

deflect any criticism from Comtech and heap it all on to CLC, Comtech’s vendor with regard 

to the impaired signaling links. Staff takes this to an extreme, transparently downplaying the 

importance of network and supplier diversity. For instance, Mr. Webber testifies “both 

Witness Turner and Witness Valence are mistaken in implying that carrier (also known as 

‘supplier’) diversity is an industry requirement for SS7 link diversity in the design of E911 

networks, and neither of them point to a Commission Order, Rule, or industry standards 

 
148  See Stockman, Ex. JWS-1TC at 13:4-18:8. 
149 Docket UT-190209, Turcott Rebuttal at 7. Public Counsel’s witness testified in identical fashion: “As 

the sole provider of 911 service, CenturyLink is responsible for the 911 system in Washington. The 

outage resulted from a defect in a portion of the 911 system that CenturyLink’s third-party vendor 

controlled, and as a result, the responsibility rests with CenturyLink.” Docket UT-140597, Bergman 

Direct, at 17. See Stockman, Ex. JWS-1TC at 15:3-16:14. 
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document that binds TSYS to such a standard.”150 This is wrong and even controverted by 

Mr. Rosen, Public Counsel’s expert. It is inconceivable that if CenturyLink had knowingly 

rejected the opportunity to create or maintain network diversity on critical circuits, and that 

decision led directly to thousands of failed 911 calls in Washington, Staff and Public Counsel 

would turn a blind eye and shrug it off. 

4. During This Complaint Proceeding, Staff Resisted Third Party 

Discovery to Comtech. 

77. Staff’s cognitive dissonance concerning Comtech’s responsibility persisted even after the 

complaint proceeding began. Given the need to explore Comtech’s network and other 

information Comtech alone held, CLC filed a motion for third party discovery of Comtech 

and TNS in July 2021. Staff opposed the motion, arguing that it would be prejudiced due to 

the proximity of its direct testimony deadline.151 CLC’s motion was denied and Staff moved 

to suspend the schedule a week later on unrelated grounds, suggesting that its opposition to 

third party discovery had nothing to do with the proximity of its testimony deadline.152 If 

Comtech had not intervened in the case in July 2021, the critical facts and communications 

uncovered by CLC and others in discovery in this case would have never come to light. 

78. Overall, Staff’s investigation was myopically focused on CenturyLink, and never allowed for 

any possibility other than that CenturyLink was responsible for the 911 outage. The record 

clearly indicates otherwise, but only thanks to CLC’s persistence in demanding information 

from Comtech. 

III. STATEMENT OF ISSUES 

79. A. Whether the Commission has jurisdiction to scrutinize and regulate CLC’s national 

transport network and, more specifically, the interstate transport circuits leased by Comtech. 

 
150  See e.g., Webber, Ex. JDW-33CT at 14:12-16 (footnotes omitted). 
151  Commission Staff Response to Motion for Third Party Discovery at 2. 
152  Commission Staff Motion to Suspend Procedural Schedule. 
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80. B. Whether Staff and Public Counsel have even attempted to meet the Commission’s 

standard of proof in this complaint proceeding. 

81. C. Whether thousands of 911 calls failed in Washington in December 2018 primarily due to 

an outage on the Green Network or primarily due to Comtech’s faulty signaling network 

design.  

82. D. Whether there is sufficient evidence to support a finding that CLC violated RCW 

80.36.080 (First Cause of Action) when the Green Network outage itself was neither 

reasonably foreseeable nor predictable, and when failed 911 calls were primarily the result of 

Comtech’s network design (not the Green Network outage). 

83. E. Whether there is there is sufficient evidence to support a finding that CLC violated RCW 

80.36.220 (Second Cause of Action), a statute that bears no connection to the December 

2018 outage, when there is no proof of discriminatory or neglectful refusal to transmit 

messages. 

84. F. Whether there is sufficient evidence to support a finding that CLC violated WAC 480-

120-412 (Third Cause of Action) when there was no “Major Outage” affecting any of the 

fifteen CenturyLink-served PSAPs. 

85. G. Whether there is sufficient evidence to support a finding that CLC violated WAC 480-

120-450 (Fourth Cause of Action) when there is no evidence that CLC (in its capacity as an 

OSP) failed to provide 911 dialing functionality to its local customers. 

86. H. Whether, applying the Commission’s enforcement guidelines, there is any basis for 

assessing penalties against CLC even should the Commission find technical non-compliance 

with any of the cited statutes or rules. 
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IV. DISCUSSION 

A. THE COMMISSION LACKS JURISDICTION TO SCRUTINIZE OR REGULATE CLC’S 

PROVISION OF INTERSTATE SERVICES ON ITS NATIONAL TRANSPORT 

NETWORK. 

87. Staff alleges that CLC violated Washington law by virtue of a packet storm that occurred in 

December 2018 on the Green Network, as Comtech was relying on four circuits riding the 

Green Network (one of six national transport networks operated by Lumen) as signaling links 

in support of its 911 network in Washington. Beyond any dispute (see footnote 91 above), 

those circuits were interstate, connecting locations in Los Angeles, Phoenix, Las Vegas and 

Seattle. Not only were they interstate, but CLC had no idea what Comtech planned to use the 

circuits for, let alone for SS7 to support 911 calling in Washington.  

88. Through the complaint, Staff asks the Commission to scrutinize CLC’s provision of interstate 

services on a national transport network. Staff does not address any intrastate services 

provided by CLC. Setting aside for a moment that Comtech made numerous questionable, 

short-sighted decisions that led directly to 911 call failures, the Commission lacks 

jurisdiction to regulate CLC’s interstate services. 

89. The Commission lacks jurisdiction over interstate services. In Re AT&T Commc’ns of the 

Pac. Nw., Docket UT-033035, Order 04, ¶44 (“AT&T’s proposed language would 

encompass facilities-access purchased out of federal tariffs over which the Commission lacks 

jurisdiction.”) (citing 34th Supplemental Order; Order Regarding Qwest’s Demonstration of 

Compliance with Commission Orders, Investigation Into U S WEST Communications, Inc.’s 

Compliance With Section 271 of the Telecommunications Act of 1996; U S WEST 

Communications, Inc.’s Statement of Generally Available Terms Pursuant to Section 252(f) 

of the Telecommunications Act of 1996, Dockets UT-003022, UT-003040, ¶ 22 (May 2002) 

(affirmed Docket UT-033035, Order 05, ¶19); MilleniaNet Corp. v. Pennsylvania Pub. Util. 

Comm’n, No. 990 C.D. 2008, 2009 WL 9104922 (Pa. Commw. Ct. Apr. 30, 2009) 

(complaint dismissed because the “the PUC does not have jurisdiction over interstate 
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complaint recommended by the Staff pursuant to WAC 480-07-307, and given that the Staff 

seeks to punish CLC by issuing fines, the standard of proof is arguably by clear and 

convincing evidence.  See Nguyen, 29 P.3d at 689 (citing Mathews v. Eldridge, 424 U.S. 319 

(1976)).  

93. Jurisdictional issues aside, Staff and Public Counsel are well aware that the statutes and rules 

they rely on in this case do not impose strict liability. Instead, there must be sufficient record 

evidence to establish that CLC violated RCW 80.36.080, RCW 80.36.220, WAC 480-120-

412 and/or WAC 480-120-450. 

94. In the most recent 911 outage complaint case, Docket UT-190209, the Assigned ALJ made 

this point crystal clear regarding RCW 80.36.080. 

“Staff and Public Counsel essentially argue that the mere existence 

of the outage is sufficient to prove the alleged violations and 

supports up to the maximum statutory penalty for each of the 

uncompleted calls. The Commission, however, has never 

interpreted the statute to impose strict liability for 911 call 

incompletion. Companies must adequately maintain their networks 

and make all reasonable efforts to provide safe, modern, and 

efficient service, minimize the risk of disruptions, and quickly 

detect and remedy any outages. Failure to comply with those 

requirements results in liability. Meeting those obligations does 

not.”153 

“The Commission, however, has never required perfection for a 

service provider to be in compliance with Commission rules. 

Rather, a company is responsible for call failures only to the extent 

that it has not taken all reasonable measures to prevent, limit, and 

remedy them.”154  

95. Notwithstanding this very clear articulation that RCW 80.36.220 does not impose strict 

liability, Staff and Public Counsel continue to press strict liability theories in this case. Both 

argue that CLC per se violated RCW 80.36.220 by virtue of not closing the IGCC on the 

Green Network. Yet, neither addresses the reasonable foreseeability or preventability of the 

 
153 Docket UT-190209, Order 03 ¶28 (emphasis added) (Initial Order). 
154 Id. ¶29 (emphasis added) (Initial Order). 
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precursor packet malformation involving four packets combining, exceeding 64-bytes in size 

and retaining header information sufficient to allow the distorted packet to enter the IGCC.  

96. That bizarre malformation—one that neither Infinera nor any other expert in this case has 

ever seen occur—was what led to the eventual packet storm. Yet, Staff and Public Counsel 

refuse to evaluate or assign significance to the unprecedented, one in a billion nature of the 

malformation. In fact, Staff expert Akl (despite being hired to provide an “independent 

evaluation of ... the causes of the outages on CenturyLink’s Communications, LLC’s 

(CenturyLink) Red Network in February 2018 and Green Network in December 2018, as 

well as the relationship between those two events” (Ex. RA-1CT at 1)) was tasked with only 

considering the propriety of keeping the IGCC open, and didn’t (and refused to) consider the 

foreseeability of the precursor packet malformation.155 At hearing, Public Counsel admitted 

that it is important and necessary for the Commission to consider the probability of the 

packet malformation,156 yet neither it nor Staff did so at any point in this case. Instead, they 

focus solely on the company’s decision to follow Infinera’s guidance not to close the IGCC 

on the Green Network, and argue (in Mr. Rosen’s terms) that “[b]ad packets happen” and 

thus the Commission need not evaluate whether the particular malformation was reasonably 

predictable.157  

 
155  Ex. RA-13CX at 121-125. 
156 Ms. Chase flatly acknowledged the importance of this determination. Chase, Tr. at 258:25-259:6 (“Q. 

Do you -- from your perspective, is it important for the Commission to evaluate the foreseeability of 

the particular packet malformation? A. Well, that is one of the Commission's enforcement criteria, is 

one of the 11 enforcement criteria, is to consider the foreseeability of the event.”). 
157  Rosen, Ex. BR-30CT at 16:17-18. 
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C. THOUSANDS OF WASHINGTON 911 CALLS FAILED IN DECEMBER 2018 DUE TO 

COMTECH’S SIGNALING NETWORK DESIGN. 

97. Any incident—in this case thousands of uncompleted Washington 911 calls in December 

2018—has numerous “causes,” if causes are defined as the chain of events that occurred 

leading up to the incident. Taken to an absurd extreme, one “cause” of the December 2018 

outage was WMD’s selection of Comtech as CenturyLink’s 911 provider. Had there been no 

transition to Comtech, the Phase 1 network would not have been in place and Comtech’s 

signaling network (if it would have even operated one in support of Washington calling) 

would not have impacted 911 calling. Equally uncompelling as a direct “cause” is Public 

Counsel’s assertion that the selection of SS7 interconnection of the two ESInets was to blame 

for the outage.158  

98. One could list thousands of precursor events (individual dominos that had to fall to lead to 

the outage), but that exercise is largely pointless. Instead, the Commission should identify the 

primary cause of the outage.159 See Rose Monroe v. Puget Sound Power & Light Co., U-85-

70, 1986 WL 1301221 (Wash. U.T.C. Mar. 6, 1986) (subjecting an electrical provider to 

penalties under RCW 80.04.380 for violations beginning on the date of the “proximate 

cause” of a wrongful power disconnection, despite prior events that could have also “caused 

confusion” to the complainant but were not the primary cause of the outage). In that case, the 

Commission sifted through numerous events and potential causes and concluded “[i]n this 

case it is important to focus on the incident which caused greatest prejudice to the 

 
158  See Rosen, Ex. BR-1CT at 21:11-25:5.  Setting aside the Mr. Rosen’s unsupported claim that 911 

calls failed because the ESInets were interconnected via SS7 rather than IP, Mr. Rosen ignores that 

Comtech ultimately recommended an SS7 solution Ex. SJH-5C. He also admits that none of the 

parade of horribles outlined in his testimony (regarding the added complexity of IP:TDM 

conversions) occurred during the December 2018 outage. Ex. BR-61X (“Does Mr. Rosen assert or 

believe that the 911 calls that failed during the December 2018 outage failed as a result an error in the 

conversion from IP to TDM, or from TDM to IP? * * * Response: No.”). 
159  As discussed in greater detail in the following section, the Commission views its role as determining 

“whether the 911 calls at issue in this proceeding failed as a result of CenturyLink’s noncompliance 

with the systemic requirements in RCW 80.36.080. Only if we find such noncompliance could the 

Commission hold CenturyLink liable for * * * statutory violations.” Docket UT-190209, Order 03 

¶¶24-25 (Initial Order) (footnotes omitted; emphasis added). 
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complainant… .” To that end, the record is clear that Comtech’s knowingly faulty signaling 

network design was the primary cause, the factor “which caused greatest prejudice.”  

99. As described above, Public Counsel’s witness has already published an article on this exact 

outage and stated that “the root cause of CALL failures, which is what we and the FCC really 

care about, was lack of diversity. That was foreseeable, that was preventable, and that is 

almost universally a critical design fault of 9-1-1 networks, including NG9-1-1 networks 

today.” See paragraph 2 above. 

100. Staff and Public Counsel ask the Commission to ignore the obvious and focus only on what 

caused the outage on the Green Network: the exact issue Staff asked Dr. Akl to opine 

about.160 In fact, that’s generous, as they only want the Commission to examine half of even 

that question (the open IGCC), ignoring the unforeseeability of the particular packet 

malformation that preceded the packet storm. Respectfully, this is the wrong question. The 

question is not what caused the outage on the Green Network, but what caused 911 calls to 

not complete to Comtech-served PSAPs. Just as Mr. Rosen’s article argues, the 

Commission’s own decisions recognize that call completion is the issue: “a company is 

responsible for call failures only to the extent that it has not taken all reasonable measures to 

prevent, limit, and remedy them.”161 Staff never considered this issue; indeed, Dr. Akl 

admitted that he was not retained to examine the question of why 911 calls did not 

complete.162 Staff offers no insight as to whether Comtech’s actions may have been the 

reason why 911 calls did not complete. Public Counsel, which acknowledges that Comtech 

made serious errors, likewise asks the Commission to ignore Comtech. As recently as the 

evidentiary hearing, Public Counsel took the position that Comtech’s network design is 

 
160  Akl, Tr. 218:2-25. 
161 Docket UT-190209, Order 03 ¶ 29 (emphasis added) (Initial Order). 
162  Akl, Tr. 218:21-25. 
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be modern, adequate, sufficient and efficient.” 

104. In the prior two 911 outage cases, the Commission has explained the standard of proof to 

sustain a finding that a telecommunications company has violated the statute:166 

“The statute is framed in terms of system integrity: 

telecommunications company services must be rendered promptly, 

expeditiously, and efficiently; company facilities and equipment 

must be safe and in good condition and repair; and service must be 

modern, adequate, sufficient, and efficient. A deficiency on any of 

these grounds often will impact the completion or quality of 

customers’ calls. Call incompletions, in and of themselves, are not 

necessarily statutory violations. But if a systemic company, 

service, or network deficiency results in uncompleted calls, each 

such call is a separate violation of applicable law.  

Accordingly, we must determine whether the 911 calls at issue in 

this proceeding failed as a result of CenturyLink’s noncompliance 

with the systemic requirements in RCW 80.36.080. Only if we find 

such noncompliance could the Commission hold CenturyLink 

liable for 222 statutory violations. The Commission provided 

guidance on making this determination in its order approving the 

settlement agreement in Docket UT-140597:  

No system is foolproof, whether it depends on computers, 

people, or a combination of both. Errors will inevitably 

occur in software coding, for example, both in its 

development and in its deployment in actual 911 operating 

systems. What is important for our review is to ensure that 

CenturyLink has adequate management and oversight 

systems in place to both reduce the risks of such errors 

occurring and also to have systems in place to provide 

awareness of outages and to restore 911 service as rapidly 

as possible. 

The Commission thus requires the Company to take all 

reasonable steps to reduce the foreseeable risks of a 911 

outage and to deploy systems that will limit, detect, and 

immediately remedy whatever service interruptions occur.” 

105. Staff and Public Counsel, ignoring the Commission’s clear guidance that RCW 80.36.080 

does not impose strict liability simply by virtue of call incompletions, woefully fail to 

 
166 Docket UT-190209, Order 03 ¶¶ 24-25 (Initial Order) (footnotes omitted) (citing UT-140597 Order 

03 ¶ 25).  
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establish that CLC violated the statute.  

1. The Limited Scope of Staff’s and Public Counsel’s Allegations 

106. Staff and Public Counsel limit the scope of their allegations to whether CLC acted with 

reasonable diligence in the management of its national transport network by not closing the 

IGCC on the Green Network. As an initial matter, it is important to note what is not at issue 

in this case. First, there are no allegations against Qwest Corporation or other ILEC affiliates. 

While Staff tried unsuccessfully to amend the complaint 16 months into the case, that attempt 

was rejected by the Commission.167 Second, there are no allegations or evidence of any errors 

or failed calls on CenturyLink’s 911 network. Every 911 call that failed during the Green 

Network outage was destined for a Comtech-served PSAP and failed because of signaling 

issues on “Comtech’s side of the network.”168 Finally, there are no allegations or evidence of 

faulty equipment or practices by CLC. The only allegation underpinning this first cause of 

action is that CLC acted unreasonably by not closing the IGCC. 

2. The Packet Storm on the Green Network Was Not Reasonably 

Predictable or Preventable.  

107. As noted above, Staff and Public Counsel ask the Commission to ignore every fact in this 

case other than the Infinera-CLC decision not to close the IGCC on the Green Network. 

Attachment 1C presents a timeline of the critical events that led to the December 2018 

outage, yet, as described above, Staff and Public Counsel focus exclusively on the two green 

shaded facts, both relating to the IGCC. Staff and Public Counsel have not established that 

the packet storm was reasonably foreseeable or preventable.  

108. Staff and Public Counsel entirely ignore the bizarre and unprecedented nature of the Green 

Network packet malformation. Given that the Green Network was designed to block all 

messages 64-bytes in size or smaller, unless it was reasonably foreseeable that multiple 

 
167 See Order 05 (April 26, 2022).   
168 Ex. SJH-12C at 8. 
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what actually happened and led to the packet storm. Neither bothered to analyze the 

malformation or proffered any evidence that it was reasonably foreseeable or predictable. 

E. THERE IS NOT SUFFICIENT EVIDENCE TO ESTABLISH THAT CLC VIOLATED 

RCW 80.36.220 (SECOND CAUSE OF ACTION). 

109. Staff and Public Counsel also demand millions of dollars in penalties from CLC for alleged 

violations of RCW 80.36.220, which provides in relevant part: “Telecommunications 

companies shall receive, exchange and transmit each other’s messages without delay or 

discrimination, and all telecommunications companies shall receive and transmit messages 

for any person.” 

110. Aside from the demand for enormous penalties, neither Staff nor Public Counsel addressed 

this claim in pre-filed testimony or at hearing. There is simply no evidence that CLC delayed 

transmitting, discriminated in the transmission of or neglected to transmit the messages of 

another telecommunications company. In fact, Public Counsel witness Chase admitted each 

of these facts at hearing:172   

 Q. On page 18, you specifically, at line 10, you recommend that the 

Commission penalize CenturyLink Communications, as revised, 

$5,376,000 for violation of RCW 80.36.220; is that correct? 

 A. Yes, that’s correct. * * * 

 Q.  Do you or Mr. Rosen testify about the substance of that claim at 

all? 

 A. No. There is not anything in my testimony that addresses the -- or 

makes a legal conclusion about that statute. * * * 

 Q. Okay. Let me ask my question again because I think that may 

not have been clear. Do you have any evidence that CenturyLink 

discriminated in transmitting messages? 

 A. I do not have evidence of discrimination specifically. 

 Q. Okay. Any evidence that CenturyLink neglected to transmit 

message of another telecommunications provider? 

 A. I do not have evidence of neglect. 

111. In addition to failing to proffer any evidence that CLC violated RCW 80.36.220, Staff and 

 
172 Chase, Tr. 264:9-265:23. 
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Public Counsel fail to even explain the relevance or application of the statute. As Ms. 

Stockman explains, their total silence on the cause of action prejudiced CLC’s ability to 

defend against the demand for millions in penalties.173   

112. This refusal to explain the relevance of RCW 80.36.220 likely stems from the fact that the 

statute bears no connection to the Comtech 911 outage. The statute, which dates back in 

Washington to 1890, has never been relied upon or applied in any reported Commission case 

that CLC could locate. The few reported Washington court cases mentioning the statute are 

over 100 years old and relate to the failure to deliver telegrams. See Martin v. Sunset Tel. & 

Tel. Co., 18 Wash. 260 (1897); Norman v. Western Union Tel. Co., 31 Wash. 577 (1903); 

Corcoran v. Postal Telegraph-Cable Co., 80 Wash. 570 (1914). CLC could not find a single 

case decided by the Commission or a Washington court in which the statute was applied to a 

telecommunications outage.  The Commission should reject Staff’s unsupported and 

unexplained second cause of action. 

F. THERE IS NOT SUFFICIENT EVIDENCE TO ESTABLISH THAT CLC VIOLATED 

WAC 480-120-412 (THIRD CAUSE OF ACTION). 

113. Staff and Public Counsel allege fifteen violations for the alleged violation of WAC 480-120-

412, which requires that “[w]hen a company receives notice of or detects a major outage, it 

must notify the commission and any PSAP serving the affected area as soon as possible.” 

(emphasis added) 

114. Succinctly put, the rule is inapplicable because there was not a “major outage” (as that term 

is defined by Commission rule) in any of the fifteen PSAPs CenturyLink was still serving. 

Absent a major outage, there was no notice obligation. “Major outage” is defined by WAC 

480-120-021 as “a service failure lasting for thirty or more minutes that causes the disruption 

of local exchange or toll services to more than one thousand customers; total loss of service 

to a public safety answering point or emergency response agency; intercompany trunks or 

 
173 Stockman, Ex. JWS-1TC at 46:12-47:5. 
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provider that their calls might not go through during the incident.”176 The obligation to give 

notice to PSAPs, rests with the Covered 911 Service Provider, which was Comtech for the 47 

PSAPs that experienced call completion issues.  

117. These novel theories attempt to re-write WAC 480-120-412; the Commission should give 

them no weight. As a practical matter, notifying unaffected PSAPs would be confusing, and 

notifying PSAPs being served and notified by Comtech would be both confusing and 

duplicative. The Commission should reject Staff’s unsupported third cause of action.  

G. THERE IS NOT SUFFICIENT EVIDENCE TO ESTABLISH THAT CLC VIOLATED 

WAC 480-120-450 (FOURTH CAUSE OF ACTION). 

118. Staff and Public Counsel also demand millions of dollars in penalties from CLC for alleged 

violations of WAC 480-120-450, which requires: “(1) Local exchange companies (LECs) 

must provide enhanced 9-1-1 (E911) services including: (a) For single line service, the ability 

for customers to dial 911 with the call and caller’s ELIN transmitted to the E911 selective 

router serving the location associated with the ERL for that line.”  

119. The rule says nothing about outages and does not impose per-call penalties in the event of 

failed 911 calls. This is not merely CLC’s position; it was stated clearly by the ALJ in 

Docket UT-190209 in the order rejecting Staff’s claims based on the same rule: “[t]hat 

requirement, like the statute [RCW 80.36.080], is a general obligation that does not expressly 

require the LEC to complete each and every call.”177 

120. Much like the second cause of action, Staff and Public Counsel seek astronomical penalties, 

yet never proffered evidence, discussed or explained the claim in testimony or at hearing. 

They also fail to explain how the rule applies to CLC, which sits as a respondent in this case 

in its capacity as an interexchange carrier due to an outage on a national transport network, 

and not in its capacity as a local exchange carrier. The rule explicitly governs the conduct of 

 
176 Rosen, Ex. BR-1CT at 17:7-10. 
177 Docket UT-190209, Order 03 ¶29 (Initial Order). 
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Commission in evaluating this second enforcement factor. Moreover, CLC was not involved 

in any “design decision.” It simply provided circuits to Comtech and TNS without any 

knowledge of how they would be used. The design decision was exclusively Comtech’s. 

Staff’s and Public Counsel’s desire to reframe the factor to fit their version of the facts 

should be rejected, as should be their demand for penalties. 

124. Perhaps the most important enforcement factor to be considered in the unusual circumstances 

of this case is the seventh, the likelihood of recurrence. This factor alone precludes the 

assessment of penalties against CLC. CenturyLink is no longer the 911 provider in 

Washington, and thus penalizing it in connection with the December 2018 outage (which was 

primarily caused by Comtech) would defy the Commission’s stated scope and purpose of its 

penalty authority. 

125. The ALJ in Docket UT-190209 made this exact point. In that order, the ALJ stated: 

“Even if we were to conclude that the outage violated RCW 80.36.080 and WAC 

480-120-450(1), we would not assess a penalty for the violations.  ‘The 

Commission’s ultimate objective in any enforcement action is to obtain 

compliance with applicable law.’ [footnotes omitted] Penalties primarily provide 

an incentive to comply with legal requirements.  * * * CenturyLink no longer 

even provides 911 service under contract with WMD. Assessing penalties under 

these circumstances would provide no incentive whatsoever for CenturyLink to 

comply with applicable law.”182 

126. Neither Staff nor Public Counsel offers any intelligible explanation as to how CLC could be 

the primary cause of a future 911 outage when it and its affiliates are no longer the state’s 

911 provider. Ms. Chase gives it a try, claiming that “because the Company’s underlying 

network supports emergency services in Washington, another outage remains possible.”183 

She is fuzzy about what “Company” or what “underlying network” she is referring to. To the 

extent she is arguing that the Commission should closely scrutinize and micromanage CLC’s 

national transport network(s) because Comtech may be using interstate circuits in support of 

 
182 Docket UT-190209, Order 03 ¶30 (Initial Order) (emphasis added). 
183 Chase, Ex. SKC-1T at 14:3-5. 
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a flawed network design, that position raises jurisdictional concerns and also inexplicably 

immunizes Comtech from responsibility for the design of its own network. Nevertheless, Ms. 

Chase does not offer enough detail for CLC or the Commission to understand Public 

Counsel’s position. Absent the likelihood of recurrence, penalties are inappropriate. Ms. 

Chase’s argument also ignores that CLC closed the IGCC on the Green Network following 

the December 2018 outage, thus eliminating a recurrence of the same type of network failure. 

V. CONCLUSION 

127. CLC recognizes that 911 calling is critical. Staff’s attempt to blame CLC for the failed 911 

calls in December 2018, however, is misplaced at every level. During the Green Network 

outage, 911 calls completed to CenturyLink-served PSAPs. There is no doubt whatsoever 

that the thousands 911 calls that failed to complete as a result of the transport outage failed 

because of Comtech’s faulty network design, a design that ignored the most fundamental 

tenet of network design—true circuit diversity. The Commission should refuse Staff’s 

request to blame CLC for Comtech’s mistakes.  

128. Beyond this, the Commission lacks jurisdiction over the interstate circuits at issue, and Staff 

did not even try to meet the requirements of the Washington statutes and regulations at issue.  

Staff has the burden to prove by at least a preponderance of the evidence that CLC failed to 

take all reasonable measures to prevent, limit, and remedy a reasonably foreseeable problem.  

Staff does not come anywhere close to meeting its burden.  Regardless of the question of 

burden, there is insufficient record evidence to establish that CLC violated any of the cited 

statutes or rules.  CLC therefore respectfully requests that the Commission deny the 

complaint. 






