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Ticket ID MN.080118.008

Customer WUTC

Associated Tickets ME204803

Start date and time 8/1/2018 3:47 p.m. (CDT)

Restore date and time 8/1/2018 4:52 p.m. (CDT)

Duration 1 hour and 5 minutes

Location Miami, FL

Equipment that Failed Miami Emergency Call Management Complex (ECMC)

Root Cause Human error by a vendor

Event Timeline

(all times are CDT)

August 1, 2018

2:54 p.m. - Vendor initiated routine trunk provisioning

3:47 p.m. - Vendor inadvertently implemented a configuration change that prevented the Miami 

ECMC from accepting inbound 911 calls for routing, prevented call failover from occurring to the redundant data center in Englewood, CO, and returned a cause code indicating “No Route Found” to CenturyLink

3:58 p.m. - CenturyLink received a call from a Public Safety Answering Point (PSAP) indicating they were experiencing call failures

3:59 p.m. – Vendor became aware of the broader issue when they identified an influx of calls

4:02 p.m. - CenturyLink contacted the vendor about the issue. The vendor noted they were aware 

of an issue and investigating it.

4:15 p.m. - Two additional PSAPs reported to CenturyLink that they were experiencing call 

failures. At this point, CenturyLink believed there was a broader vendor event impacting 911 services for some CenturyLink customers.

4:24 p.m. – CenturyLink initiated the PSAP notification process for all PSAPs in MN, NC, and ND




